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I Executive Summary

2025 FOY AN\ —BRIRIRITBEED EOFELD ERFRERL EFKIMME L ERUE U, F(CH
AN\ -KREDEHL., HHEHRIIOSXTAZIBOTTERABRDOEEIL. ATHEE(AL) & RARESEE
EF)U(LLM)DEBHER. EFRER)/ \vF>T0)L—TOMEL SNIAFEERI TR E . HRLIBRE
FENEEN(CHEE L, BlOtTF1 VT /(S LAEKRZEEERT DL NLOBRAENIRNE
Uz, WEEBZSEBIEE—ART MNIPE—KECKEFRE Y. RRDIFMEHSTFERZHM
BNETTESERBARRZBEL. SLBIREFBELZERLUTOET. INSORLEERD
TF1UT BEOBNEZEBR. EELERTERE(CETHEZNEITBENBRERNEFHKE
LEUTE,.

ROEEMFHE, HHEREORRIIENTSHD. 2025 FD 1 FHT, A—T>V-X/\vir
— YR —Z v —(npm, PyPI 12 E)X° Chrome R38R 704 S . GitHub U/RS KU, VI RO
T77VvIT— M=/ —REEHEICEDK IO AT LAZEBRI IRENS RSN 1F(C
Ethereum BIREZXIRE Uz Hardhat BAZEHI. B4 npm /\w o —# A S|, OAuth 523
EMZBULTND N \A2vyIRREd REENHAREREEARZERL. ANERNSHE
THAEREE CTHIEI AR ZHATVND 2 RLTND, HHIGHNEE. —EDRETHE~H
TF O OEFHNIMEEZS ISR I N TE, O/ —IRET IS XFT ATREMIA/REI
cLTIESIFsNn/z.

—7. TAVIIBROHETHCEDHEG, Al BMDEA (KD TS (TIREMTIREN
R (CEELUFE UL, MBEFEMKE ALl ZERA U CERARXUKREN R ER DI v I Avt
—ZZEBBERL. T —TITAUERE - MG AAFEDE TEAEEZHn T daER
BEC(Business Email Compromise)Ez=£1TUFE Uz, F/z. PaaS(Phishing-as-a-Service)
TOSRFLNEHEENZH. MFABEE D v > JFw b, OAuth b—T>ZEY —)L,
OS50 RT7HI> NERUIVIRENBSHICEEISNTVE T, ZNICKD. 2025 F(C(FHRHEA
EBDFREES AT LAMMAE BZRE SN, BIRDEBEL. 71> bDRE A B —EXDFUITR EDHE
ENSHERENF LI,

2025 F(FFEe. SIYADI T EA D TART« 5 —% Malware DFEENAAEL U eBrim e
DIz, [LHINRT —SBSIER—ADS Y AD T 7THREZBZ T, REEIEET —HYDHME
W%, BESEE DA LY OB, ILFT Sy hITA—LBSIEY—ILODER. SERE#HIL -
T F OO EIR il U TIREMINERZRKR{EUTZ. LockBit, RansomHub,
Hexalocker V2 73 & EE#R# (& Python-Go-Rust R—ZADVILFTSw T4 —ABESLY—)L
ZB AU, Curve25519-ChaCha20 "—ADF—3HS X L7z ER L THth SEIRZEEE (C U
2o Foo AT+« —5—EB Malware &&EHE U TIREWIRBERPETI7 D> M EERSE b—D > Z UG
L. Rv bD—TOREFCRIEE(Lateral Movement)ZBEITITO 2. RIEMNICS T AES
{tZ2ERITID [ZE - ZFFEIURR] WEEREICILN DT,

NSHC©2025 All rights reserved.



Cyber Threat Intelligence Report

ERZE/ \VF 2T —-TDEEBEESICRKIETHENTLZ, O>7 - FE - LeifiF - 15>
IREFBEREEIIL-T(E IRLF—. BHE. &/t BEREEEA > I SZEMRICR/\1E
BT TR REOBIRNNEZITOE U, F(COS77-IteAtaEERmomssst. RED
ValleyRAT - Salt Typhoon #881 > I S5{EA. 1tEA#EFD KimlJongRAT &L EESBEZFEF 17 >/
—ALK(E, 2025 FERMBEFRY 1) \—FEDDKEE LFEUZ, U1/ \—EgnpEnEs &
BESND' AN\ —-FXT 1 v IBERREBILSNFE U,
REIC, TR RITA A= I2MIBRUERIE T, 5 R - 1oT-0TA>J5D
EREN ORI (CHEARLUE LTz, 3207205 D Rk, MESS/ API T2 RiR1> b, 885
F—DFEH. TvSF)INAAD/\vFH>J, OT/ICS Ry RT—DBARE., BHLRBRENRTS—
PFIAE. IoT 2Eo/RY bRy ROBARBLICKD ., BE—IRETE+ Tbps AR&ED DDoS W E
MREEITIBHBIRESNELE. B/\1)LESE Malware  C2 % Firebase. Telegram /& &E(C
BERURBNDS. UTPILYA LBROGES LUV 7HD > hEOBD BN EE(CHENFE U,
HEREUT, 2025 FOYA/\—BRLIFAMANENL E BB T IS X5 ADEELZEE(CRIfID
RUVERZ R BTz, 2026 F(CEZORNNES(CHIRY D EFEEN., BHEEEHFORFAN—X
DIFHETILASIREI L. ATHEER—XDBEHRL. Zero Trust 7—F50F v, BT SAF
T—>tF21 VT D@t BEA>TYUD T > AL HEEER IR EH U VSRS (CTB1T9 D
BEMNINFTULICEF > . H<KETE. INSORCTEDNT 2025 FOFEEEEM
& 2026 FORELEZFMCIRET U, HHENEDNNS WG ZIRRT Do

| 2025251/ —BHEBE

1. BT SAFIT—HEDXMURL

2025 FOY A\ —BE CREEERFHE. YT S4FT—> (Supply Chain) KEDEFEHIILEK
ERENTHD. HITSAFI—RE. BIEOE—PEDPY -EIREEOREICEEE ST
EESARPERL AL TEBENREZFRT D [ KRB GREKERT ML) EUTESBLRZ, IE
BRIV I MDD V7IOAS AT LAOEEESZEAL. BRIRA. MR, Bk, 1> 75
IREBHOMAZRFITIBDET. INFTEIDBIEDINTRILEHFCHZENER U,
2025 FOHU T SAF 1 — 2 WEBEOROIEHEE. A—T>V -\ or—JT O3 IF AR
EUREKREDSETHD. SEMH. npm - PyPI - RubyGems IR ED/\w o — L X MU TEE
DEM) T —HEB N, $5(C npm T3 Ethereum BIFE%IE> T Hardhat 7501 > %48
MUzD, BEXOUT REBALUL/ W= 20 B ERRBEN DT > _— 0 RESN
WEEIYARAT DV > (typosquatting)FeEZFAL T, FARENKKERTB/\voT
—SACBZEE) Vo -7 R, A2 XA N—ILBRETTSAR—hr— - DAL v MNESR -

NSHC©2025 All rights reserved.




Cyber Threat Intelligence Report _

API +—ZBHLIED., BHEC2H—/\—ELBEIDLDCER UIC. COXDIRME(IHFRRMET
Malware WEASND 28D, EEOY — EREMIF(C1—H — SRR BIRICE 5 SN 218E
HEEZ5 EHE T,

Ffz. Chrome HRTOTSAETSOTERRZBALLY T SAF I —>HEBEBMUE L
o 2025 FE(CREINIEBAHITE. FAFED Google Web Store 70> hEERU. [EFERILES
OJ S AICESHEEZIREA L. BEIEHZELC THTHAOI1—Y—(C Malware X+ O— RAHES
MENDBRNARELFE U, HILETOY H—. BASREREY—)L. EBFEIMCTST1 >R
ERVWVERMZHF DIENIREE (CER SN, WBE(FIINZ@EALTOAUuth h—J2 &R, 7y
23> )\ ASvwvy, JNRAT— RERREZEHRMNCETLELUZ, TITOPIERTOIS ADEE
B AN XL RESHEZRIN (CILAS B DEREBEF U,

API BT CI/CD /\ATSA > &> ZREEHICRZX TBMULZ, WEEZS(E GitHub
Actions - GitLab Runner 72 EBENELEIL RS AFAZEAUTEIL REEMICILD T 7 ZEAL
Zh. RIRZHZZEHML. OAuth BEEOMAEERIIZEE L CERIO> T M7 I RIERZE
BULEDETBRAERORUE. RERC 2025 F EHBAICRRERSNZHDIF v >R—>Tld.
BENY—R/—5« APl F—ZZMUTCEILRBETVNILITI VRO UT MeB#ENT L5
([CHEREL. ZTOFER 1,000 AU EOMRERBNER (SEREINILBHEHRESNTC. CDOLDR
WEEFHAFEETHDO> b - BEMEY —/\— - EILRTOCANN IR TR SNIZIRAKH DevOps IR
B THRICRGN TS .

HHERIREDE D —DDEERMEMI(E. U5 RAR—X D SaaS - MSP (Managed Service
Provider) Z/T U AREIMILANTT . WEEE, —DDOMSP FE(FOUZT RV Y12 3> %E
[CRATDILET. TOEEZFATIH TN SHADOBEEZRAKR (CRESE DI ZIFHF U,
BIZ(E. 2025 FHDICH DI O—/VULIT 7D bV - D TEENRESNIZSBHITE. REBY D
DT 77w IT— b —/)\—h Malware /\w T —ZZEMIDELSCEESN. BLTSY KT
# — L2 ERT DEBONTIKE - ERIEE - SRR (CE TTREMLIELE L. Il #
BRI IS R ADREMIICAIET D MSP BMEESNITHZE. BREESANER(CETSETNDA
RS D EZRUTWVET,

2025 F(C(FTOVIOFT— BB C2 1 > I >=EAUHHGRREAARREESL Ui, Y8Fv>
ARQITE Ethereum XX — > b5 h%Z Malware aa BmERIE E UTERAL. —HRRIR R XA
>/IP JOY U TFREZBINETETRNKD(CERETES NIz, MisakaNetwork /Ry bW b >
R="DEDCAY— NI SO REBUT C2 7 RLAZBEAL - BRI 25R(E. EHIEE
HNE LEEITDHE. D - WEOHBEZIRE (CHEHD.

WEITDE 2025 FDOVTSAFI—WERG, BREIIZRTA - ISIOYIOSIFA
= OFJR-SaaS » JOVIFI—2A > ITINEHRSNDLEBNIMEZRF O TVET., &
N TOBEPENEE ([CIERSNIZRROFTZHIL IS RT A0S £ WEHEFEW >U—DICE
ATREFTERDOF T —>72EET DRERICDORNDET, MBf(SEMRMREEE Oy FPO T 7177
DA —=)UIL—ILOREALTE T TIEMIETEY . SBOM R—ZAD I R—FR> NBHE, 11— REBZIREE

NSHC©2025 All rights reserved.



Cyber Threat Intelligence Report

Dsft. FREIZHD> hORE. CI/CD EF1UFrDEZ1—IUERE, BTSAFT—>HF
DOTFIYUT v KEIZ2EN (CBIBRIDRENSHDFT.

2. T4V BLVHETFREDSEIL

2025 F, T4 VS IOBIOHETFICEDIKKEG. HROA—INR-IDFEZBZ T, Al-
FA—=TITTAD - OTIRIHD> hDER - B/)\AILAVE S —DEA - OAuth /\1 >+
wOIRE, EHOERENMES UESBEBENEERLUF UL, WEE G ARO LIRSS S5
(CEDO<KBERREBEZIPICEAL,. BEMESNIEREIOS RTLADRMRRICEKD . FEEFED
ATEBE LR TERVNEENLARLE U,

ROEELQZELE. Al

EREEEUR T v OBMEORRETH D, RBEGAFRSEEST/L (LLM) ZFRLEE
BB Al

ZAWT, BRATXIMM—BHOEWT 1 v IR )LERE(CERK Uz, BHIRDSCESE DM
ZHBX. FHD SNS

SEE). XA—)VERE. EBETOT7AIIRECEDNTHRIYAXENIXXRZEDH L. [BED
AEBI=1=5—>3> EXBINEE#HRLANIL] DAY EZ—27ERUTZ, $F(C 2025

FICF WBEI=Z21 74 (CBVT. LWOHDDIERHD LLM

EFILNEHB L. AETV T4 w2 OXEER. V—2vILV IS ZPUSISF AR, Ty
SUOR—ZOBEEERRE. FEBN(CRBICSNIZHMEEZIRH I D LT, Ty 2 IWED
EFElzIRSET.

INEWTUT, T4 —TITTAUERE - MGz ER Lz BEC (Business Email
Compromise) WEDRUEEEA SN, HEEIREBOBEZEME CER L. EBROBEE(F
EAERBITERWANILDT « —T I A VEFEZRNTRIEXEZERLED. EFARERAD
TA—TITIATBREEED TARANCIRDTFHL, HEXEDREZRODIFEFTTHEALZ. D
KORFT A —TITTAVBDHRTFREE. ERDA—ILT 1 ILIYU > Tt U« B L
S —Z2 ORI TIESHUNREERMBHRNEIEALTE D #8DI 00—/ ULEFETERICEKAIE
ENEFEEUZ,

2025 £ (C (& PaaS(Phishing-as-a-Service) £ RERMAIEH) (CRRIC S, IERATDFREEEN K& (C
K<Ixolz. SPHLEDREETE. Web Fv 1/R— REXTIRMESNSD PaaS T35y b T4
—AZFMEALUT, MFAGRR D 4w 2 OR=2, UPILIA LAY a2\ (v vy —)L,
OTP O+ H—/N\—RREZMHE(TFEATETRILD (TR Tz, KFRMREDE LT Rockstar2FA @
£5RTSy hIA—AlF U570 RERIBIROBEDIZ (C WebSocket R—DYUTILET A I
C2BEZRMHL. 1Y —NANTD OTP ZIEE (CANRE(CIHEL CRIZEBH TEDL D (KRS

NSHC©2025 All rights reserved.




Cyber Threat Intelligence Report

ENTVND, COKDIRBEEMLENTZT 1 v S DI ERREWERINEZ KIEICH LEE, IF5TR

- SaaS Y —EXT7HD > bOGBIEHNERN (CRUET DERZzBIE5 UL,
F/z. OAuth LU SSO BEDFRES AT LAZBAUIREBEGHEECHRELUF UL, RBEIESE
N —EXoOJ4 > BEmE(CUFA LI NEND T4 v >0 U2 0%ERL. OAuth &GR
DB UTCT NI N7 O AEZESLUF UL, N/ (RDO—RABHE UK TET LD >
NREOERSNDAEIEEMN D TesD. R EXTENIFE (CE UVWEFETT, 2025 F(CIRESN
B DOF v > R—2TlE WEBEFEENEPOMEREES (C GitHub. AWS. Google Workspace 77
DT> BOBRRSEA—ILZ2EEL TED, OAuth h—=0>Z&H. D%, ASEPI— RURS KU

c A=)L - OSSO REE(CRIIB ORI EHICFIALELZ,
2025 F T4 w2 IRBEDE S —DOFHIE. Awvt> v — - SNS - £/ 1) UIRIEALOIEL
RKTHD. EZE(L WhatsApp - Telegram - Discord i EZIB U THODT — AT A M. BOTE/\A
L7 TUB . BOIRITHRIN -2 F—Avtz—7 E7B U TAPK REED > OZIGEL
TINAILT DI b - SRITIER - USSD T —H7IREZ DT ILFA ATEHRUZ, TR (C FireScam
DL D7k Android E8& Malware (&, GitHub.io R—=4° Telegram F+ > %)L &EB L TEAICH
TN, A2A=I)BICI—T—-DBIHAYEZ—2 - JUWITR— R - 388 b—20 > ZBNEE(CEFER L
2=\ (TEELTZ. B/IN\AIILAVE—EBET v 20 BARRNSERETHDT>
(CHEsREMND BYOD RIB L&A EL. MHMEAZEIRI(CHRN D EIREMDS DFRZIMEEE L TF L
Uiz,
RENERZBUIZHETFRECERICHERELUE UL, WEE(EPNG - SVGEBGHNICTrvI >
DU ROV T NEBEMNTIEA LD, invisible iframe - base64 T>—F « >0 E%ER
VTS IRFvR—ADEHEZLEE UE Uz, ClickFix DL (CA—H—(C [TFa21UFTosFT vy
DIEHICTYVIFT— MM ETT | ERANITDEHEZFRRL. Windows @ PowerShell I > Rz
EKITIDLOBEIDIEERREINF Uz, INSOREFRENICIERRTF1 VT BRDX
S(CRXZ7ZH. HETFICEDLBROMRZRKEUET.
WENICRDE. 2025 FDT v > - H2TFWEE. AlEEOBEE + Z2F v > RIUGHE
+ MFA ELEHEAT + B/INAIL - 50 REBIEHR + T« —T T T UEHED BEC £WL\SEEHR
tBZRUTVWET, NEBEEY IRV 0ZT0 Uy IURBRWKDICHEEITDLANIL] T
WS TEDBR CEDDERA. BfiE. T v IOREETILDEEL. Zero-Trust BEEDR
AEARAEE. PHDOS NP OCREREZSVUJOBEEE. T+ —T 7T/ OETOCRDEA
1RE, ZENIBHHEES WA CERT DHENDD. ABDTEF1UFT o MM+ U7 &
ERICEERERELVCHWELLTVEY,

3. SOHBAUITPBELUVA > ITART1 —S5—DiE(L

NSHC©2025 All rights reserved.



Cyber Threat Intelligence Report

2025 F(@FS2HLADI TV EAZTART+« —5— (IBHRALER Malware) DIEFRMNEE BHRUZF
REFHETED, {ERES PV ADT 7T —FIES{bZB UICEERERICOHFER L TV S
TIREBOVHREEENS A > T A RT« —S—=Z8fmlL. 7HIO> NMEHR - b—0> - v 3> -
D50 REREF—1REZMEML. CNZE(CRY MDT—TRNEDER - F ~AIm#E#E) (Lateral
Movement) ZBEENET IHRN THEMES SN TULND. COXDIRELEFS P AD T 7 DRINER
EHIRNZRRFC ERSE. —ERERENRLET D LEMEAENEE BICEESNDIEHN YRR
nrz.

RSEBINRETEILE. LERISEEE (Multi-

extortion) DFETH D, RDSTHADTT (& [F—HDEESIE -

ESROBAEKR] CLWSHE-—DBETEE SN ZENEN DTN 2025 FITEB Uz EE1BH#
(FRDEEFEZEHAHENE D & THEHDAEZ KIE(CEHT,

@O T - BERIER - MHET—5 - BEXERER

@ ISl > U—/\—&ED-ORXF—>3>T71)loOv T

@ FT—AHLHICKDEE - REYA MU TILT 7 A IL=EE
@ DDoS WEDHA — H—EXnAMOELLICKDIBMNREE
® 3rd Party 18 — #WERED/\— h—Ht - BERHICENEE

RansomHub. 8Base. Hunters International &W\o/ziffi(d. &5 UL EIGHERZIRAE(L L
THD. EERR OT (Operational Technology) RIBYCERE - &i& - IR Z2ETN (CENEL
7zo EBRIC 2025 F(C(F. BWEEPEFMBEOFMS AT LANPENIBHERETDIRE. 5
SHAD T TREICKLDWENEREE Y — EINEILA UTARTF MR DR UIRE SN,

2025 FS Y AD I TERRODE S —DOEEREL(E. 2ET S Y T4 — ABES{ERAMOEE
{EBLUVBEETH D, RBELSEADHOHSEZRSD. TUR(CHETT B7z8(C Python. Go.
Rust R—XDVWILFT S v b T 7 — LABES{EEAi BB (CEA Uz, RERM2MEIE LT,
Hexalocker V2 (& Windows - Linux - VM IRIE TETEMFI D KD (CEHETSNTHD.
Curve25519 R"—XDF—3H177)LTYU X & ChaCha20 - AES 1EE&ES{bZEA LU Tathd KU
EIHZRE(C Uiz, Fz, RERERE - B> R/Ry O X[E# - 77>F 5 ) \w I HERENEARH (CAE
SNTHD. FEADEFET Malware ITAMBASHCRSRVKDICEBEfLENI.
CNEHCIREREIEREL Malware (Infostealer) DEEIHBRECIENM LIz, Lumma. Raccoon.
RedLine. MetaStealer '@ EFBRAT« —5—TJ7 ZU—(F 2025 FAITEEREN KRS EIIL. #R
RIBEF v > R—2([TERASNIZ, HIC Lumma (F/\—23>2 4.0 7y I7—bh2EUT B8
N—2O>TOZR— M#EE] . [Cloudflare Turnstile Bl ] . [ZJSYA credential DB U77)L
1 LT ez ax . IEE XN ZiE U T Google. Microsoft 365. AWS. GitHub 72 EHk4
ROTIRR=ZADT NI hERFR(CHRM Uz, INSDT7HIT> RGEERIGFEDERDS P AD
I VREBERTICEELRES U TERSN.

NSHC©2025 All rights reserved.




Cyber Threat Intelligence Report

2025 FOWEBETIO—(F. AT+« —F— — {HEROEE — C2 i - EAmiEs —
SHAETEND [E—BIMbT LTy U] RRTHEAREINDBENZH DTz, Nova

Stealer. Ageo Stealer

ZEOEHOHUERT « —S—(FHETHCE DM SES TN, WEDYIEREH SEER
Bizem L. WA INZAERY N —OIRICENECHENALUZ. W<DhDFr >R—2
TlE AT =S —MFEASNZHEARAO— RAS AT ABR. Ry hDO—01BE. 1> XA =)L
BAHEZF2IUTVUI1—>23>20—8EREZE C2 (OXfEL. C2

H— N\ —DEZS AT ALCRBMEENES B AD IV EIL R ZBEER U TEXETD [HAT A
SHADTEEE] FEEEHBUL.

FIZ 2025 FICEFS YLD FIIL-THDBHEEN =S (C#EENz, HIRE. LockBit A
#. DESNICHARE - EBECSMERO RaaS BlICESIED TS Y I A —AZHFUIINS
 B—00—- REEZHEIILBIARRCEG U, CNEEADERROERREZAREH
H. TF1UT A ERTOIIRFrR—RADIRHNET )L Z TR (CENIE T DERICDIIN D1z,
F(CALBEES KLOO> 78D APT (. SERMBNEERLANILOBRZESLIZ/\ AT Uy
RINEET)L =B (CERUE U, 1688E0)L— (3 KimJongRAT - Konni iREETFR L. &
it - ARBEEDTZETHCHE L. AFIRIESEEOHIZERITE L. Fo. —8DFvr >~
— > TCIFBIRGBEE (CREER(CHRINA X NSV LAD T 7ZEMU. BIDIEZSDE
GRS NF Uz, O 7EROERME OT 2B 2EEELZD. ICS kY hDJ—ORNEB TR
R R7Z 5| ke C I HEME Malware (Destructive Malware) &S > B AD TV ZiEE T DINE
ZERITUE U,

MELUTHDE 2025 FDS VLIV I T EAZTARAT A —S—DBREIE. © LETIGHES,
@ VWILFTSv hTA—LBEEES{ERAT. @ AT« —S—8BERO7HD> MR, @ HAY
NAXSNEI B AD T 7EEME. © EREBEBOBIISERSVD 5 DO CEINTES
o CDXDIMEAIFISH# 2026 F(CESSITEIEEND ERSN. BT RIRA> hLAJLDF
T TEI G ARBIREIMES RN BARRNMRE LD EFEEND.

4. ERZE/\YF I DOEEAS SVHBFHIRRICED S E

2025 F(FERZIE/ Y F 200V —TDiEEH TN FE T L (CEERN THIEH (L UTZEE o T

o MFHEMINETDERIBEBRDHR T, YA/ (—AXR—-X(FEFPHERDIERINEDEL TR
<. BE - 432 - BENBENOIZHISERSNRENRES S U TIE DTSNz, FcOosy -
HRE - JLEREE - A SOREDETEFREET)IL T (J BIFORMBRE/\EFZEBI T, #HR
EREMuehRiE - SRURELSRE - BSEEH - TS F I - RARESHRBNZRHDONEZ K
BURICEITUTZ,.

NSHC©2025 All rights reserved.



Cyber Threat Intelligence Report

RERENQESERBIZEEOS 7Emn/\vF 200 —T 2o lz, O T7OI—TE005+4
FTEEORRCIKAROP T, ITR)LF— - Y5 - 358 - BITHERED O SAFTOERA> TSN
RICBIBENIKEZ G UTe, 28003 78s)/\wF>200)L—F(E. Wiper % Malware Z/EFRE L
TEIMHES AT A - BREXS 7> - BERQEZMESEI/EBREEDIRUEKITUZ. 5(C
SectorC08 J)L—7 (& 2025 FEETREZL < DREF v > R—ZRBEUICDISAF9 -y
NII—T EUTERENTHD. FBSIHRMSDRET T+ w20 ERRGEMREZERLUT
FERRRAERY D —OBAZEM; T, CDLDSROSTHR/\YF 2T —TF(ED0S51F5
BBEZR. %F(C NATO - EU MNEEEEATHERS & EBRR @R WRICR/\AEEZILK T DR E, A
I\ —BR IS DEEE = [EFRAY (CHER U Tz,
hEHLED/\WF>T0)L—TE 2025 F(CTO—) ULRBOKREZRIT U, ZEOTERLS) \Wv
F2OOIN—T & PAURKRLIOEN - BEEER - BHEERY D -1 EDRLA > TSI
EHARTEA L. 1BIRINGE S IEEROEE INEZER CEM U, SectorB108 J)L— T (HFEDT7 A
UAMDBSEERY hD—J(CFEF 1 FABRLU. Ry ND—OBERE - BEFRR - TF21UF
A RUS—1RERINEL. SectorB73 J)L—TF(F 10T JL—F—E Ty RO = BRAL T
AU DBEBNRAEIDOBEZIEEY DIEE(CER Uiz, FEMRD/\YF> 00 -TFFre. 727
- 3—-0Ov/\ - ERFCTHESHFEZILAL. REEE - BEFHEE - MEMRSREZBESIKE
EITTDE. SHRNIMEERENZFERUIT,
2025 FREEBR(CHR ULBRO— D&, ILBEHER—XD/\VF>TT)L—TF(CLDERALDIX
LR TY . ILEfFIIESEE DB Z EFREFHEED—Ef & LTED. 2024 F(CH) 13 B RILIA
ToRESEEEGHIMUIZE. 2025 F(CE Bybit BHD X SIRBAE) \vF> 0 7%8 U THFEFDIR
EETS ORI EEZSX F Uz, Kimsuky - Lazarus - Andariel 72 EDILEREEAEM (L. IRA8E
BEEIFT - Ja >y oh# - BREREAREZMRICRET IT4vI >0 - VY-S v)LI>TZ
T - hOA DKER—ZADEAZITL. KimJongRAT - Konni - ValleyRAT 72 EDER
Malware Z5ERHLCI7HD> b - BETIO— - UA L v MERZGRMUE U, Ffe. —80Fv
SNR—=TIEREBE (CIR 0 IF UiciaEmiilizits. RN (CAERERBiRZ INE T SHBE CHER
nEuz.
AS2EMRETD/I\WF 2T —TE, FEM(CH 1T DMBIFHNERDEE D O THEEE)
gL UTze 45> DBED)I\WFJ00)I—T(E A ASTILESRUOBIZT7 S ET7DOBAFHEE.
TRILVF—HEss. EXA > ISREZ[MRIC, TAN—RIIIDTT7ES B ADT 7= BHEDE
EWEEREAUL, B5(EY/)\— &R ZES UIZEIgEZRAL. BIFRORM. DT IYA D
WEA. AT T7TSY N ITA—LDOREREZB L CTHAEWRELZHBR I DFEBMEALRZ,
2025 FEZFRER/\vF > I 0)L—TOREDRAMBIFH (GRS <UDICEHNTES,
(C. WEELSIMHEGHEIIS AT ANORAZEEN(SERALEUZ. PEEOST7DT)L—
& VI RIDTTERT—/)\— - AEET7HD> b - APIREE b= 1R ERBR L. SEOMES
EEMEAITDY Y-S 3> BRI DIHECHRESEZILALE U, £IIC. C204>T35
DREFEMARE (CRRUE LU, JOvOFI—BROGHXE, VPN - JOF2F—> - &

NSHC©2025 All rights reserved.




Cyber Threat Intelligence Report

7] SaaS DER. AD Tor TV v TEERESHIMTEZERA LU TREDHZEZEHFE LT, &
= NIVFTSY I A —LRERRANRIEENZFE LTz, Windows - Linux - macOS 721+ Tix<
. JL—%5— - NAS - VOIP #85 - T 71 7 A —) U E Ty 25\« R &2 (CIB S AEEHMA
AU, OT/ICS tgs DRSS EEBEFRATIRDIRUIRESNF UL, $£UIC, EREEHEHBNESIKEN
BFRUHEBNZERFCIER T DEHNMENNL F Uz, LB EES/MERE—RBEEELTVEIN

« FEEORHEAIC (ZIHEVFHACIBERINEZHTL. O 7 (FEESH BEIRER DIz ([CH 1 )\ —BEE L)
B E RS L CERT IREEREF U,

AR 2025 FERZIB/ \vF>200)L—T(FEHM - BUAH - BFNBENHNES SN/CHERAIIZ
EESI)ILICRELTED., MEFNEZENREITDFEEEREIH A/ —ZER-T R DRI THENRT
RERHDAERENKEIRDTVD, TOLIBFENEFEITO—/ULEF1 VT HEEAEIED
MUTHED., 2026 FICEEFRER) \vF > THEBOBECSNITESR IR T D ENFEREIND

o

5. 959K - IoT - E)I\MIILBZEDILK

2025 F(FU TR, IoT. Tw(Edge). E/\AURIEHNDE - AHBBEOBROLITA>TISEL
TRECEEBULLZHRT, INSOMEIEEIED FEIWENEMIREE (TIENL .. Bt CEREL Uk
HifZofce WBELBIEIOSDRBRIS—. FilF—t. APIIESSIE. IoT #EsDT I AL KNI
A2 b B/ AIIAY I 2v —BEOHRT RN ERRDIBRTHAENDE TEESNIMEAS T
UAZIBRUIZ, TORER, VIO RBIVITYS I E1—F+4 2 0%ZFLETDIRAICT 1>
ISHESICHEZEOEIENIRN R0 SNEBIFEOA > T L = REEHEARIZ T TSR]
BETRFT LW RTIRIBE A HH UTT,

£I. 2025 FDUSD RF2 VT BREOBLIE. 352D 25%7E (Misconfiguration) EFREE EHEIR
RDGBEINEEDA > 7> hOFINTHOIZENDERTY, Z<DAWS S3 /0w b Azure
Blob Storage. Google Cloud Storage - > X5 > XM\ TUw O (CER UTIREETRREEN. API
F— - H—EXF7HT> K ISON T7-1)L - Access Token 72 ENT— RURS MU (GitHub,
GitLab)(CER> T/ v IO~ RENDIBHHMBRE(CHRLELF Uz, WEE(L GitHub OREMRERE
EBEOO-)LY —ILZER LU TER UZ APL EESRZRDITH L. U5 RASUY -2 %
EEL. T IR - (RIETS ESME - UY—XBE(Cryptojacking )/ E&TUER(ICEITUL
FUTz. $F(C Cryptojacking (HMEIXR b - (RURODETHD (CEMNMNDST, FIHTIRERUY
—AZRECHESE., REDIUST RIOX MBS E D L CTHENIGEEZS ISR UELZ
Fle. 959 RRAFTa JB®IE (Kubernetes, Docker 72&) ZiE->EWEBRIELFE L, —BB
DIEE(E. Kubernetes DFEH SNz API R— hEBEU TOS Y —HliElEREZEELIZD. ]
> CTERESMNT= RBAC (Role-Based Access Control) ZEHRULT Pod Z4/L. BEHEI> 5T

NSHC©2025 All rights reserved.




Cyber Threat Intelligence Report

A—TZEEMUELZ. REEDNRIBTIS T FAA—ZEEZELCBUHAIVUT hZEAL. BE
EFfRE B U CTEHON/ OO0 - EX LGS E3BMERESNFE L. SNEEXRLE. O
FTINR-ADBTSAF I -2 RELRAUEEZRHS. U570 REEMRFOBERT 7O NI
BIAZINRT D2ERE U TIEFRALE UE. MSA (Microservice Architecture) #&TlE, —DDY
—EXEREMIDOT —EX(TEELPI <, WEBENE—DI> NJ—RA> hZEHRIDIZITTE
W R L2 EET DEANSHIRE=NE LI,

2025 %, IoT DEFCII/RY bRy hOFUENEIF LLEE TERVWVEEEXN LUz, AERMICHKRE
N2 Aisuru7Ry bRy MM, £HEFOH+HED IoT ##ds (BSRHDAS. FTEM)IL—5F—. NAS,
AR —NTS012E) ZBREEEHE. 29.7Tbps $HED DDoS WE bS5 T« v OEEM T DDICERE
Nz, NUFA>9—2wv MNEE ERERSIRFBORED—DE L TRERSA, 56 - JO— RN
> RAA =2y NMRIBOWEICEKD. IoT kN ABE NS T+ v IKEA > TS (CEDDER
ZHEACTR Uz, [oT BEBRORED (. TIAIN RO — R, MESSRI7—LADT). B87vT
7 — NEISIR EDESHIAGESEEERF > TH D, IEE (L Shodan - Censys DL DRRAF >0
W —)L7ZEA U THesSIatkasa U 77)LS A ATHEI U, SR (SRR (CRREEINE S T,

FEEER IoT. 97215 OT (Operational Technology) KU ICS (Industrial Control

System) RIFZIBEOLMBCBINL Tz, WEESEHEMAS — DT, PLC. SCADA

WERDOTO ML ZBA L. =RIRIF - RELE - T2 —EOWMSAREZRATC. F(CO
STBRPA TR ETD/I\YF2TI)L—TF(d. THRILF—DEOREPOHIEEZE ISR
ABENEZEEmLTHED. FED ICS

HE T B LU TMEBENREZFRELULD LI DEIEHRESNC. NE. TAN-IRENEHLRDIE
WRBIEBX . EREOVIBNREZSIZTEST [P1/(— - T ZHILREBR] iAigbLizc &
ZRUTWD,

T/ AIVRIBEEHREDEEMEN EIXDFE LT, FireScam - Flubot - Xenomorph DK S72E/
JLEBED Malware (& Telegram - Discord IR EDA V> v —Z18 U THLE =41, Android
Accessibility API ZZERH L GEHIXAVtE—> - OTP - UV IR—R - RI77TUDFT—F%=UT)L
A LATHRMUE U, EE(E GitHub Pages. Telegram F+ > FJL. BOE/INAILT7 T UERR
A MMREZBUTEERTITUT -2 3> (CRELUERE APK 2B L. < OWEBNRLEL
FUlz, Fz, IOSHIETEDITEBO I v IV TOT7AILA 2R h—)LiFEF
E2E U T )\ Az BB (CHIE T D EN SR LE LIz, BYOD(Bring Your Own Device)iRIE
MMLE UTCHRREC (. NSO/ \AILEBIRENNERZES 7 HD > hOBRICER I 2FMHE <
HDFELE.

2025 F0F5 TR - IoT - B/ \AIVRBEOHREHFH(E © WEREOILA. @ FREEEIROTFERFL
WEAR, @ BEbEnzloT R, @ A>T INR-AOYTSAFI—WE. 6 E/\1I)L-U
SIRTHID MEEHRTENEIND, REEZSEBFORY ND—IEANEE HRASNZ
WA > TSR ZIERICIERL. ADNBEE7ZITEATDHLAT—LKDEAPL - X5957—5 - BH)
IET7 10> bR EZRBENICKHEUZ, CDORIBREEIEEENBIFOA> T L Z XD+ Y
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T+ BIBEHR T 2155, BIECURTICESSINDIRIFZERL. I5T REXU IoT FLDFH
LWEF2UST o /(ST A LDBENMIEICKRHSND.

| 2026501 \—EBRIEE

1. Al ZEBE & UEEE{EBRZEDILEY

2026 FOU AN\ -BRIRE CRELDN TRENDG DEM(E. Al BEOIREDAIGINIRARIL &
HEMbSNIEWBERERRDILEI THD. 2025 FO—F/I(CHIZD. Bl LLM, AIEEBDTI v
SOBEE. T4 —T I A OBBOHETH. Al #BIE Malware 7@ ESRRBHINES UTeht
2026 F(CFITNSORATHWIEIEREREEME Z B8R CRERBBARICHASIND EFESND. N
FHAN-EDRE - [EHEE - FIEEBE SR TERVNEESIZLITIEDTHD. BEften
T RRNEBEE DB AIBH (CIAFED & BKR T Do
BYISEEIANEZTEE. [BEKRES X5 A(Autonomous Attack System) ] DEIZEIEEMEET T
o MAEFTHEE. LIMZFRALTIr v 2O 2BE8E/RLIED. MSSEDTZmMEITSL
NILT AL ZERALUTWELRZ. UL, 2026 FICFREENAI ZEE E UTREREDI L —LAD
—DZBEL. PEMRANSIBRINE. 1ERFIE. AHEE. >—IHRE. RO RETET
LEEZBE LT DHEARNEIZ T DAREENENT T, NSO XF A KRICEDKER
REMREZMR. BOWERREERL. NERY D —IRRERICIGC TRERKREES 1)L
ZIFOHEIHTEIL I DI ENTEFT .. NE. TF1 VT F—LAMMEEZIRI UG T Dz
DISERGZBIN (R ETEE T,
Flz. 2026 F(CHRBL<ILET D EHSNDIBHMDO—DOMN, Al ZEBEUIRUE-Trv o
(Polymorphic) BKUAYE—T w2 (Metamorphic) <ILDT 7OBRRENIENNTY ., Al EF
I O—REREZUTILIALTEITTEDRDICIRB I ET, STRF o NR—XDRAMARFEE
FEDEEND EFRIENFT . WBE QR —DOKEEZIFDOVILD T 7 2B ~BTOERRELT
BEERK TS, SEEIBEN - SENFHNRRDIH. DB ICRIMOMENKIRC EFUE
Yo LLM R—=XDVILD T 774z E API N TH — 0D T L TIRGE SN D oIREEN B D TA
NENEERR(CRBLENEILITT ] ZBEBER T DA EELT Dol HDFET,
2026 F(CF AIDIESEDITE LT ORT O« MNHFET O R (CEEEES I N FEeNn
D, REDHAFRTIE. AL AEF1UT o 7 R HUD) Y FiERZECEIFBUANICTORT0O
A NO—REERTETDZENERSNTHS D, ZNIIAESTHELBIRDOINE K T ORI Z B (C5EHE
IBIEBD. WEEFALIHEDY I DT 7/\—>3 > OlEssHEREDITSE. BEIT PoC %
AUz, RET R MR TEBORERTIOXTOA bR (ICEHRESEDIENTED, N
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(FEAFOWERFET 1 )L ZIBAN(CFEEL. O MARENZFH DOEREBWEET T TR,
— MDY A ) LFFEF TCEREIBIREZRITEIERERTHD.
Al 78I TFHEE 2026 FICES(THRESNDLES S T+ —TTTAIRMDFERICKD.
U7 ILIA LEEEK « U7V A LBIEERNEIREIC/RA D BEC - CEO 72D 9 F UIRE(IEERD
EFARBESIMLANILETHER(CIRDEEENEV. BB EWREBOSHE LBz TECEMLTE
ARBRICEXEERZUED, TFa1VUTTOBRZEBMIDLDERIDIENTE. N
BIFDO ANRREES TSRS R L RAIGERFUVWI R ORIBZS|ISEH T, CZICAIFr Y b
Ry MEBUTZYUTIVIA LIER—RDT 1 v IJETREGEND & BEEIIILFFrrIL
NIWFRT—IHETFREBEZBBESNES AT ALATEITIDIENTED.
Fz, 2026 F(CFAINEFIUFTr VU1 —> 3> %0k T DHEEFE TFB I DIREMEN B D,
AL EFZILAY > RRy O RigiH . XEUDMENE, APL MU U/ —ABEL/R E Malware 2347(o]
BRiMZESFEUREILITDANTIMEI LN TED, DFD. WBEEQ [ZCORIE TR
NIRWARTEMETDLDICLB] EVWDHETAILICIETRZL L. Al (ZBEE TR Z[hE 3310
—REEMRTDFUNTHD. CDLDRIRE/ S —2(FBIF EDR/XDR EF/LDERH O Y U7Z TR
([CEDET DTN TS, REE CPHHIBERORMERRSN AL FLICHUSEBRSNDIES D,
Al
ZHMAULREDIEK(E. HA/N\—LRIISRTLDEELEEEECEEL TS, —0DT
JTE Al R—XDOWEBHMEY—IL. BME LM
API, J4 w2 OBBERS AT A FHRAYVE v —Ry bRE. Crimeware-as-a-Service
BOY—EXNKE(CHIR T DAREENTV . BERRORVWIREEE TH > TE. Al
H—EXZHRAITDETRERIAYVIT, JIVITTVHE. Ry hNID—IORAZEITTCEDL
S(ERED, TNICKDKRETIOSRT LARHRNEEN(CILKT DH™RZB EBEIOSND.
HWEIDE. 2026 F(F Al MREEOKRDIIRKE & UTAED TSN, DA /\—IREDEH -
& - FEENREEN (CHER T DIHR E /2D EROND. BIFOBREMARTEIINSDZELICHIGTSE
9. TFIUT o ER(E AL RO AL BWEDT. B VERMERSE. AL{T8IT 0771
U > O EF VWA HEEE Z R I D2 ENHDD. Al NIEDNNREE ERDITIF(C. AT ERE
DEF 1T ARRIRLUTIE 2026 EUEDOT A I\ —BRIRIETDEEFENEH#H LU IRDIES D,

2. POFAICEDLK B SAFI— 2 REDILE

2026 F(CRERLCHEZEINDIZED—D(E. HIGHERENBEIF OB T v FF7— NEZ/ (v
T—SWSADLANIIEBZ, COF SRR E UBEREAS R TR (CHLER I D al4E
HEABNEVWDRTT . 2025 FICEWVW DI OMIEHEEESHNFEELE UL, INSEFECH
BEENBFO/ Wy FENTUVRVIETSE, BRET7HD> MOER, BESAITSUDEAREZF
RAUEEDTURZ. LML, 2026 F(CFHEENHSH U HAHEIBRERBA TEOT 1 Z5TH
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HCHIEUBAT DI (CEIRT D ENFEEINF T, TNUTKIURIRILE M SARBERE D &LV D
HHEREOEBOFHETOT A DREENMES I D2 LICKD. BEXDEFDINCBRN T
TOHYEE UWERRDIRB AR R ZEHH T TU L D,
REBBSINDIREF. A—T>Y - RERBROMSEHN S (SRLMET DT ETI . npm. PyPI,
Maven Central D& DX/ \wH— L X MU HERPOBEHDORFRECY 7ILSIA LTER
SNTHED. FBRSATSUREEROTOZS IO FTRODR—FR hEUTHEELTVWET,
CNSDOERRIGERAE EMBREZFIRELTOEIN, BRFCKREEMIEDSAISUREITE
OFZFHREL. BUEOZSYOZIA LIRS, TOHEHENBFZEBR D (F LA T DaFeEN
HDZELEBIRUF T, WEENNESMEFHOE—DMIMEBAL T, HBFOTO>T UM
Malware MEiE I D &(F. BIFWERI/RTTREMN TR <IREMRBRELETED TLE T,
D357 K& SaaS RIBHYLIAT B (CDNT. HIEHNED Y XD (G5 (CHERSNIZ. 2026 F(C(F
. Bi—® SaaS Z/z(3 MSP(Managed Service Provider) M O5 - WEREMDTF1 YT HiY
[CDIRNBEIEEE RV, HIXI(E. Azure AD. AWS IAM. Google Identity K>S 0—/ VLR
TSy hIA—LATEOTAMRESNLHE. E—OMSSIEN 2RO+ R OM#MD 7 Ho>
N b=0> BREZHZRAFICER SEDRERICOBNDOIEEND D, CDRDIREGTA TDKE
(&, WEEHMOEEREE (CIRSRN D IZICENNNST E=EDMEIHME(C K> TEHEN (CHKREZE
RITDEVWDRT, HIGHBEDOARERIFE & B (C—T D,
T5IC. HREREE CI/CD/\AMTS51 (32026 F(CHTSAF T —REOHTZREEHIZ &
RBIE35. AREMEATS IDE. EILRY—IL. NN T—2NR—Tv—. Gt 517> b
ERYIRDIT7HTSAFI—2OKRLEETABEL TLDIZD., NSOV —)LTEOTHER
SNIHE. BEEEE ORI (CHER T 5. WBEEHMREEOCYS 3>/ A2V o LTY
RS RUZBRELTZD. BEILRBREICEHRIVUT M EAUTEICEMSNDERY I hD T (C
BUEBERNEFNDILDCTDIIENTED, COBERFERREILRTOCRZZOFEFMFUL
FFERINCOHRSANTONDEH. BIFFEOI—RLE1— - TR NTOCXATEIEENEFEEA
ERTIHETH Do
INEHICETOTAEBEITISE 2026 FCES(TEMHEEND ERE5NS. 5 —TATEELCEM:
TOFAHEEIENTVSDN, BT S54F T — > HECFHE U071 (FE0 NG S EE R INE
Dizsh. E5ICEMIMEZIFOZ L(CIRDIES D, FICEREBEHININEEEHCESZIRML
D, BELOTAZBATDIaEENEWZH. BTSAF - BEOCOT A (CBAS
N3aJEEEBARE<EINL TS, —EBTld'Zeroday-as-a-Service TEREDH —EXNNEIZ L. FE
DI\ —TASRXF AN SaaS TSY b I A —LAZIB O T ARIRA XN BOT 1 =i
DHHEHESNDEIREEN DD VWD EREGIREEIN TS,
SIHADIVERREOHEEERBIER, HiEHEEZE U CTREENSHOMEMICEKRHCH)
H7 O RAERZRF D ENTENDE. COFMNSMENEL FE#ZER L THRINAXENES
B ADT 7R T DEEEN 2026 F(C(FES(CEEILESNDIESED, I TICRTA—F—E8B0D
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PO NERE RaaS EEARMNMEE L. LENKEBSEN—MIELTHED. ZIICHHGHRERD
FEABRARBIMEESNDIEE. TORRADIFBEEHRTERWNFEICIERT DS D,
CDEKDIC, 2026 F(IMHEHRERENEHIRY T hD T FEIEDEEZE X, 07 1 OEBEHER
EHEE UTSBARY A /) —IREDRH (/2D R REENIFR LBV, E#EEEAPERERE TSI AT
LR FZBEHT DRI TIE TR TERL, BEMERAITDIIRNTOSAISY - B—EX - Saas -
DSIRAITSEMCT T D EF 1 UT o LN ZFEN (CIREE T 2AHIN A THD. SBOM
HREOBRETREN. J— RERIRGIRL. BEE7HD> MHE. Cl/CDI\ATS1 >+l
TR EF. INSDOBRIRIE TH I BERSNDBLIIRNT SRS 12D 1235,

3. ZEISY R IA—L - AIRRES B LD I P DFEE

2026 fF(C Ransomware (FEAHFOHEIR DT 7 1) VEESIEEZBX . AIEEBDT - ZET Sy hD
# — LYLAEY - 1BIRAEREY Malware EDFESZIFHE T DEENESEN T D2 ENFREND.
2025 FZF TIC Ransomware (FBE(C RaaS EF )Lz CEZE b SN, HHEHREINEE - [FHRATER -
Deepfake E8ZIB/R ELHRPRE LIEES T DEAZRE TLVZH, 2026 F(CFZ T AL BEMET
TN D WEOSEENABDNTARUICARNICEITEINDKEETDEED. N
Ransomware A [EE—BrWY—)L] 1SHiL. BENERREZZITI DRES AT LEUTAE
DIFBnNdEZzE%KT D,

FIRBEERZELIE. 2026 £(CSHADTTI7H Al RO HE S &E1L(Self-Optimization)#aE
ZRADEIREMNIERICEVENDRTY, HEEGFBEFIPHEFICERINCRIVUT MrEESN
TR ZEA T IRENRIRD. Malware [(FRERUZS X T ANEBDREZ DL TREM
RPN Z B SEIRTET DL DD FET, HIXE AL IAFALA R h=)LEnizr?
>FDA)LX - EDR - )\ OF7w TV 31— 3> OFEEZIEE U CERE TR RMRIE Z IR L IZ0.
ARy ND—UEE X+ v > UTlifEDB WY —/)\— « =S X NP ZBENICHET D5ET
T, COXDOBRERREAN(G. REOREZ ST TRIFENZEIN (CIEMSE. &AxSREZ X
1&(CAEHMEL. BIFOTF1 VT« RN KEDRIAZRH T DHICS AT LAZTE(CERET DHICHE
BRI DEREENHDET,

ZDOEEBIC. TP AD T (E Multi-Platform IRz IH - ITAKEY —) LA EEL L TL D,
BE(C(E Windows BT > RR > hZERMICIHD> TOZAY. R4 (C Linux B—/{— - 3257
- ARARYE) \A )= )\ — - NAS KT SAN #25 - JL—5 — - [oT ek CIREMRNMIER SN/,
BF(COTD RRIENSECTIEIN T DTV, Kubernetes - Docker - VMware ESXi 7d EiERA > T
SOFLERT TSV NI A —LAPNKREOEBFN /RO TWND. COKDIMREFECT YLD
IV DIEMREIECT CEZ2BRURN, BEE (Al DTHEZER(CET S Y T A — LADHESS
% - HERRIBIE - U—EXARBZIEEL. FRBICEE SNBSSy —IILZBBER TED LD
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12D, TORER, —DDRBERAND NTHEBROZRIRT S Y MDA — A ERBHNRARICHRVE S D5
BOZFUANRENT DETREMED B,

2026 FICIFS>H AT T PHERMREELA > T A AT« —5— RIS UTTHREICE(E TS T
EEEERIHE THD. 2025 FFTICI TIC Lumma Stealer. RedLine. MetaStealer /3 &5k
ARER Malware S > AD T 77 LEEETDEHNIR SN TULEN, 2026 F(CFZDEENIRE
WEBIO—(CRBDTEENESV. BBEFET A > ITART« —S—HHEAE D077 hD >~ - v S
3> - OJvF—:0Auth b—=20> - ST RAPI F—REZFEUL. Al IS NCDFT—5%5
WU THEBOEEERE - R8BS - \v o7y TN AREZBHTIEET 3, TOR. COBEREZE
([CHARIRARENET B AD T TMEA SN, B EREL T D, CDKDREFHE
B ORRINEZREN (CIENEE. BS{EBEAENEEDIRINS I TICHERFENETE I DBEEIED.
Flz. 2026 F(CF Al ZERAUCARIRAXENES B LD T 7E)L ROBEAEMRNIARILE
NBDOEEEN BV, WEEFEMC WHRRRBHR] ZUZRHINE. Al NZDORECE U
Malware ZBEITAM L T<ND, HIR(E. HFEMBMOD—/(—18E - EDR/\Y—> - )Ny Ty
THERZEDTL. TNOSOERZOME IR T DHETHAIVA XSNERED— RYNBEE
JLRENZREZ, CNEBIFEOB—HNRS AT T PVIREE(FRRD, HEES & (CEB DR
Z IEME(IHDERIE(C DI D,

R (C. RaaS £RERNAD Al Hiald. RBZLXDIKRIE - BEMESNIZEEANSE(ESE D LTK
TEEERIZT EEZSND. —SPOMERE I TIC, WEEHOMBIRNR - REIAIRR - BEEUE
(CEDVWCEBREZBEBEH T DI ATLAZERLTED. 2026 F(ClF Al R—XDTHRY b,
BBEXv—EEBERESE. T YRR 21U OI AT LARENBHFEDEN. BEDET
BN O—EXb] endaEnEn. CNES> AT T 7TREDSABEZES (TR T EE,
WEARBRRZBERN (CHILASEDBERCDOR/NDEHBND.

WaITdE. 2026 FOS Y AD T 7IFEIRDEEKEER Malware D#EESZHEX . Al (CLD TER
BSNBIEEREI 22> THD. IILFTSY hIA—LA> T SZ2RARKICIHES S DEIEasR &
UTAIEDIIBND ZEICRDIED D, HIEHKNE - [BIRAER - IRIECIRIBILEY - Al BBIENIRES
U, fAEE—KEANRY M TERGNREEZR T URTICESEEND I LCRRD,. BFD
T GEBR(E DR DR ZHH I DICEEL AT THD. 2026 FUBEDS>HLADITTE X
DEHTELDIRLS, KDBERREETIL] AEELL. CNICH T DBR(SHEMOEFORLESR
EIRRBIZBD,

4, WHFHFRRCED S Y /)\—HDZFR(L

2026 F(C(FEZRER) v F> T 0)L—T OTEENH LA EDIFEAL D BINEH) THEZHI (CRE SN S
ERESND. CNEFERCHA/IN\-RBEDIEENEFTD EVWSERZEBR., Y/ \—ZEH EED
F & EFREBEO DS & UTE DT SNDIEMNFBET D EVWSHATERRERZRD. (T
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O>7 - AE - L8 - 15272 (FUHETDIEZEERG. BIFOBIRIEFR O/ESN SERA L. £
BROVIIEN B0 Z AL Uz DHARIVRELZ 5| S Z I B Z BB (Cildr. RENZIRL T
WD CDORDIBREALIE, A/ —EAEFOBMMBR M T (3R, MEFNHREONAESR
IR TEEVWDSERERULTLD,

FIOST7DHE. DI F EORMNRRNDEZEDHR T, Y+ /\—8K(FI TICEEERFERD—
DEUTEBLE U, OST7DI\WF 00— (SEMIRR)\1EEZBX T, BH - HX ¥
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NSHC.

LEGAL DISCLAIMER

NSHC (NSHC Pte. Ltd.) takes no responsibility for any incorrect
information supplied to us by manufacturers or users. Quantitative market
information is based primarily on interviews and therefore is subject to
fluctuations. NSHC Research services are limited publications containing
valuable market information provided to a selected group of customers.
Our customers acknowledge, when ordering or downloading our

publications

NSHC Research Services are for customers’ internal use and not for
general publication or disclosure to third parties. No part of this Research
Service may be given, lent, resold, or disclosed to noncustomers without
written permission. Furthermore, no part may be reproduced, stored in a
retrieval system, or transmitted in any form or by any means, electronic,
mechanical, photocopying, recording or otherwise, without the permission

of the publisher.

For information regarding permission, contact us. service@nshc.net

This document contains information that is the intellectual property of
NSHC Inc. and Red Alert team only. This document is received in

confidence and its contents cannot be disclosed or copied without the
prior written consent of NSHC. Nothing in this document constitutes a

guaranty, warranty, or license, expressed or implied.

NSHC disclaims all liability for all such guaranties, warranties, and
licenses, including but not limited to: Fitness for a particular purpose;
merchantability; non-infringement of intellectual property or other rights

of any third party or of NSHC.
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