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I Executive Summary

20254 11 A 21 BM5 2025 4 12 A 20 HE T NSHC Threat Research Lab TIR&E LT —4
EIERICEDNWTOH UTE Threat Actor Group OEBIEEHEIB LIEABT TH Do

2025 £ 12 ACHRENIZ/\WF 20 0)L—T DiEENFEET 99 FTHD. ZDSEFRHAI
(Unidentified)Z)L—h' 53%%Z 58, Sector] HKXU SectorA J)IL—TDiFEEN CNITH L.

Threat Actor Groups Activities

Unidentified SectorA

(B4 1: 2025 £ 12 B(cHEREN/ \WF 20 0)L—TRliEEHE ]

5o 12 BICRB=NZ) \vF >0 0)L—TD)\vF>20F8 (L. BATFHERED KLUEREDEFICRHS
IRRFREFRLCEIS AT LZIHRICKREES < DHREZERITLUTHE D, #IHEITEIEI7 AU 73 (North
America) &3 —0Ow/\(Europe)[CIE T DELZ ZXHHRE Ul \WF I FZEMNREZ T ENHER
N3,

Targeted Industry & Continent

= Government
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B = Europe
= Manufacturing .
= South Asia
Commercial Facilities East Asia

= Middle Eastern

Target

3 = South America
Continent .
u Africa

B = Oceania
= Central Asia
=ETC

(B 2: 2025 £F 12 AIREMR L8O FLEFED T LESHET ]

= Medical treatment

Def
Target eren
Industries u Research
» Information Technology
% o » Education

= Communications

SectorA JIL—T (CRAET B/ \wFIEEF. EF. &K, BATR CERORFIZNREL. BE
TREANT - $%4i - FIE(TTP)Z AWz ZENRY 1 /\—BFEE & LU THERSNTWVD, ZJIL—T
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DYEE(E. HXH L Malware, &I, BN > IS5 FHAUCEREEZERT DELLAILD
RAiEIRENZBASMNC L TULD, HEFETIE. BRRIBIROTGMS LV E— 7O ZBNEL
7z LummacC2 1> OtterCookie &W\D ZIBIRGIENILD T 7 DFEANERSNTND, CN5DY
=)L U VM RE. #55E. GitHub 3 KT Dropbox DK SREENR Y —EXZFERLT
Malware SEEIZIERRRY NDO—0 ST« v ERET DRERLELMZERT D, DI
—TDF v 2 R=2(FUIEUE WINRAR MESSIED K D12V T MO T 7MESEHEOBRZEH. BSIE
EUA Ly hBSKXUOTSOTERBEROI SRR I T - —FZ2WRET DA O— RZEBS
9D, T4 VI EMESTFOFBRAN—MNTHD. BORAA>IEL—DSHBEBDRDT
FUICEDFTHEIMZZAR(CERA U CERS AT AILT ORI BIzHICABDITENV ZIRIET DHE
ZRULTULD, SectorA J)L—F(dZF /=, Malware /\wHo —=Tnpm TS XAFTAILEBAL. VT
ROT 7B TSAFI—AOELZERL, AREERY NDO—0ZXDILE<BRATEZ8NZE®RAL
TWd, BSDA>T3E. OX>Y REKXVTO> bO—)L(C2)H—/{—. VPN. Slack 8LV
Dropbox DK SIRBEET S b T A4 —LZER L TRES KU —YREDZHDBRNIIZA> TS
ZERALTWND, CDTIL—TOrEHI(E. WEBRAES LU > I SHAEDIHLE EBICHEVLLANILD
Mt ERLUTHED.,. HERARURS NIBLU Q2 B—/\—DFERATRZZENTED. HS5D
MBI S (CEMIMD ST JIL—T (38R, HliSNZEZSU > JREZEB U TSN TSN
BEWIES KO > ISHBEDXI SRS ZIASMNCT D, 2ARE LT, SectorA J)L—T DiEE
(F BED RAA > (COfe > THEMIBINEZEIT URN S U1 /N —BEIRE CHRGN/MFEZH#IF T
D K <HERESNEATHY (CRMR U Iz D )\ — BT RIR L TS,
SectorB JIL—T(d. ZARRXILD TV EXUBEEREA. £, FIE(TTP) =245 & I DkEaEn
FEBISHIR S AN\ TO—F &R LU TUVD, HESDIEE(E. T—FRHESLURIO—-RIF
—=>27J D1z (C Google Drive API %&5EA T 2D WMLOADER 35 KU NANOREMOTE D& SixtEHt
IRRIVD T 77 DEAIR THEHEIT TSNS, CNSIE AES-CBC BES{bHB KU Zlib [EfEZFEA LT C2i@
EZ#FTD. CDTIL—TF IS S KU SharePoint B —/\—DEERIDAESS % &R U CTHIER)”
DR EFHEL. ShadowPad DL SRHDAIALAES 1 —ILZERALUTEESNIZY—/\—ZH 5D
C2 > TS(CHAETDIRVEIMBIEENZRL TS, BSDOXILD I 7L LEEENRTOE
R(CRFEEN. RHOIEE ST D28 (CE%ET SN FinalDraft DZiEE &8 . SectorB J)L—T
DFvNR=2 (3, LEMAEBE., BRIEHRINE. ERESZFHEL. LSASSYEZTH K
U774 RJLRDP Y > 3> DBRAD L SIKIi7ZER T D, VMware 75w hIA—LATD
BRICKSTORM WIL I T 7 DfER(F. REARAFFGME SERESNZOBDIZH DS DEENE =5 (C
AL, EHOESEL AV —H KU SOCKS 7O+ #EA LU CRIEmEEZTD. HSOFEIEL
(X UIE Microsoft Azure KU Google Drive DL DRI T RY—EXR%Z C2 (CEAL. MFARE
BLUBER RS ORMiEED IS0 REHEIEZEHE I D, SectorB JIL—TD#EIGE KU
#{bEESI(E. Discord API DK DIIBRA—-T V-V —)L% C2 (CERAL TR ZELE T D /zH(CE
ENRIL - —EEBEREM T D NS T v II\I -2 ERT D ETERASHTHD. HESDFv
SR=2EFEECH#/ NET 7TV -2 3>%=FEAL. JIL—TRUS—%EBU TYILI T 7ERmH
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SOHEBBZTOANRILY —ILDERZEV. COTIL—TDBESHENF. HTSAFI—2K
EBXV T v 2 TFv 2 R—OEBEIER. RSNz #GbRMOER. <ILD T 7EmD
EODEENRI T R —EXDERZBEL CE5(THAEND. £K&E LT, SectorB J)L—7F
DY (IREFA U ES 25— AN\ EB 7 TO—F 2 RRL . SEROIE, REERAMis K
UEWLANILDERZRL TS,

SectorC J)L—(& 2021 &H\5 2025 F(CMNFT T, BEOF v >oR—2%BU. SHERREI - 1%
it - FNE(TTP)ZAWVIFHRHIN DBERD A/ —FZRMA LTS, BSOESIEI—EUTEE
R TS, BATHERE. BRESHIERPIZRE L THD . ERIBRNES LUV I DT 7HRSHEHEOR
BAZERLUTWET, BSORRNREEED—D(E. ABOOTA > R—FILBLVRAET7 T v >
IA=)VZERALUTCL—Y —EIRERC _BERZM 11— RETHIRI D T4 v 2 TF v >R—=2D
EATY, W5EF1 > ITEMZEEEL CRIGHZRL. BIB IEPITNTACENNDD S I HE
MZEHEIF T DIEHIC. BELUZIL—F—N5 ngrok S RILICBITUET . CDTIL—TFEFEE.
L= —B XU VPN EREED X SRR > THER SNz ND—0F7 )\« XAZEBRA LU THER7 O
TRZR™BT. HEERY NDO—ORNTHEBEZITVET. INSO7TO—F(IHFFkalEeRr7 ot
ABSMFEORS [CERZESE. &/ \ROBH THRRNRERBERBEREZEITCETDLDICUL
FI, WEDF v >NR=2F SESFRIOISZIIEB/BTEMIEEA TS MEEUEHR
Malware OERTREUT TSN, UE— S TIL 7O ZRML. T—IRERZEITLUET.
SectorC JJ)L—T(FZFz. WInRAR O CVE-2025-8088 ZfERA L TS FBAFEIFI 235k E L
RRET 4w OWERETIDRE, VI NITVHRSEHEEEATIEMUIEIZRLUEL
2o SNUEFT o LU BY RS- RKEZEC TEBERCO— RzEML. MR« LI hUEKX
UFHRENTZH X078 U IERRINRRRIC DI D E Uz, Basebd T2 O—F « VI B KUNFE
D K SIMEMREFA LI OER (F. RAZ S S(CEMICULET, TR T« v > I75E(Ch
X T. SectorC J)L—F (& OAuth BKRUF /4 X 0— REBIDERZFER L THROD T TH A hE
e Uy B EF1UST AR 2L TIREEN OAuth b—0>ZHBIDILSFETDE
FERUELUR, CNEBELITDTFIVTARBCHEGL. HETFEMEERALTAYE—>
I7TVBUIRFRBRZREL CTI v v 20BN ERIET DRENZRRLUTVET . HSDFv
SR=2BKRIEDTZD. SectorC J)L—T (3L EHFRFFIEEES. #AONRIT> RELVTO> bO—
JVIB(E, MBSz —8 U TER U CRERMEZHRIELET. Telegram &SKU Discord
DEDIBAHRT Sy R T4 — L% C2BECERAT D E(E BREAZELE T DITHICEENRRY ~
T—O NS T40 v ozBRAYDEEMNERERFALFE T, 2ARELT, SectorC J)L—TDIE#kI(E%
BRIRBRS KO (CHTz 0. ARFIEEE, 35S KOVEE ORI (CEmzBL Tz L <&FtEn
PR UICBRITREZASMNCULET,

SectorD JIL—T (&, BERXIMEES SHLDFHE TR DI SNDIFE (CHETG TR /) (—
R 7 O0—F 2 RUTW\D, HSDEENE. 55X L Malware DEcth & R/ \AEENS KUEER
BZIER T DICHDESEHEBATHEEOTGNS. COJIL—-T(F. UE— > bO-IL. T—4
TR, BRIEHREH &\ IEREDHEEDZHICHR I X SNz UDPGangster. MuddyViper
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. Foudre. Tonnerre ZE&{#k 47X Malware Z#H 9 5. HlX (L. UDPGangster (EX20OMNSE
Nz Word XEZFERIT DT v 2 IA—)ZBUTERIESN., RESNLESRAFTLTDOYE— K~
TOCREFFERAREICT D, D Malware (&, T\ H—BIMRIETS > (T DIRIBHKRE
EEODFEEMIZER U TR ERE I S, BER(IC. MuddyViper (& Fooder O—4 —ZEU T
EITSN. RREBERBOIZH(CHRS LEE#EEZER YD, SectorD JIL—TDF v R—=2(F T
—SREDIZHD CNG EAR LW\ o 2B REES{EAZEZ UL UIEEH. O RO bO—JUE
B DIz (C Amazon B KU DigitalOcean EWV2 12T 5y R I A —AIRAFT A > dSNle1(> 05
ZERAT D, HESDEEE. AbenizD—oJ0—-&FH DL @&tz /{—12w MC
LD TXIEEMN. Exchange MESSMEBRAS LURMBRINECERZELS. COIIL—TD1>T>
(F FES LOVEIIRZFMCHATDIRT LY R — hTHILICXELENTE D, BS{bZE
BUTEEICESEET D. BS5DRAAERTILITYXLB LU Telegram 7Rw ~ API Zi@E
Ulz C2 U A LU 3> 72EDEER C2 BAMADKE(E. 15 DAMIEE N B KNERS 27 85
9D, 2REUT, SectorD J)L—TDiEEN G, HEERNKE LD BIFRINES SURIRHGIEC
BRZEBEVCEWVLANILOERS KUEBENETEZRIRL TS,

SectorE JIL—TFELCTZT7HMFZMRICLTED. —EX NG BIE. EREVDTZEMIC

(&. StreamSpy bO-1 DAREH KUZDMDEHEENIZY —ILDEEMICESNDILDC. BER
Malware & XUEIEHEAMTOER (C K> THIFEIT 1T 5N D, StreamSpy (& PDF XE (TR LTz ZIP
T7AIDEDIRET 7+ )L Z@ U TEM I, WebSocket B8 KU HTTP DK DI EMINBIET O
RLEFERALUTESDIY RBKRUO> hO—IL(C2)1 > TS LRERMER AT T . D
-« > TS (34FC"www.mydropboxbackup[.Jcom" EBELTH D, REEENTREBDT ) 1 X35!
FREM T DIZHICEASNDFMRS AT LBRZINET D, D Malware (F. FHENZHR
T, LSZABNUEIE. LNK T 71 ILDERE VWD R4 135 EEE L TR ZFRIEL. FES
NIESAFLATORBZMIFTT D, DT IL—T DEERE Microsoft Defender /N1 U ZzERL
72 DLL Yo RO—F « > O EMOFER(E, REEES(CEMICLU. FFHR—XDOhilZ Bk D1z
SDRET ST R ML —ZH KU URL FEHEHEDEBRIEREER THD. Malware R1O— RE
TDIHDEENIRINAFTUDERAB LUHFEDT A LY —> DI RAF LS =Y MMTT DD
SATT S IDERZEEL T, SectorE JIL— T (HMeiiiiatz 1 U « xiRE R (C[EEE 5
Do HESOIEEITERNR/ \— FE— FEFHB LGV E— MOXY > RETE KUV T 7 1) UERX DTz
DI >O— RENfz WebSocket X b —ATHES TSN, BREITRERIDE VL NILOGFEERS K
CVY—IHBZRIRLUTVD, NSO, #ift. FIE(TTP) Dk /RENL (S, HIBRDEE
IREBPI(CXT T D SectorE J)L—TOHKEIIIRB R ZRF L T D,

SectorH ZJ)L— 7 (34F(C Linux 248 BOSS IRIEZ MR & UIThERR D 1 )\ =)\ E&8n 77 T 00—
FaERURE. BSOWESERRIZ. Malware .desktop I 7 1ILEEUETDRAET T4 w2 TA—
ILTIEED. INSDIT7AIVEEENICRZ D LOIPICHETNTVDIN, N oIS T>Y RT
BRDHDIN> RZ2EITL. 95y MRR(OBHADIIL-TDREHZRL TS,
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Malware .desktop 7 7 -1 )L S DEBEDEEIMEKREZRR CH D . "lionsdenim[.]xyz" RX1 > &
KUM185.235.137[.190" IP 7 RL RICIRA T« > SNIEEROBRDH D1 > TS HSBIMD
RAO—-REFI>O-RTD, COAVITSFELFNNAFUBKROSTILROVUT hZEUST D
EHICEETHD. CNEFOIV REERTL. BESNCS AT ANTHRGEZHIL I DTz (CEH
&N, .desktop T 7-1ILOFERFFITSEBCMEL. ZNIE Malware NEENRS X T LALN)LD
EITHERTEMEL. AA—XIRT—FREZERIRE(CT D, SectorH 2J)L— T Dkl (C (F3FFEED =8
?D systemd H—EXDFEAEEFENTHE D, CNIE Linux AT AICH T BENVBREEEER1>
TSANORBNR 7 OCRZHMREULD EITIREERLTND, WESDVYILFTSY T A4 —LE
B&IEETT. AT« TIEARREZNRN CEA TS DESH AN ZRAL TND. A+
VINR—2ZBU T, BRI —THEERGMEENZE L. EFREENREONDKEDT 1)\~
EEBZEEITLTVWD S ENEREIN TS,

SectorS JIL— T (FES DY A I\ —KBF v > R— > THRINMEEN S KNER % 859 2 2 EHH;
B&ZfEA LT, 7 TO0—FZ2RUIz. SOTI—TFHERTT—ELTITA v 2T X)L
ZERU. BEURA-ILTIHIY FMEBERAUTRSOBRLEECEREZS5XD. CNS5SDOXA—)L
(FERBEI E U T (AR ENTHE D, Baseb4 TL>I— RENTE HTMLR—=HAEENT
SVG A X—ZZERA LU TATR—FILZEML. I—F—OHEEFAOTREEZEHD. WHRMNT
N5OR—45)ILEHEVERT B &, JavaScript B KU PowerShell 1> R%&iE U 182X PS D
{EFRBR(CEDS T 7MILL AREF T -2 H e d. WEDFEHINSAIEE. Base64 TL>
d—RENERAO— RZRIEDICAA—T7AIVEERIT DI ETH D, HUENET 72>
JUT%®S Caminho LLTO— RN, WILIDT7FD>0O0—45—-&EUTHEEL. Discord TFF
A RT7A4I)LZ1#&ZR LT MSBuild.exe ZFERALIZTOE/\O0D 1 >0 B L TEITEND. KE
FI—>DERE. F—OF 2 ITBLUT 1 ROT7OCRREDHEEZIFDODUE— N7OTXE ~O
1 DARFETHD DCRAT DEMTH D, RIEZERT DeHICIESETES(T#IbENd, SectorS
2J)L—TJ D Discord &R+ O— REMSE(CERAT D Z & EBERHEFLRMOMERA(E. SO TD
RO RN DIE Z A T D, ZDF v >R~ (IR EEIMEHRNATEF 1 VT« Kz mE
U, BERES AT LANTRIBZMHIT T SOOIt ESNIZE VL ANILORRIT S 2 RRL TS
o Discord &3 KU MSBuild.exe DK SR—MHIRY —ILE XUV TSY I A —LZERI DT —
TOERE. &ENRRY hND—0 5T v O ERE L TIRETIREE 2 = 2 D HBEH 07 T 00—
FERLUTWND, RELUT. SectorS JIL—TDiEEN L. HRTFHFEEKMNFERZEAED
B, BRAEEZ ER USSR EER & U TEEEIND,

SectorT JIL—T (&, BERHRTFS KUEMEREHEM TR O SN2/ —KE (T Dk
e 70—-FERUE U, BSDOIEHREECTIONSENTZEMN Word XEDFERZFE
EULTHED, TNEBREBS LUPHZLE T DR O ICTRREINTVET ., FEIARSHIME. 1
—H —%&{A0D CAPTCHA =2 9 DL D(CHRE. Malware {7123 [CAPTCHA ¥/~ #%i
DEMZEHET. COFERFEFIUT MR ZEE T DT TR, BFT—YDI>FT YN
BFNCEXEZRTU CEENHEEFROLBZMITFLET. FER/O—K
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(Z%LOCALAPPDATAY%¥¥EReciver 7« L hU (CEKEEEY (CACE =M. regsvr32.exe Zi@ U TE
ITENS.NET DLL J 7 )L [EdgeService.dll] DEMZEH»FEI. <O DLL(FOY> RO K
O—)LY—)\— Dk INBEZ I L. FEHANRRERT HTTP POST UOI X hzELUTI> 3
— RENEZRFABRZXETDHREERICUET . WEA > TS (IFEDMIHZE IR E T DIFE
DNEB XV T 7AIVEDERICEL D> TES(THHOIF SN, MOIIRH/RIZPR (XTI D URTDIE
THBOBMOIHUNS DET, To v I/E#IE.  [Nuct magonomora.doc] DK SIAXEN
TR EF VT« BHilZER T S eH (CBNTIO0ZERTDRE. MLDFEZID TGS
NTWET, INSOXYITOFEBRRBURAO— RZRITIILIT TR, BEBSKUDHEES
([CHEMCTDHCEBLENIETOERZE L TR SN ERSNIBER#G ERMiZHRE
TWET . SectorT JIL—T OIS, ZHOBR(CDED TRSDBEREER T DHCHRTH
B XU Malware FFEZTAER T 2@ LANILORGMIGEZRIRUTWET,

Sector] J)IL—TF EBHET D/ \WF 2 IEBNE. B/ —KEZEITI DR S DG &Rt
REN &SR I DR S NITSARIDE AT, £ofr. FIR(TTP)ZRL TL\D, Sector JIL—T (&
Malware ZEM I DIeHCTZHIVEBRZEINIZ T 7 A IIVZERL. BREZEE T DIzh(CRERD
SFBY RNV OB ROT72F7 /)y Iz ER T -8 LIZ/\F—>ZRUTIZ, 5D
Malware (FUIEUIFEBIMDORAO— RESFD>0O— RUTEITI D28(C Amazon AWS S3 /Wy
ROKXSIIEBO ST RS —EXEBEL. CNEFEORY RBEKUD > bO—IULEEDIZSHD IS
RA > T SIADMEFZRLUTND. SENRSHOTSHIEBEGZFERITDICE(EF. FaUT o5t
REEE L., WRIAFTLANTEEEBRIDEITIBHZREBLTND, Fie. COTIL—T(3LE
1R7 D FAREN S ARBZEA LU TS D Malware WIS N/ZIRIBE TRE SNV K DL TLY
Do Sector] TIL—TDF v > R—2(F U UISBOKIERBES OIEEGE ULESENRD T TYA b
KORBHARTFEMTIRED ., WIE7 IR Z1FD. #5(E Malware .Ink 77 )L, DLLEBB KT
PowerShell RO U T hZ2ERALUTRAO— RZEFTIDIETHSNTS D, cnlFk@Eanrc
Malware T3 2 more_eggs S KU Cobalt Strike DB TN B LERERETFT T —>HRLTLD
o WSORIEBENRAM (. BIFOMESSEDEBR. O—DILVEERETHT> bOERK. RIBFIZEDIZH
@ SharpShares 3 KU Seatbelt DX SR —)LDFERZEST. Fick(d Windows B —E XDIERK
BRURY ND—=0T7 02 RDIzsbD Cloudflared b>RILODFERZEL TEKREIND. CDT)L—
T Malware REREICIE. Ta4 VS 2 TF v NR=—2BRUEBRDHILEZBU TS RATAILE
AT BeHICfERAETNSD CastleLoader B KU CastleRAT DK DSIRADRI LRV —ILEENT
WD, SNBSDY—)LIFREZERE T BTz (CO— R#FULES X TOCRA > 2102 3 > %45
&ELTWB, Sectorl J)L—F(FF Tz, Warlock KT QWCrypt DL SRS Y AD T 77%8IRE
(CHE L. T—BREMBIRIEZRE I DIEBNADEREZERL TS, BESDRER. T+l
T+ Bl % B8 3 B =8 (C Bring Your Own Vulnerable Driver (BYOVD)IREH KU DLL -1 RO
—T « 2O EUBEREREHE TR 1T 5MND. Sector] JIL—TDIEEFETZ. Rk TN
RO TEIZ IR T D1 > IS &ERAL. —E X8 Malware(MaaS)E>)L=@EHT 3 Z & TR
DIFBNDd. BEDFv2R=2FUELEYTR. "RAEFUFT+ . BIROXSIFEDO IS —%
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MHREL. HENZEHRKRETDHICEER DRSS ZBRT D, /\ATUY RIrwvS2TFw b
BXIUE/ AL Malware ERTRESN D XS (C. HBSOEIMZEL LEESEDEEN(E. KRSDIE
BOBEMENMEL TLNDZ EZBRFALTUVD, BRELT, Sector] JIL—TDEBNSE. SE(CHERM
{ESNTEAFIDE ETEMIBY A\ —KWBZRITI DENZH I DBRITRE U TEEIND,

I Detail information

1. APT(Advanced Persistent Threat) /\w*>20 D )L—T7 &S

1) SectorA01 used Lazarus tools for stealthy remote desktop attacks (2025-11-21)
https://cti.nshc.net/events/view/20505
WS SREZERT: IT

BEDDMCKDE. BRI —THYER UTAEIR R/ DT 7HERL. BUT. MEFH. 52
EDTO—) VULEBPIZE MR ICHEIR & SENFIEDIEHIFBREINIZEND, CDY—)L(E. HBEfAT
DREBZRMEED Tz (CaRETESNIZY E— b RO by THIEHN AR D A LAETEZF >0 T0OTS
LTHD. COTOT S AISHFE SRR 2RI D72 (C Windows Shell IERAXA D =X LB
U, DLL D7 AILENY 005D RTOCRAZER LU THFENRUE— MEZS U J CHliz
75, Windows Update %ZiB U CTEENRY—EX(C/AE L. Windows Defender DX S2tz+1
U5+ WRZE BT DIEHICS AT LBRREIRES D, COTOT S LDILEIHEREC(FRIY —
>3y MeF., T—FZ2VUE— M-y TO-R UE—- AT by TEGORERE
NEFEN. AT LAORERZHFF UK TREDS DITRAMINOND. DER. CNSDEE
[FLAETCILR 7 =T THESNIRIDFHRNEBE E—HU. BfEY -5y baxdRe UIBIRIR
EEFNIXELEINTND. ZNEINSDBHICH T DENLNILOE#MISZIEZRL TS,

[Attack Flow]
1. [Persistence] Boot or Logon Autostart Execution (T1547)
a. Windows Shell Il EA D =X LZBAL. BEHIZR—> MIBEBIERITESNDIKDICHE
b. DLL 7 (I)L&/\w 00502 RTJOERELTO— RU. FHENQEITRIEZH#RS
2. [Defense Evasion] Impair Defenses (T1562)
a. Windows Defender #§gez b L. 41 )7« Rz
b. Windows Update H—EX(C/ART D ET. BHITAZIERDI}EE U TR
3. [Collection] Screen Capture (T1113)
a. BEULSRATACSWTERN(CERZFv 7 Fv
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b. 1 - —DEESEMGEHCE=ZFI>T

4. [Command and Control] Application Layer Protocol (T1071)
a. NEENT—FEUE— bI—/)\—~XE
b. VE— hFRU MY THEHEZHREL. SR L%

2) SectorAO01 used OtterCookie Malware in Malicious npm Packages (2025-11-26)
https://cti.nshc.net/events/view/20573

[Contagious Interview] & U Ti#BISNZH 1/ \—IREEE(EZ. npm TS AT AEARREICZ
& L. 2025 4 10 B, < &6 197 AOFHITIRBE/ N\ I —ZZEASETVD. BEIT
AEFMBOHEHEPREZHWC, JOVIFI—2BEKU Web3 BHEEZED, 2DFv>R—>
(&, GitHub. Vercel. 2LTONXY> R&I> bO—-)L (C2) U—)\ZFAHIDIEBERAI>TISA
SOF v &ML OtterCookie EMINDE M — ROBIEZRM I D,

COBMI— RE ZEEBOBRGISIVCVE—- 7Ot ez mR. RIEXYS > 0%, IV
w TR— RIGIROGE. J0O0—/ULF—ANEERK. T7AMIZRTLARFv > BEOANRL—FT+
SO AT ACHITBDREERGENE L\ o ez S0 . BRITAE (X ltailwind-magic] 2EDH
ARATDYVFT 1 dENIE npm NNy —#FEHOU. UE— M- RETHEZFODO-F &L
TEAITDEEBIC, GitHub UMRS NUREDT S I A —LAZFIALU CTEROBFE IO T o

NMCREMNTD. 1> TSANSOFv(E GitHub (CIRRF o T SNERAFERURT KU,
Vercel (CXBRAO— REE. TUTRHREUARA NI UTHIRIZEIDHETDMIILZ C2 5
—)\THEREND, COEEIE. VI MDD 78IS F 11— WECHIT DRIV TO—F%=
~U. REORRED—0 7 0—210 > TGN EH S B R BMEL TS,

[Attack Flow]
1. [Initial Access] Supply Chain Compromise: Compromise Software Dependencies and
Development Tools (T1195.002)
a. IAMRATDTYVF+ > npm )\w o —H5R
b. npm T XFLAZBEUERILD T 7HM
. [Execution] Command and Scripting Interpreter: JavaScript (T1059.007)
a. postinstall U ~EfT
b. JavaScript X1 O— RFDO— RBERUEIT
3. [Defense Evasion] Virtualization/Sandbox Evasion (T1497)
ARRRIRIBAR
b. ¥~ F/Ry U X [OBRE
. [Discovery] System Information Discovery (T1082)
a. ARL—F 1 U2 R LB FURIEHA

N

Q

N
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b. /RX hMERUNE
5. [Credential Access] Input Capture: Keylogging (T1056.001)
a. F—ANI&E
b. ZUw FiR— RF—5 DRTEL
6. [Collection] Data from Local System (T1005)
a. I7AMIZATLAFv >
b. BA&EEAS KUHEIBIRDUNE
7. [Command and Control] Application Layer Protocol (T1071)
a. C2 —/)\—@&f=
b. EREIERZES LUT —FIX

3) SectorA01 exposed Infrastructure following LummaC2 Infostealer Infection
(2025-12-04)
https://cti.nshc.net/events/view/20755

LEF BN RIE I D BRATREN —MMN (T /- IEFEREE CTER SN DIEIRAEEY Malware (C
BB ITDIFHNMREL. BWOSOFEICHITDRARZESMNCUE. CORREFT A/ —ILRIBHRSHT
[CLO>TER=N. 14 ERIVEEDIESEEMECEE T S1LEEF Malware BFIFEE DKL (OGS
Nz, COEMF LummaC2 1EHRAZEE Malware H' Bybit RS |IFMEE%R BT B T WS 2 RX
A2 ERTDIEHIMERASNTEA I ZEVERIBIRTHIR U SRE U, BB UTIHERE
Visual Studio 12 Enigma Protector DKL 572 — )Lz B IZA8IHIREm T, BEMI/R Malware %
BENZRLUTULD. DFER. Astrill VPN ZiB U277 XU B IP EA &R ES KURBREFE & DREE
7RI DSEBRENASNTIR DT, Slack ¥ Dropbox DK SIRBET TV (FREPAREERL
zo COBHEEREEELIZYA/N-LROERA>ITSZPSMCL. TDOLDIMHEMIIRINE
DYEEN AR (S T DHAERZRM L. — RN (CRRINHENDH RIS Z BRI D.

[Attack Flow]
1. [Initial Access] Phishing: Spearphishing Link (T1566.002)
a. ¥o>0—-RU>ONDFEE
2. [Execution] User Execution (T1204)
a. LummaC2 BEREFIE Y ILT T 7 DEIT
3. [Credential Access] Credential Dumping (T1003)
a. XA=)L7 10> hOEIKIGIREIER
4. [Discovery] System Information Discovery (T1082)
a. AT LRI IBEIROUNE
b. AEY —ILDA > X b—)LBEDOHER
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5. [Collection] Data from Local System (T1005)
a. REFSNICERIBIRDINE
b. 77U —>3>7—5DIE

4) SectorA01 used Identity Fraud to Infiltrate U.S. Financial Firms (2025-12-04)
https://cti.nshc.net/events/view/20756
WEESREZERE: TR, 1T

BAN—BEDH T, PAUDEMBSIVESESEEPCUE-NTHBEZRELLD LTSI
BAEDIEEMNBAS NI Tz, ChUE. HIFZEZITTZBIEDIZODERZEEMR T DIZHDIRHER) A
EEE UTCHRET D, BAELSE. HETITFEZBUCRALLGTZERAL. IT HEE (A
£, BEM Malware &t 1z, BE&E(L GitHub & Telegram Zi&E U TIAEEH (CITHhN. #wEEC
BEMEAT =5 EFTINAZNDTV O R =R Uz, ZDIF#k(E AnyDesk. Google Remote
Desktop. Al 1 >FE1—NJUI—DXDRY—ILEFER LT, FREIEERY —ILOERN T+
S+ DIESSHEZBRS M UIZICEMMN ST VRN U2 T FHifio ST THRlF 5Nz
. HABLLE. fIHENZREZED. FEEEDHEZEZIUJUNHL. REI=Z1=45
—2 3> oitE A > ISHBCHITBMEMEZASHCLZ. INEFE >=al—>3>Eniz/
— NJ'w 25 (laptop farm) TOESEE Y U>T T D ETEHMICEESNC N, SN,
RAREERY MO —OZ BRI DL DAV SRS OERTEHICH T DMAARZRMTD.

[Attack Flow]
1. [Initial Access] Valid Accounts (T1078)
a. AZE U TEENIT D> hFIT
b. REFZ AT ABXGHHY —ILT7 IR
2. [Persistence] Account Manipulation (T1098)
a. YE—~D—0710> bORIRMR
b. ERRI—T—-ELUTEHL. PO IERZZEE LR
3. [Defense Evasion] Proxy (T1090)
a. VPN —tEXfEH
b. #EHMIBEDRERZ BN & UIAEERAT O+ OFEA
4. [Command and Control] Remote Access Software (T1219)
a. AnyDesk ZiE Uz U E— M D —RIBOHMHF
b. Google Remote Desktop /&H
5. [Collection] Data from Information Repositories (T1213)
a. REPI— RUMRT U7 OEX
b. EBNEH XUWERS X5 ABIROUNE
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6. [Exfiltration] Exfiltration Over C2 Channel (T1041)
a. YE—h7otRtzyI3>m@UrERoFsitu
b. SMEBEITE 1 > T SADFT—FF4T

7. [Impact] Financial Theft (T1657)

a. Ie5%8
b. HIFELERR DI EUGEEIL

5) SectorA01 used Pharos Automation Bot-themed Archive for Malware Delivery
(2025-12-12)

https://cti.nshc.net/events/view/21003

WENRAESRRF: TRll, MZEFH, RS, BT - 1T

BEDY 1)\ —BE/FEk(E. WInRAR DBfEss 4 (CVE-2025-8088) =&ML T "Pharos.rar" &0\
SEM RAR J7 1)L ZBELF LT, COT7AILEEENREEEY —)LICHREL. BRRFCT
4 LI RJRSN—BIILZEISEIUE L. WEEN DT 7AILZBRRUER. B>« Lo KU
BHZO)T NEREBU. Dropbox h'SiBAND Malware #45 D> 00— R&atE3xE Uz, TBRIO—
RT&2 "Blank Grabber" (&. Chromium NX—2X®DJ S JH, Discord. Telegram. £LT 20 Y
TOESEETA LY M SERBEREZHEVNEUZ, WEE, BHDEICHIZD base64 71— R&
ZIP R e SV L EREOMT LR M Z A L. FHIRIZE L TRHFENRRBZERLE L
o COIEK(E. TH)IVEEMIBATONRD DHEESEM E I IEERRERI )L —T 05N
i —8U. BERT—IZR/EBICHY—TY b, BSRBEOHRICHEEN (CERL TSI L&
RUTWEY,

[Attack Flow]
1. [Execution] User Execution: Malicious File (T1204.002)
a. B RAR J 7 A )UIEHEREER
b. 74 LI KU RSIN—B)ILZBUBERTUT MR
2. [Execution] Command and Scripting Interpreter (T1059)
a. NIILIOT 7ROV T RET
b. Dropbox R—XX DB O— RDAF DT> O— R
3. [Persistence] Boot or Logon Autostart Execution: Registry Run Keys/Startup Folder
(T1547.001)
a. Startup program path ([CEHI O UT hEEK
4. [Persistence] Scheduled Task/Job: Scheduled Task (T1053.005)
a. TR DIER
5. [Defense Evasion] Obfuscated Files or Information (T1027)
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a. LRI > -5« 2B KUEARRRR
b. base64 I— RE KU ZIP [EHERZRR
6. [Credential Access] Credentials from Password Stores (T1555)
a. Chromium N—X DT SO REHEHRDEFE
b. BSEE DA L w NEISSEATEER
7. [Collection] Data from Local System (T1005)
a. Discord 77U —>3>7—5IR&%E
b. Telegram 77U —> 3257 -5 &

6) SectorA02 used Node.js Malware disguised as Gaming Cheat Tools (2025-12-17)
https://cti.nshc.net/events/view/21142
IWEEISRE SR BUT - 1T, ESEHE

BRIADDTIE. YouTube Ghost Network (CEET DA /\—BEIZFUSHBITD, CORY
T—0F BELETZHDY bEFIBAUTEEHESTA%ZE U T Malware ZILBIESE 2. FHTFET
NZEE. GachiLoader &UL\S Node.js X—2ZD Malware O—4F —%ZFHAL TS ET. ZNUE
LD KUDBS LT8O CTBMNRA O— RERM I DEIERIET, CDOFv>R—2(F
2024 % 12 A 22 BICHI$HTHRE S, 220,000 BIM EoBERSZREL. —LAF— REFTH
ZEHE UTERAT D, GachiLoader (FELE(CRITTH D, /\— DT 7Hlfisi& Vectored
Exception Handling Z3£3& U THEI572 PE S EAZITD . ZDFfild Vectored Overloading &L\
FLWPZTO—-F%EH. ZHUd Windows OS O—4 —DANZXLZERA LU TAEIANTEZEN
72 DLL ZBHENRAO— RICESMZDEDTHD. BEITAEE Windows NEBICEE T DEERE]
HZEFFOTHD. BELIEIHD> bzl U ChfE N5 Rhadamanthys [B#REFERE Malware T
BNV —ZIFEN(CT D, D Malware (FZRAY > RRy O & HiEmZER U TRt
ZEEL, I-Y—-7oCHHTO> T b @l THERZZEE T D,

[Attack Flow]
1. [Execution] User Execution: Malicious File (T1204.002)
a. NIIWIDT VU IOR=RDIT7AILFD>0O—R
b. F—LF—MRETI 7 AILET
2. [Execution] Command and Scripting Interpreter: JavaScript (T1059.007)
a. Node.js 8 GachiLoader E{T
b. BMR/O—RO— R
3. [Defense Evasion] Obfuscated Files or Information (T1027)
a. JavaScript #5t{t #EHA
b. B> FRy &S KU HELE
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4. [Defense Evasion] Process Injection (T1055)
a. Vectored Exception Handling B
b. Vectored Overloading &2 PE j¥ A
5. [Privilege Escalation] Abuse Elevation Control Mechanism: Bypass User Account Control
(T1548.002)
a. UAC ZO> 7 MM&E
6. [Command and Control] Application Layer Protocol (T1071)
a. HTTP RX—XX D C2 &5
b. fFERIETRZE

7) SectorA05 LNK-Based Lure to Deploy KimJongRAT (2025-11-21)
https://cti.nshc.net/events/view/20569
WENMREEE: MR

2010 FER (T B ZFE Malware ZSOHEHRYAI/IN—BEN T4 v 2O XA—)L7%=8 L TR
—Y—F—SZFENCED. COREEFED1—/LE Malware ZERU TS RTABKLUVT ST
HIBReENMIT D EZ2BENELTED. BRVRIBIREMRT I DILHDNYRAY—F—ZHH LT
Chromium R—=XDIT ST %S —4v MMITD. BEITAEL GitHub 3 KU Google Drive -1 >
J>5%ZBALT Malware ZRZHUR (CALM I . T (FEEC > TS EAHEOARBERE
([CHREUTAMD I A TDRAET T4 w2 I A—)LZ#HBI L. CNEHEsTFNEizEAL T 1—
H—DNEKNDT 7 AV BRSNIZBER OV T haERITI DL DEHETD, CDFv>R—> (30
— IS RFATT—SFZEBRMITDHICDLL A>T 0> 3> & PowerShell RO U T bz EH
U, BRHEZEITDIDCEBDOL AV —D#F L2 BRI D, WEEEEL. HEEEEENROT
AIR=ZEBRUIBOOT A > R=2(CUSFA LT hLTOTA VERIBRZEZD T+ v >0
FE2EAL. INEBERMI LI —EWREUFvr2R—2THESNZ. COBREHRT
FERMMIR NI Y OEERALUTRESNZS AT LANDESZiH#IT I 2RERRERNEIZ5T
A 7%ZRFT Do

[Attack Flow]
1. [Initial Access] Phishing: Spearphishing Attachment (T1566.001)
a. DHEEREEESIEAET T4 v 2O X—)L
b. BUXEBS LU LNK J 7 1)Lt
2. [Execution] Command and Scripting Interpreter: PowerShell (T1059.001)
a. Base64 IT>—5 « >ZJ &NJz PowerShell DE4T
b. #Fb=ncXoUT hoO— R
3. [Persistence] Boot or Logon Autostart Execution (T1547)
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a. LA MUD Run F—~DEH
b. FHHXOZFABURLRDUT hOERR
. [Defense Evasion] Obfuscated Files or Information (T1027)
a. PowerShell <> RDEtFE
b. E1#9 API MU U DRER
. [Credential Access] Input Capture: Keylogging (T1056.001)
a. F—ABDDINE
b. ZUwIiR— RF—SDIUNE
. [Discovery] System Information Discovery (T1082)
a. AT LB KU 0S BEIRDUNEE
b. IS OYIRIRIBEIROMER
. [Collection] Data from Local System (T1005)
a. I SO ERIBIDINE
b. SEBAZEH JUMEE T 7 1 JLDUREE
. [Command and Control] Application Layer Protocol (T1071)
a. HTTP RX—2XX D C2 &5
b. POST YOI R bzRAWzT—5*(E
. [Exfiltration] Exfiltration Over C2 Channel (T1041)
a. IN&ES— S5 DIEHE
b. BES{t N —45 DERX

N

ul

(o)}

N

(0]

O

8) SectorA05 used Phishing Emails Disguised as Tax Notifications (2025-11-28)
https://cti.nshc.net/events/view/20613

T4 w2 0FvR=20 11 BRERES KM (CRT BB HBOBIA 25D A —)LZER
UCEITSNE. A—ILEREBCHEMRITICXEZHR I DL DML, INadELTIrv>S>
SOYA MIUSA LT henfz, BRITRABLSREENIEA—ILY—EXTHS Zoho Mail Z
ERULTINSDT v 2 IA—)LEXEL. T—EXDEEMZBRUTEAX—ILT (LT —
ZEE Uz, A—)LIEFEIL(ICER S=NTH D, SPF. DKIM, DMARC sRiHREZ @B L. Z1lEX
—)LIMEEERHD Zoho B—/\—DBSRESNECEERLTVD, KEEGFRAAZEXT T«
>OETC Zoho DA TSEMBALTVNBLIICRR, CNERAASRT -T2 0 KDET«
VI IODEHDTSY b T4 —LABAZRELTND, KINEEHRBEZEBRUIZICENMDS
Y REEBV RLRAEAINERE T4 v 2 IJDBHZRL, FEXA-IILT—-EXTO/N\AF-D
I -—ZWRELTND, CORBIMEEZERAL., TF1 VT WRZLOE T DD (CEENRR
A2 TSZ2ERIT DT VI TF v INR-2OMRZBALTND,

NSHC©2026 All rights reserved.


https://cti.nshc.net/events/view/20613

Cyber Threat Intelligence Report

[Attack Flow]
1. [Initial Access] Phishing: Spearphishing Link (T1566.002)
a. MBEBZEOIZT A WS I A—)LDXE
b. X—)LAX(CXEMRZZE DT > DZiEA
C. REBENVDOZDOUYITDRENBDT v 2 THA MMUSAL T b
2. [Defense Evasion] Abuse of Trusted Infrastructure (T1583)
a. Zoho Mail DIEFEEA > T SZBRAUIEA—)LIX(E
b. SPF. DKIM. DMARC FiHREZ®B L. Zifitz+1 U5« J )L —%&[EhE
C. RAAZ AT =T 4 2 0%&TNT . SENRXEEBEZ M
3. [Credential Access] Input Capture: Credentials from Web Forms (T1056.004)
a. ERY—ERoOTA>R=—2ZEMUIZ T 1 w20 Web R—Z D8R
b. I—Y—(CF7HI> MERDODANZFHE
c. Web J# —AZiB U TANSNIZERIBIROINE
4. [Collection] Data from Information Repositories (T1213)
a. IREUEERIBIREZIREBEEBRAUDA ML —SANXK(E
b. FRNRTHD> REOMD B LTEMBERZBEN & LIZBIROER

9) SectorA05 used LNK Malware disguised as a Tax Notice Statement (2025-12-03)
https://cti.nshc.net/events/view/20831

Sophisticated cyber threats include malicious zip files impersonating tax orders in specific
regions, suspected to be distributed by a North Korean group. 2013 F(CRigEN/cCDRE
(&, PE J7J)L& PowerShell 2 LT, TS50 —9PESEEDA LY MERZEVEE
RIA—Y—-F7—FZETHELOWNELFET . ETRFC. Malware (FRIBIREZHR L. 8D PDF 7
7AILDIRD—REFRRUET . D Malware [FEICA—)LZB U THREFEZWIRE U,
Windows Defender :&EDHESSEZEEA LE T, Windows Defender WML ENTL\DIBES. =
ATFLT—4, BEF— BEVI NI I 7EYI I 2EOHRBRZINETD I 7LD
>O—RUFET. T—4(E Base64. XOR, AES DX SIAES{bESEZFER U TIEESNZ C2 B—
N—(CRBRENET . FHREEL X MUDEIE E PowerShell ROV T b&@ U TGEKRSNE T
COFv IR=2PFEERTSUY RS BENGREREN ST -5 ZR/RIT D EZ2BRELTED
 BICBREOI-—Y—- &R —YEERNIB>TVET.

[Attack Flow]

1. [Initial Access] Phishing: Spearphishing Attachment (T1566.001)
a. BB EBEZE DA —)LIXE
b. BEDd D ZIP J 7 1)L
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2. [Execution] User Execution: Malicious File (T1204.002)
a. Malware J 71 JLEIT
b. PowerShell XZUZJ ~ O— R
3. [Defense Evasion] Impair Defenses: Disable or Modify Tools (T1562.001)
a. Windows Defender s%TEME:R
b. THa1 U+ HeEENLDFI R
4. [Persistence] Boot or Logon Autostart Execution: Registry Run Keys/Startup Folder
(T1547.001)
a. LX kU Run F—1EIE
b. PowerShell R— X DFtnIEEE#*
5. [Defense Evasion] Obfuscated Files or Information (T1027)
a. PowerShell O~ > RE#&R1L
b. T>O—ReNAXIUT hET
6. [Discovery] System Information Discovery (T1082)
a. ZAFALAB XU/ \— RO T 77IERINE
b. (RARIRRAR L
7. [Credential Access] Credentials from Password Stores (T1555)
a. IS U RFERIBIRESE
b. BSEE DA Lw h—URE
8. [Collection] Data from Local System (T1005)
a. 750957 —SIN&E
b. BEVTUI -3ty a>r—oN&E
9. [Command and Control] Application Layer Protocol (T1071)
a. HTTP X—X®D C2 &g
b. IRREIFHIXAZ
10. [Exfiltration] Exfiltration Over C2 Channel (T1041)
a. IN&E>—SIES1E
b. C2 H—/)\—ADF—FgRik

10) SectorA05 used music-themed VBS downloader (2025-12-08)
https://cti.nshc.net/events/view/20899

HAN\-BREBMHE. WRIAFTATEETHZETIDLDCH SN VBS CHeO—4F— &
BEL TS, D Malware (&, J71)L&2FD>0O0—RUTETTETIRNTHHEMLTISN. X
OVUT afER U TEREZ1TD Windows IRIBERFEDIRE LTS, BAMiBNBIEIC(E. 0TS
LFEFTDIZ8HD WScript.Shell AT 10 MR T 7 1 )URIEDTIZ8HD

NSHC©2026 All rights reserved.


https://cti.nshc.net/events/view/20899

Cyber Threat Intelligence Report “

FileSystemObject. HTTP U2/ TX hdDizsbd MSXML2. XMLHTTP &mh&Ensd., 4o>0—4
—(HFED URL ST 7AILZEUE L. CCIC(ES3 /40w Mproadead[.]s3[.]sa-east-
1[.]Jamazonaws[.]Jcom) EBEET B IP 77 RL- X (152[.]42[.]1226[. ]J16 1)) MNEFENTL\D., N5
DI 7AIVNEI—H—ZH< 28 (C musicx.exe & proton.mpd DR DIREENRAST 4 7 I 7o
JVCHRESNTLRAT « LU MU CREFSNE, EITEETE. musicx.exe ZBIIfE B TEITL

. BEFICAST 47T L —17—T proton.mp4 ZHWTCEHEEI Z IERRMTECARLE. O—R(E&
——IESEROHFTIEERAL. FEDT 7 AILARNC EZER UIZRICOHTEIZEITL

. EREEIN T DED Malware ILEIDzsbDO—4 —P ROV /(- UTHEE T S &ZRLTLY
Do

\/I

[Attack Flow]

1. [Execution] User Execution: Malicious Script (T1204.001)
a. VBS A u>O0—45—mET
b. X7+« 7 I 7 AIICHEERENIZA O VT bDET

. [Execution] User Execution: Malicious File (T1204.002)

N

a. musicx.exe MELT
b. proton.mp4 DOEIKFBE4 %8 U IziTRDER
. [Execution] Command and Scripting Interpreter: Visual Basic (T1059.005)
a. WScript.Shell A7 12 hD4RK
b. FileSystemObject ZEEE & U1z T 7 1) LIRE
. [Defense Evasion] Obfuscated Files or Information (T1027)
a. >—Y—ESEEE L U#FIL
. [Discovery] System Information Discovery (T1082)
a. IRISZ DR
b. ¥E 7 7 1)L DIF T EEOMES?
6. [Command and Control] Application Layer Protocol (T1071)
a. MSXML2 XMLHTTP Z&# - U HTTP U I X b
b. S3/)\Uw b SDI 7LD O—- R

w

N

ul

11) SectorA05 used LNK Malware disguised as US Security Strategy (2025-12-12)
https://cti.nshc.net/events/view/21058

A /)\—tzFa1UF 1 BRudE. [2025 National Security Strategy of the United States of
America.lnk] [CBAEULEXILDO T 7ZEL. ZONILITT(E Base64 TL>O— RN/
PowerShell J— RZFERAT D, £9. R1O— R(&E [%TEMP%¥check.psl] (71— RENTHE
TN, BUD« > ROTEITESND. HEATUT NI GitHub DEANT7 IR b= > % {EH
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L CEMDERSHD AU haASF D> 0O0—RU,. [2025-National-Security-Strategy of the
United States of America.pdf] &EWSE&FRD PDF J 7 I)L2F 4 U TERT S, LD T
(& [%AppData%¥edge.psl] F4R L. % NVidia RSA/\—7 v F5— MNCBELT
Windows X TR =1 —S(CERIT D ETHGEMZEEL. 30 DT &(CERIfTEND, XTIV
T & BBU - IBERATS 3 TEWEL. O—H)LD ExecutionPolicy s%E =09 5, A<l
DI7E. BERTGERECEET DI —ZENE U TERESDIRMO— REETL. ETRICE
HhEBIPR S D,

[Attack Flow]

1. [Initial Access] Phishing: Spearphishing Attachment (T1566.001)
a. BURXE (CHAE UTZ LNK T 7 1)L
b. 58 PDF J 7 1)L Dt

2. [Execution] Command and Scripting Interpreter: PowerShell (T1059.001)
a. Base64 T>—7F « > &NJz PowerShell X7 U k71— R
b. RUD > RITOROVUT hEFT

3. [Defense Evasion] Obfuscated Files or Information (T1027)
a. Base64 T>1—5 « > DfEM

4. [Defense Evasion] Impair Defenses: Disable or Modify Tools (T1562.001)
a. ExecutionPolicy o[ol3k#
b. JEMEERIAT S 3 > (CKRDET

5. [Persistence] Scheduled Task/Job: Scheduled Task (T1053.005)
a. IRDRT = 1 — SN \DEGR
b. NVidia RS5+/\—77v TF— hADEE

6. [Defense Evasion] Masquerading (T1036)
a. B v J7 — hEIROEH
b. IERRMUE(CARRUIZRAT > 1 —ILER

7. [Command and Control] Application Layer Protocol (T1071)
a. GitHub 1> IS D7 Ot X
b. BINILDOTFAOUT bSO >O—R

8. [Defense Evasion] Indicator Removal on Host (T1070)
a. B17RD I 7 1 )LHIBR
b. JRIFDRZE

12) SectorA05 used HWPX Malware disguised as Graduate Document (2025-12-14)
https://cti.nshc.net/events/view/21054
WENRERR: 25HE
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Malware F+ > R—> (%, 2026 FEEDETRERERNFEREER(CEET DINECHELI
Malware ZEM I 2 7280, WBEFI—Y —ZMLIZH(BOBXENEENZ zip T 71
IWEEDA—IERET DI ENBIED, TJ7I)LEB< & Base64 TI>1— RaEnfz zIP R
4 O— RNABEAT S, "%ALLUSERSPROFILE%¥"S « L NUCN\AF U T 7 (ILERETS D. K
(37 D%, MSXML2.XMLHTTP &R L TIBE LY — IS BT EE&ERR Visual Studio
Code CLI ZIP D7 A I)LZ=SFD>0O0—RU. CNEXNRI AT LRNICEMT D, D, code.exe
NEITESN, BREZE T DD (TRRSNIZHAFEFERA LU TR RILNEESND. bRILES
OJFEERERGFEREZSATE D, THN(CHERSNTHED —/\—(TXESTND. ZOMFEZHEK
SN TCWRWIE—- P OERZES(ICL. AT LAEBA. NExRY MO —U%E). ENliEHknH
([CDRNDEIREENHD D, EICKFERZIE(CEAET DEAZMREL TS,

[Attack Flow]

1. [Initial Access] Phishing: Spearphishing Attachment (T1566.001)
a. KEREXEZERDTZA—)LIXE

b. BEDH D ZIP J 71 )Liisfd

2. [Execution] User Execution: Malicious File (T1204.002)
a. BESNTEYR— B RFIAS R T7AILDOEIT
b. Base64 T>— ReneR/O— ROF7I—R

3. [Execution] Command and Scripting Interpreter: JavaScript (T1059.007)
a. JScript XR—=XDRIUT RET
b. I\AF U T 7 AIVERE KUEIT

4. [Defense Evasion] Obfuscated Files or Information (T1027)
a. Base64 T>—F+ > ZIP Rq40O— R
b. ROUT hAR—ZDE5AL

5. [Command and Control] Application Layer Protocol (T1071)
a. MSXML2 XMLHTTP B8 D77 1J)LFD>0—R
b. code.exe ZF LTz b2 FRILEETE

6. [Collection] Data from Local System (T1005)
a. h>xRILEHOT AR
b. O 7 7 1)L EHRHIFESR

7. [Exfiltration] Exfiltration Over C2 Channel (T1041)
a. 007 —95MbY —/)\—HRiX
b. URL T>O—F« >4 7—45 X5

13) SectorA05 used Android Malware disguised as Delivery Apps (2025-12-16)
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https://cti.nshc.net/events/view/21132

20259 A. [DOCSWAP] &UL\S Malware E/NAILT7TUNT 4w > 0B A hziE U Thetn
SN, - —-HQRIO—R&EBATO>T hZEFERALTINEA > AN-ILUETI DL OBES
NFLE. 2OF7FUEINY> RaI> ~O—JL (C2) H—/{\—&BEL. UE—RT7IOERY—
JU (RAT) B—EXZEHRIDZENHIALF Uz, WEEEF(SBINESNZRA T+ J1ES{bH
BECBHRRETEIZER LU CRIZRS UEUIZ. DITOBER. X975 EA > TSSO
Malware 7 TUB KU C2 B —/)\— EDELUMEESD. BIRDOBRF v > _—> EDiEHENES M
RDFUR. BMAEFIRAZIVI2IETA v OA—)LZEBL T URL ZE8H. BlxattZi181M
LTHED. PCTTFILERAITBRICE/NAIFLDA >F—T 1 —R(CHEEEITILINUEL
Jzo 77U TE S SecDelivery.apk (& XOR ES{L EBIMDE v MNEED K SIREM AR TZER U
TIEHIAF Nz Malware APK T 7 M ILZBBILL. R4 O— RZEFEITI DD (CERDIERZ SR
LEUR. HEA > ISIIELUDBHZIF DEED C2 U—/)\—%5d. BXDTSY N TA—LD
DT OFENR-ADT V22054 NefERTDRDILEIRT v D30 2 R—2 EHHE
=N CLELUEZ,

[Attack Flow]
1. [Initial Access] Phishing: Spearphishing Link (T1566.002)
a. MEREFEBZEOLRAZVIIIBXUVT A VI IAYE—DR(E
b. QR O—RBKLUV URLZBU T2 T4 wS > THA hDFEE
2. [Execution] User Execution: Malicious File (T1204.002)
a. YLD 7 APK DA >O—R
b. I—HF—ERCEDIKTFITUDA > A M—ILELUVET
3. [Defense Evasion] Masquerading (T1655)
a. BoxBaE Y 7 U A\
b. FEA Ul BLBATO> T hDfER
4. [Defense Evasion] Obfuscated Files or Information (T1027)
a. XOR AR (CLDRIO— RDIES
b. BiDE Y MNEEZE U 20— RISk
5. [Persistence] Event Triggered Execution: Broadcast Receivers (T1624.001)
a. 70— RFv A L2 —/)\—DEHF
b. RAT B —EXDBEEEIT
6. [Privilege Escalation] Abuse Elevation Control Mechanism (T1548)
a. BFEREK
b. 5> 41 LtERDER
7. [Discovery] System Information Discovery (T1426)
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a. 7/ \A XIEFRDUNEE
b. 1>XAM—=ILBEHFT7TUT—>3>DHE
8. [Collection] Input Capture: Keylogging (T1417.001)
a. 7otz BV« —-EXDEA
b. F—ANDINE
9. [Command and Control] Application Layer Protocol (T1437)
a. 2 b—/\—&LDiEfE
b. EBS{b=NfeR+O— RO
10. [Exfiltration] Exfiltration Over C2 Channel (T1041)
a. &> — 5 DEHE

14) SectorB49 used BADAUDIO disguised as legitimate DLLs (2025-11-21)
https://cti.nshc.net/events/view/20366

BRATREICK DT 3FECHZDETESNILBEISED A /(- F v 2R NEEEN.
BADAUDIO Malware Z&RHDEMDS D> O0— RIOISLEUTERML. Ry ND—OA\DFEHE
IR 7 O A ZMII UET . PEACILEERD T JEEZFERALE LN, BEEFHilizZEL
. BEOE@EREY—TY NMCUTT SN =TT IOt zBBL. BTS4/F1 -2 WE
ZRBL. T4 v > OF v R—2FAELUF Uz, C++ TR E/z BADAUDIO (&, OX>
R&I> hO—)LH—/{—m5 AES THES{EESNERAO— REESIELTERITLU. FHIICES X
TABERZIE U THESIESNITREBTIXELFR I . D Malware (&, FIHT7O—F1B(E, DLL&
FEFE/\A v v, BEDLL ZETOESIEESNZT —HAT DA >R =)L EDEERE#TIE
FieER U TR E#IFUE T, BERRNIIC, DT JEEFT v > R— (T IERERMD Iz (C
JavaScript ZEBHU. Windows X5 A%S—5v M UTBDS 1 770O0RY IR ZFERLT
BADAUDIO M4 D>O—RZEFELFEUZ. TDFv>R—2EFFEZ, GENRISTRG—-EX
ZREMISERAL. BHY > ORFERUHETIFERB O TY -7 >0%EIEL. BERERES
WIGEENZRLUTWLET,

[Attack Flow]
1. [Initial Access] Supply Chain Compromise: Compromise Software Dependencies and
Development Tools (T1195.001)
a. TSI —TF+ 2 ITREDESE
b. JavaScript 51 7S UADNILD T A
2. [Initial Access] Phishing: Spearphishing Link (T1566.002)
a. 9=y ME#EWNREULIZ T4 v 2 DF v 2 R—>
b. &Y > U AWz =T FHHE
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3. [Execution] User Execution: Malicious File (T1204.002)
a. RO 77O0MY DRDRR
b. BADAUDIO M5 D> 00— REKUET
4. [Execution] Command and Scripting Interpreter: JavaScript (T1059.007)
a. B JavaScript O— R
b. BHKFEFROO— K
5. [Persistence] Hijack Execution Flow: DLL Search Order Hijacking (T1574.001)
a.DLLY rO-Fv >0
b. EREIT I 7 AILDOEITIO—DI\AZv v D
6. [Defense Evasion] Obfuscated Files or Information (T1027)
a. &I T7O0—nF181b
b. SN 7 —h+A T DfERA
7. [Discovery] System Information Discovery (T1082)
a. AT LIBERODOINE
b. RANSKUVITZIYDT 1 > H—-TU> MRE
8. [Collection] Data from Local System (T1005)
a. BRNIES T LFIROUNE
b. OvF—ADFT—F1BHiAH
9. [Command and Control] Application Layer Protocol (T1071)
a. BS{bensz C2 B8
b. JvF—ZRAWZT—FXE
10. [Exfiltration] Exfiltration Over C2 Channel (T1041)
a. B —YDREIRX
b. Base64 T>O—F « >J(CLKBDFT—Ft

15) SectorB94 used Discord API for Backdoor Malware Deployment (2025-11-26)
https://cti.nshc.net/events/view/20567

BEDY A\ —BEEM4THEE=5(Z. Discord API #Y> RHELVO> bO—J)L(C2)F v >+
JILEUTERLU. /NI RY Malware ZEfiUE Uz, COFM4(F 2025 F 11 B 26 HICFHEAL.
S A7 LERIAE(CHOTZD THII T Db (CEMEENE Uiz, #IERIC(E vshell DX S7REEXID/\
WO RPZEARUTERATAICEAL, DR, BREZEITDTZ8H(C Discord /Ry hAR—D/\w T
R77%ZA>A—=)LUZFE U, Discord APl ZfEAI LT, WEALLSFBFOEFI YT o4t
KRBl SFENRI—Y GBS T v I\ G—2ZEMUFE U, COBBRIIINE
EEORHFEETILE—TL. BFOU—/\—-PREFrEITOvosnNmacfE C2 Fr>x
JILVZEREELE Y. GitHub @ Discordgo = 1 —)L&ER U TR ENTZ/\w 2~ RJ7(. Discord @
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MessageCreate 1 R> hZBU CONY RZEZEITDEERTINF UL, ZNUFONY RET. T
7LD YITO-R/FI>0O— R SRFAIBROUE VD ez rlgEC L. A—T> Y —
ASATSVURBEBRALE U, WEELEDAEE. 7OTXAIEERY —ILZER L TRER
Malware ZfSE(CERTET D ERZEAL. HA/N\-RE(CHITDA-T>V—-IABRADIENT S
BRZFEEDICLET,

[Attack Flow]
1. [Initial Access] Exploit Public-Facing Application (T1190)
a. vshell J)\w I R7DEA
b. AP —EXRZEMREUIZEA
. [Execution] Command and Scripting Interpreter: Bash (T1059.004)

N

a. MessageCreate 1\ hDZ{E

b. bash <> ROET

w

. [Command and Control] Application Layer Protocol: Web Services (T1071.001)
a. Discord API Z&# & LTz C2 @S
b. EERI—YT—b>T 1 v )5 — DR
. [Command and Control] Proxy: Internal Proxy (T1090.001)
a. Discord 7R bZE# & UERER T O+ 18k
b. A& C2 F v ) LODHEEF
. [Collection] Data from Local System (T1005)
a. AT LIBEFRDINE
b. A-—T>V—-XSA4TSVUDER
. [Exfiltration] Exfiltration Over C2 Channel (T1041)
a. ETHEER D Discord %15
b. "I 7IL2BEL LIz —FUE

N

ul

(@)

16) SectorB110 used Malware Disguised as Bitdefender Program (2025-12-10)
https://cti.nshc.net/events/view/20924

CDFHRENTZ Malware (. T—FBEERAO— RRFT— 20 7B 5(CTDI2HIC Google
Drive APl Z/ER L. BEZHRE#ICUET, %% Malware (&, T7)LEnX, IY> RET. BR
ZOIRE(C T DIRVERIRT LA ZEHF T, EEEMEZR(C(E WMLOADER i’ D, CNEFEE
WRtF1UFT TOTSALHRERL. T7AILT AES-CBC Z{EMA L TIESILESNIZIBHIAHS T
JL1— R%Zi@(0 T NANOREMOTE ZO— RUZE T, ZD Malware (& APL FREEDT=H(C/ 1A T TX
NS EZERAL. S XFATOT7AYU SO0 T 7 A )Xk EDOSIRIIHREZ TR 35 22
DIXR BRI\ RS—ZFO>TUVET, C2IEBEEHTTP ZEU TITHN. Zlib [EfE & AES EES{EZ
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fEALZFE Y. NANOREMOTE (& FINALDRAFT &O— ROFEBMMEZHB L. XAFTILADTZHDHRS
LAPEO—F A > TDELDIMEZREHET . D Malware DREN (FHEMIREIERSEZRL. B2
v NI —DICRAIZBREIRDFET .

[Attack Flow]
1. [Initial Access] Phishing: Spearphishing Attachment (T1566.001)
a. TF a1 U+« TOJ S AICAERENIZ WMLOADER DELE
b. 7ZHIERI S-SV T 71 ILORM
2. [Execution] User Execution: Malicious File (T1204.002)
a. WMLOADER D47
b. BHIAFHS T)LI— ROFI— R
3. [Execution] Command and Scripting Interpreter: Windows Command Shell (T1059.003)
a. >1)Ld— RZAHLZ NANOREMOTE OO —
b. OX> REITUIE
4. [Defense Evasion] Masquerading (T1036)
a. Bitdefender B ERN\DIAE
b. ERtFa1 VT T 71ILEDIER
5. [Defense Evasion] Obfuscated Files or Information (T1027)
a. AES-CBC Z#88 & LleRrO— REES1L
b. ZIib FE#E>T —45 DR
6. [Discovery] System Information Discovery (T1082)
a. S>AFABLV I - —IBERDOINE
b. KRR NREDOTOT 71U
7. [Collection] Data from Local System (T1005)
a. 771 ILDINE
b. FEEREE IV > RO
8. [Command and Control] Application Layer Protocol: Web Protocols (T1071.001)
a. HTTP X—X D C2 #&15
b. BS{bENZOY> RO
9. [Exfiltration] Exfiltration Over Web Service: Cloud Storage (T1567.002)
a. Google Drive APl ZRWzTJ 7(IL7wv T 0O— R
b. BES{bENcT —5 DEn*

17) SectorB110 used ShadowPad Backdoor disguised in IIS servers (2025-12-16)
https://cti.nshc.net/events/view/21082
WEESTSREZERE: U - 171X, 1818
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BAOYA/\-WEDK(E, T—Ov/\\ FEFZZT, BV AYUNDEIHOBATHEREZ ISR E T DIEE
=N, BHDHDITAN\-BEITRECERTSD, CDTIL—T(E BIOD IIS 32> 1z48Rk eSS
. BRI ViewState =1 77) AL & ToolShell BessEEFIE LT, Megs7 [IS & SharePoint & —/(
— (SR DR Z21"8D. 7OTRZFCE. KS5FHRS A ShadowPad IIS Listener E1—
IWZERUT, RESNEY—/\—ZniIUL—RY ND—J(C&H. C2A>ITSDO—EBICEHT
D, COIIL—T@FEFEZ, stz —FRt LREHDTz&H(C FinalDraft Malware D% LU\
ZRMT D, MOSOEIEE, EESNARX hEBE/ — RICEHL. &FENR IS TOEX(CHE
SNfeA > —ET MEREE ST . BSDF v > R—2(F LSASSH>TF 74 RJLRDP Zw =3
S DOBAZSUEBORMZERL T, SENQAEBE)., ERIEHRINE. ERESZBLTRA
SXECED. BOSDIEEIFKREL. EZ 1 -tz /- E&D7TO0—FZ2RIRL
. PEREBES KOF M2 R U TUL D,

[Attack Flow]
1. [Initial Access] Exploit Public-Facing Application (T1190)
a. ViewState #= U774 Messtt BH
b. SharePoint ToolShell A&s514=EA
2. [Execution] Command and Scripting Interpreter (T1059)
a. ShadowPad O—4 —ffn
b. CDBLoader %47
3. [Persistence] Server Software Component (T1505)
a. ShadowPad IIS Listener =1 —JL&E
b. IIS 7OCXRA XTI 7 EZa1—J)L O-R
4. [Privilege Escalation] Exploitation for Privilege Escalation (T1068)
a. PrintNotifyPotato AfE554+2Fd
b. SYSTEM #&FR¥ES
5. [Defense Evasion] Masquerading (T1036)
a. EERI\AFUBTI 7ML ZHE
b. FZFIEZENZ/I\AF USER
6. [Credential Access] OS Credential Dumping (T1003)
a. LSASS XEU F>7
b. LA MUJ\A Tl
7. [Discovery] System Information Discovery (T1082)
a. KRR RFATOT7A I
b. xw hD—DF7FTHIERINE

8. [Lateral Movement] Remote Services (T1021)
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a. 771 RJLIKEED RDP Zw = 3 > DEH
b. ShadowPad b>=U>JEERSH)
9. [Collection] Data from Local System (T1005)
a. I7AIINBIUVLZAMNIFT—=H5T7 TR
b. RDP fEFIFEREINEE
10. [Command and Control] Application Layer Protocol (T1071)
a. ShadowPad UL — v KD —72 &g
b. Microsoft Graph API E#& C2 {&£F
11. [Exfiltration] Exfiltration Over Alternative Protocol (T1048)
a. BackgroundFileTransfer B85 — S#5i%X
b. JFRHARNAKBTES — Pt

18) SectorB118 used Cloudflare Tunnel prior to Warlock Ransomware Deployment
(2025-12-03)
https://cti.nshc.net/events/view/20827

2025 F 11 A%, S2UADIV7RASHTUE—- NIV REITZORECT DIEHIC. DT
> RR-1 > B Velociraptor AMBeficn/z. WEEH IS X TLARBRZEITLU. MRILEBEL.
Btz T A NI BD728(C Base64 TL>— REh/z PowerShell OY> RZEFEITUZ. bR
2OA—F4UF %A > A R—)LU, OpenSSH ZRIAL KD &I DEHDEA#NHD . FHACIE
SAFLAHIRTREUEZA, BETI> bO—ILAEMESNZ&(CxRIIUZ. stTLnwO—H)LEEE
THO> SMERR SN, AIEBEICERSNZ. WEE(S Visual Studio Code h>RU>J%ER
L. UE=RTROMYITIVIRNITITZA A S=ILU. FHENRETDIEOH(CHERRENIZ
Malware H—EX =&k L TV OCRAZIERUTZ, COEEES Y AD T VEMICDRAD, IF
SbeDEIRER T2 R I 18SL/ 1 FUERITH T,

[Attack Flow]

1. [Initial Access] Exploit Public-Facing Application (T1190)
a. ToolShell iS5 EA
b. WSUS Hfes514DEA

2. [Execution] Command and Scripting Interpreter: PowerShell (T1059.001)
a. Base64 T>1— Ra&t/z PowerShell X > RDEFT
b. 2R F AIRE LTHERIET R hOENE

3. [Defense Evasion] Impair Defenses: Disable or Modify Tools (T1562.001)
a. Windows Defender M5t
b. IERRY —)L& R Tz a8
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4. [Persistence] Create or Modify System Process: Windows Service (T1543.003)
a. Velociraptor b —E XD > X k=)L
b. YLD T 7Y —ERDER
5. [Command and Control] Application Layer Protocol: Web Protocols (T1071.001)
a. Velociraptor C2 D&%
b. Visual Studio Code h>3U > DfEH
6. [Privilege Escalation] Create Account: Local Account (T1136.001)
a. O—NIVEEBET NI > bDERM
b. #EREHB I 5771702 bR
7. [Lateral Movement] Remote Services: Remote Desktop Protocol (T1021.001)
a. BB NI NMILBROPOTA>
b. UE— S RFTLADT7 TR
8. [Discovery] System Network Connections Discovery (T1049)
a. R~ D —EHARREDOREER
b. F>XILBKXUT—ERDI&
. [Impact] Data Encrypted for Impact (T1486)
a. I>Y AT T 7Dt
b. T —SBES{LDOERTH IESILY —)LDEIT

O

19) SectorB123 used BRICKSTORM Malware on VMware vSphere Servers (2025-12-
04)

https://cti.nshc.net/events/view/20814

WESREZRF: [T, BT - 1TIX

g N\ REAEOERZIET 1N\ —TAENBIT Y — EXS LVIEREAMEIFINDS X5 ATREAN
IRIFFE MR I D726 (C BRICKSTORM Malware ZBH3 23 EMBASHICRAD Tz, D
Malware (&. VMware vCenter 8 KU VMware ESXi B —/\—%&5 VMware vSphere 75w ~
I A—/A& Windows IRIBZ IR E T DEER Go XR—XD/\W I RF7THD, Web > T)LZEL
TV ORIAMMTHNSD & Malware (FERESNAREYS > XF v TS 3 v hziE U TERIERIM
HZEBESZ(CU. BESNZREYS > Z2ER T DI ENTE D, BRICKSTORM (FEAFLAT7AILE
RIBZHZEEL, HESNLHZACEBTHEA A MILEREBREHNDIXDICLU THEHRHED
EHDOBRERAEZERT D, X RELUFIHIDIZH(C HTTPS & WebSockets ZELHE D
ESIEL AV —ZERALU CTBEZREL., BELLSIAFTLAZEERI D, Ffo. SOCKS JO+>%
ERUAIEBESZAEIC L. &FENRY—EXBLURY ND—O S T4 v IZEMUTEED
FRZRICEICKD, WEESRTACH T DLERHHEHFETIT D, CDF > R—2(F 2024
F4ANS5 2025 F 9 AFETTOEBZMIFL TS,
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[Attack Flow]
1. [Initial Access] Exploit Public-Facing Application (T1190)
a. Web Shell z@ Uz —/\—=70tX
b. AHOITIIHY—-EXEE
2. [Execution] Command and Scripting Interpreter (T1059)
a. >T)LON> REIT
b. WA TI)ILEYS 3> DER
3. [Persistence] Server Software Component: Web Shell (T1505.003)
a. Web Shell 1>X b—JL
b. SXF AT 7 AILE KRIEEEDIEIE
4. [Privilege Escalation] Abuse Elevation Control Mechanism: Sudo (T1548.003)
a. sudo IV > R fEH
b. EIREERIES
5. [Defense Evasion] Masquerading (T1036)
a. BET—EXRBIMAE
b. PATH IRIGZEUR/F
6. [Credential Access] OS Credential Dumping (T1003)
a. RIEY>> XFwrFs a3y bk EBHR
b. EIZFEIAZE L
7. [Discovery] System Network Connections Discovery (T1049)
a. *v hNJ— U
b. A&y hD—OwvE>D
8. [Lateral Movement] Remote Services: SSH (T1021.004)
a. SSH EEDAImiZE)
b. SOCKS 7O+ &M
9. [Collection] Data from Information Repositories (T1213)
a. RV >R FwvTS 3w ME
BEF—BLURET—FUIE
10. [Command and Control] Application Layer Protocol: Web Protocols (T1071.001)
a. HTTPS &% C2 @18
b. WebSocket F&S1biEt
11. [Exfiltration] Exfiltration Over C2 Channel (T1041)
L T—=AIREDT7YTO—- R
BE{ftEnFrRIVEBE L T — iRk
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20) SectorB123 used Golang Malware disguised as legitimate vCenter processes
(2025-12-04)

https://cti.nshc.net/events/view/20749

WEMREZRRF: &G, BEY—EX. £

2025 F0R, BT A\ —BEITREN T AU DL OHBEID VMware vCenter RIFZIRHY (C
L. BRICKSTORM Malware, JSP Web =1 )L. Junction & KU GuestConduit £WL\D 2 DDFTL
WA>TS> hZRALELRZ. COTAERREERERTEF1UT«ZRL. ZREINESHCEN
TWVRVEROEBRHFIZ & —ET DEIEEH DD DIBEIRINED Tz [CREANAIEE 7 I A ZH#iF U
TWET, BV EECA2F—Ry MMCEH UZT /N1 R & VMware IRIBOMES 4% B A
LTiThnE Lz, AIEBE)(E SSH EBMIRERIBIR. 45(C vpxuser 7H D> hMEEU#ERDH D
THOL hEERLUGERSNE LIz, COITRAEROTHIBR. IJ7AIEIALARITEE, Fix
SINTUVRU VM R EDHdfia /A U TR [ELE 21TV, BRICKSTORM Z#RAU TS T v
DRI TU. A2T52 haEENRTOCR(CHEELE LIz, 7-Zip ZERALTT -9
HzERmL, Ty a>h—0o>Ed-5 -ty a>EEZERL T Microsoft Azure IRiEZE
THRIRDIS I RT—HICTFIOLALFEURZ. COKRE(FE MFAREEBER N>R IBKUE
FbEMZERA LU TREZE#E TR E, BERISD REBHEAZRLELU.

[Attack Flow]
1. [Initial Access] Exploit Public-Facing Application (T1190)
a. Ivanti 7/ \1 D55 EER
b. vCenter EEHHMESS 14+ DER
2. [Initial Access] Valid Accounts: Cloud Accounts (T1078.004)
a. BRRUSDRTAHDY bOER
b. vpxuser 771> hDOEA
3. [Execution] Command and Scripting Interpreter: Java (T1059.007)
a. JSP Web > T)LICKD IV RET
b. Junction > 75> bDOY > RYULIE
4. [Persistence] Server Software Component: Web Shell (T1505.003)
a. JSP Web > T)LDEE
b. BRICKSTORM 1> 75> bpO— R
5. [Persistence] Account Manipulation (T1098.001)
a. MFA =)\ X D&%
b. O350 R7Z O XDk
6. [Defense Evasion] Masquerading: Masquerade Task or Service (T1036.004)
a. vCenter O ANDAE
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b. ESXi B —EXADARE
7. [Defense Evasion] Indicator Removal on Host: File Deletion (T1070.004)
a. OJ DHIR
b. JREF D 7 - )LDHIBR
8. [Defense Evasion] Hide Artifacts (T1564)
a. REFIEY> > DERK
b. 27 AIIA LRI TDEE
9. [Discovery] File and Directory Discovery (T1083)
a. 77 IV AT LDRER
b. HEST — 5 DPITEHER
10. [Lateral Movement] Remote Services: SSH (T1021.004)
a. SSH =888 & Uz Alm el
b. SFTP zwv > 3> Di&EA
11. [Collection] Data from Information Repositories: Cloud Storage Object (T1213.002)
a. SharePoint 77 A JLA\DTF7 It X
b. RX4>d> hO—5—VM XFv IS 3w hDUNEE
12. [Collection] Archive Collected Data: Archive via Utility (T1560.001)
a. 7-Zip (CLBDT—FEHE
b. 7 —~RmREMRA/ > RILDLERK
13. [Command and Control] Application Layer Protocol: Web Protocols (T1071.001)
a. WebSockets over TLS &S
b. DNS-over-HTTPS Z#&# & Uz C2 iB{E
14. [Command and Control] Protocol Tunneling (T1572)
a. BRICKSTORM S J 1 v oD 2>
b. VSOCK #z#tDfER
15. [Exfiltration] Exfiltration Over C2 Channel (T1041)
a. [E#EsT — 5 DIMNEBERX
b. F>RUZITFvrxI)IEBEU T -t

21) SectorB128 exploited Cisco AsyncOS Software with AquaShell Backdoor (2025-
12-17)
https://cti.nshc.net/events/view/21094

B )\ -8R+ >_X—> M Cisco Secure Email Gateway & Cisco Secure Email and Web
Manager ZXHRE U THBIESNTED. AT ALALNILOION > ROBIIEIT RN/ (v O R
7tz nlge(CLET . PEEED APT EXEHONDIMEE(L AquaShell Malware ZfERULEF U
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o CHUE. FREESMNTULVRUL HTTP POST UOT R hZ2BE U CI>O— RENEON Y RENIET
DEED Python R—XTOJSATY . 2025 F 11 ARMSRESNZCOWRE, Fz, # b
R OVEEDIZSH(C AquaTunnel & Chisel. OJHIBRDIZ&(C AquaPurge ZFERUE U,
REEINA>AF>RIE. UFUE Cisco DEIETERSNIZIFEEBRZSATLELIZ,

8755521 AquaTunnel Z@U 72 /(- SSH h>xxU> T & Chisel ZBU ST w070
FINEFEN. Ry ND—TIRNTOEREBZES(CLELR. AquaShell (FT>0—RENzHT
i, D —/N=J7)LICIBHIAEFN. IX>2 REFTI—-RIOCRER TS ATLS T
JILTEITESNE Uz, IN5DY—)LEEIfE. FSNTULDHE APT £t —EH L. BEDEE
SEHEERELET,

[Attack Flow]
1. [Initial Access] Exploit Public-Facing Application (T1190)
a. IMREBRNIRISDER
b. Cisco Secure Email Gateway DE=E
2. [Execution] Command and Scripting Interpreter: Unix Shell (T1059.004)
a. AT ALALNILTOION > RET
b. AquaShell /(w2 R7DEE R
3. [Persistence] Implant Internal Image (T1525)
a. Web H—/)\—=TJ 71 JLAD AquaShell DIEA
b. T>O—ReNfe>—427 07 DER
4. [Defense Evasion] Indicator Removal on Host (T1070)
a. AquaPurge Z7T L1z DHIBR
b. HEDOJIEEDHIBR
5. [Command and Control] Application Layer Protocol: Web Protocols (T1071.001)
a. AquaShell £ HTTP POST #&1S
b. 7d— RENzOX> ROZES KUFET
6. [Command and Control] Non-Standard Port (T1571)
a. AquaTunnel ZFJAB U7zJ /=X SSH #&#t
b. Chisel ZOF>%Z T Ul b5 T+ w Il
7. [Command and Control] Protocol Tunneling (T1572)
a. AquaTunnel E8n k> x>0
b. Chisel ZFIFA LIzRERY D —OADERY b

22) SectorB129 used Group Policy to Deploy Malware in Gov Networks (2025-12-18)
https://cti.nshc.net/events/view/21140
BT SREZERF: BUN - 1TIX
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2024 F4). MRELEERBEV S T7EAFEREORY hD—OTURTICXE(L SN TLV/AL Malware
HHERRU. CNEFHCHERSNEHhEBE APT JIL-F(CLDEDEHEEEND. CDIIL—F
[FOA/IN=R)\1EEZENE U TERRBEIZ ) EBARDOBAEEZIFEDOMRELTE D, Pl &
£ 2023 F 9 ANSEEBL TSz, ZDTIL—TF (& Malware Bifi SEESNzry KD —2IRDM
EEBDEHICIIL—TRIS—%EHL. Microsoft OneDrive 2 Google Drive DK SIS
RFO—EXZIY> RO MO-JLBECERTS. COJIL—TEFEIC C#/.NET 7TUT—2
IAZTBHRSNIZARSY LY =)Ly MeBRICERTD. FERY—ILICE. BIOEENSRZH
A BDleDICTSIOYBREZINET S NosyHistorian &, V5T RIA ML —2% C2 (CERL
AppDomainManager ¥ A%Zi# U T Malware Z3%179 %/\w U RJ77 T2 NosyDoor '3 D. fhid
W—)LICR. TS5OYFT—5%ZHt 93 NosyStealer. R+ O— REUED=HD NosyDownloader
. F¥—0O4—T&3 NosyLogger. TUTA—T >V —-RU)\-XTOF> TS ReverseSockss
NHd. COMEMD TTP (& BIAOBRAITRAE COEEEZRIN. JIL—TRUS—FERDLDS
IMRF ORI ZEEATULND.

[Attack Flow]
1. [Initial Access] Phishing: Spearphishing Attachment (T1566.001)
a. BRI T 7 1 )LDEAE
b. BFA—)LZEE L UTZYHABA
2. [Execution] Command and Scripting Interpreter: PowerShell (T1059.001)
a. PowerShell X2J T hDET
b. #fstibesN/ZONY> ROET
3. [Persistence] Domain Policy Modification: Group Policy Modification (T1484.001)
a. JIL—TRUS—&BLXILI T FEm
b. RXA IRIBARTOFHRIIIREITOMHESS
4. [Defense Evasion] Obfuscated Files or Information: Encrypted/Encoded File (T1027.013)
a. R10O— RDEES1E
b. Base64 T>1—7 « > DfEM
5. [Defense Evasion] Masquerading: Match Legitimate Name or Location (T1036.005)
a. BRI 7 MIILAB KV ANDEE
b. JIL—=TRUS—=ATZ1T T bADEE
6. [Defense Evasion] Signed Binary Proxy Execution (T1218)
a. UevAppMonitor.exe MEF
b. LOLBins Z&8 & UTZEIT
7. [Defense Evasion] Process Injection (T1055)
a. ERJOERADA>ZTo33>
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b. CreateRemoteThread DfEF

8. [Discovery] Browser Information Discovery (T1217)
a. ISOYEREDINE
b. BIMRA X RD:HSA!

9. [Discovery] System Information Discovery (T1082)
a. AT LAFT—HIDUNEE
b. KRR MERDIEHE

10. [Collection] Input Capture: Keylogging (T1056.001)
a. F— AN DI
b. ZUwJTiR— RF—5DUEE

11. [Collection] Screen Capture (T1113)
a. BEF T+ ETADF v ITFv
b. A—F 4 ABRVETADINE

12. [Command and Control] Web Service: Bidirectional Communication (T1102.002)
a. OneDrive Z&#& & U1z C2 @(5
b. Google Drive %Zi& U = A ELES

13. [Exfiltration] Exfiltration Over C2 Channel (T1041)
a. INEFT— 5 Dix(E
b. BS{teNEF v =RILOFER

23) SectorC01 used Phishing Pages for Credential Harvesting (2025-12-17)
https://cti.nshc.net/events/view/21098
IRENISREZERE: R, BUF - 1T EBS. 2> 0520

2024 £ 6 ANS 2025 &£ 4 AOMIC. ERZIEEZITCEBBITRENDISAFTDITITA—)LY
—EXT#%3 UKR.NET D1 —H —ZMRICERIBRNEF v >NR-2ZHBELE LU, CDFv>
R—=2(FURIOEE(ICEDE, 1—Y—%&. JAIRT—R, ZBRBAMI— RZINETDHDT 1 v
SIUFEBEEATNE U, BEHE(E Mocky, DNS EXIT DL SRERID T TH—EX(TIRRT
1 2T ENIEABD UKR.INET O > /R—4)L&L ngrok. Serveo DKRSRTOFS bR T
TS5y R IA-LEFBHAUEUZ. CNSDR—(CU 2T B PDFFESINA—=ILI IV )T
ZEEE T Dz CEMENE U, JavaScript ZER U TR—EERIBHREF v ITF v L. IBE
SN RAAIOXELFE UL, WEEBQEA > ISDBRECHIELT, BFESNRIL—5—15
ngrok R>FILICEIDEZX BT ETHERULE U, 2025 F0O7 Y IF— NI, FILLWA>TSE
& ngrok DY T RAA > DERNSENTVELURZ. FRITOEDCEMDST, ZDF+ >R
— (G SN. DUSAFHPRPROOS VEFERZXIET DIHDBIMUNE(CX T D GRU D
TR Lz s8R L CLVE T,
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[Attack Flow]

1. [Initial Access] Phishing: Spearphishing Link (T1566.002)
a. PDF 555188 Y > U DA
b. #3® UKR.NET OJ 1 > R—ZADFHEE

2. [Credential Access] Input Capture: Credentials from Web Forms (T1056.004)
a. 74v>20004> T A~ LB UERIERANDFE
b. -5 —-77HD> b JIXT—R, 2FA J— RDINE

3. [Command and Control] Web Service: Bidirectional Communication (T1102.002)
a. Mocky 8 KU DNS EXIT EE0DF — 4~ ik
b. ngrok B KU Serveo b R)L7ziE UToBEDHERS

4. [Command and Control] Application Layer Protocol: Web Protocols (T1071.001)
a. HTTP/HTTPS 28D 7 —Fimx
b. ngrok U RXA > ZBU Tz > T S DSk

24) SectorC05 used Misconfigured Devices in Energy Sector Campaign (2025-12-16)
https://cti.nshc.net/events/view/21124
WEMRERERF: TR)LF—

2021 5 2025 FF T, HIEREEHE LT A/ \—F v 2 R—2(F, BEBo TEHRINZRY b
D—OTw 25 )\ A XZ2FA U TEEL > T SEFIADMERORY hD—O(CHER7 O Xz P e
o FCIEKRET—OV /) REBDOTRIF—EE£ZETERI—TvY hEUTZ. RSEEDERMNST/\A
AR TS —DEANEEMZEIN T DI ET, WEM TSN TOELYRTZHS UGS, 3
KNI EAZBIRINE SAIEBENBIEE(CIRDIC. CDF v 2 R—2(F, 820> TERENIEIL—F—.
VPN EMIRE. U5 RKRRATa >070 0 hEFERL. /Oy hFEv TFvERSTrv o
DB L CTERBRZHEZ L. ARNAERERBAANEZETUZ. FEMEET /(1R
SORTSY R IA—LLRAT 4 2 TENTED, PRZSVEAOMIS(CHIZDT0—/ULIRE
ERDEFE Z 58 LTz, MO SNTZ/EEEDEENRH D, KD ARBRRBHhENIEBINHDd &%
RELTND, CDFVIR=2FE A=Y hEUZEBRA > TS RAA KN THERAIREIR 7 T
A EEREEHR T DHEEIERRE R TULD,

[Attack Flow]

1. [Initial Access] Exploit Public-Facing Application (T1190)
a. R hID—OTvZF7)\A ADER TS —DER
b. U5 RIRRT 4 204> TSADEA

2. [Credential Access] Network Sniffing (T1040)
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a. )\Ty bv T F v OFET
b. ZBEE NS T« v IDDHM
. [Credential Access] Credentials from Network Traffic (T1557)
a. EXGRILBIRDER
b. Ty > 3> EIRIBEIRDINE
. [Lateral Movement] Use Alternate Authentication Material (T1550)
a. RIS U ERIBIHROBFIA
b. A2 54> —EXNDREEHIT
. [Persistence] Valid Accounts (T1078)
a. BT HD> MIEDLFHRNIZ7IEX
b. BESNIcA > X5 > X LD /2B EER
. [Defense Evasion] Indicator Removal on Host (T1070)
a. 7AL>>w JRINOHIBR
b. IN&EF -5 DEESAE
. [Collection] Data from Information Repositories (T1213)
a. 1k J 7 1) LDINEE
b. BESAF LT —INDT IR
. [Command and Control] Non-Application Layer Protocol (T1095)
a. TFTP ZzEME L UfeT —FinX
b. REU—/N\—ZAWTOFEA

w

N

Ul

(@)

N

[e¢)

25) SectorC08 exploited WinRAR Vulnerability in Phishing Campaign (2025-12-05)
https://cti.nshc.net/events/view/20782
WWENISREZERY: BUT - 1T, ESEHE

2025 F(CDOSA FTHATEIFIZ MR E UTARIH /AT A )\ —IREF v > R— 2 N ETHRTH D. D
F7 > /R—> (& WIinRAR 0 CVE-2025-8088 & & SNIZMSEHEEFMAL TAET J1r v >
WBEFEITID. BEOAEFIRET T4 v 20X —)LZ2ERUTHRBIICIER SNz RAR 77—
ATZBMmU. T+ Lo RSN\ —)LOXRMZBERLU CTHRRIFICEEXCO— Reim I 288
FT—HANI—-LZFATD. COMBARE . 1—-Y—-0O04 DFICETZEB U TRRMEZRERT
BRAEI— TV IT 4 LT NURHTA J7 A ILDFFNRERESIERIT. D%, HTA &
mshta.exe 7O X%ZEA LT PDF XE(CHAEUCEBMAO VT hZERFRUEITIDTI>O0—5
—EUTHRET D, CNBSDRAUUT MNMIE(C VBScript T, XFiEHaE Base64 T>1—F 1 >4
ZEBU COFRCH#TEEIN, REEEMICTD. RI—rT7vIFT4 LI NJDFBRAICIZX T, D
WEFEENRY —ERZBRMUIZRT D 1 —ILeNzI A0 ZB L TR ZHII T D. ZDF+
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SR IIZEOFREEEE & . WEEOBRINES KUOT —YREEEZRIL T 25817 C2#(E
R ET D,

[Attack Flow]
1. [Initial Access] Phishing: Spearphishing Attachment (T1566.001)
a. ABT7 T4 w2 X—)LDiX(E
b. B4 RAR 77— T DAt
2. [Execution] User Execution: Malicious File (T1204.002)
a. RAR 77 =11 J Df#R
b. FAT « LU NURAD HTA J7 1 JLERK
3. [Persistence] Boot or Logon Autostart Execution: Startup Folder (T1547.001)
a. A= K7vITT 1 LI RNIADHTA J7 A )LEE
b. - -0+ > EOEBET
4. [Execution] Command and Scripting Interpreter: VBScript (T1059.005)
a. HTAR—=XDA > 0—4—X1T
b. mshta.exe ZB Uz ROUT hET
5. [Defense Evasion] Obfuscated Files or Information (T1027)
a. VBScript XFiE#(C L DEEFHE
b. Base64 T> 11—« > DIER
6. [Persistence] Scheduled Task/Job: Scheduled Task (T1053.005)
a. THIY RO DIERK
b. IEfRY — EXADFZFE
7. [Command and Control] Application Layer Protocol: Web Protocols (T1071.001)
a. J\—=RO— RN C2 RAA> EDBE
b. #881C2 77 RL XDEHA

26) SectorC13 used Phishing Emails to Exploit Microsoft Office Vulnerability (2025-
12-19)

https://cti.nshc.net/events/view/21150

WEETESREESERY: BUF - 171X, @5, B

2025 4. HBHRYA/I\—BENOS 7 ERTIL—2DN DNDEEZINREUIZ,. CNBDE
Q. BE. 8% BT, THEHEFEND. BEE DOCX)RMIT7AILNEFENT v
X—)LEB U CTHEENTZ. NSO T 7LD & BERTF J7)LZ245FD>0—
R U. Microsoft Office Equation Editor @ CVE-2018-0802 ZERUTCHTML 7 U4 —> 3>
(HTA) D 7 I)ILZET Uz, B&RF 1T —> (& VBShower. PowerShower. VBCloud K521 >
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TS5 hEEATUWLZ, VBShower (F/\w O R77ZEML. BIMORAO—REA>X =)L U,
SAF AT —IZEBEITZITOCRAZHB L. CNEFHRENZIRXTZER L. ROVUT hzfE
AUTREUS AT ANSEHRZEHE Uz, COTIL—TFVLC X7 7T L —v7—=ERLT
DLL/\A v v OREZERITL. NI RPZEA> X ~—=)LUTz, VBCloud & PowerShower (&
NENRIZ U/ N O R EUTEIEL. 5D RS—EXZFALTINY> RO bO—)LEE
. TABE. BIRAO— REMZITO o, @/\w o R (I&EZE T, WEEDIY> REEIT
TDHCHEMIRESIES LOESEEEZER U,

[Attack Flow]
1. [Initial Access] Phishing: Spearphishing Attachment (T1566.001)
a. DOC(X) AT 7AW =ZED T« v >0 A—)LDBEE
b. BED&® S RTF J71I)LDSF D> 0O— ReFE
2. [Execution] Exploitation for Client Execution (T1203)
a. Equation Editor A&551% (CVE-2018-0802) EMH
b. HTA J7 A JLZET
3. [Execution] Command and Scripting Interpreter: VBScript (T1059.005)
a. VBShower RO U KT
b. BIINRAO— kO— R
4. [Persistence] Scheduled Task/Job: Scheduled Task (T1053.005)
a. PRI DIERK
b. /Ny T R7 BB THER
5. [Persistence] Hijack Execution Flow: DLL Search Order Hijacking (T1574.001)
a. VLC Media Player DLL J\A v v F+>2
b. Malware DLL O— R
6. [Defense Evasion] Obfuscated Files or Information (T1027)
a. R10O— REES1E
b. BES{EH IMESILIL—F > DEA
7. [Credential Access] Credentials from Password Stores: Web Browsers (T1555.003)
a. ISP RFERIGIREE
b. JvF—B KXW/ RDT— RUE
8. [Discovery] System Information Discovery (T1082)
a. S AFLATOTEXRIEHRINGE
b. O+ HTEHR
9. [Collection] Data from Local System (T1005)
a. O—HILT 71 )LIREE
b. Yy ND—ORSATIT7AILTOEX
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10. [Command and Control] Web Service: Bidirectional Communication (T1102.002)
a. V5O R —EXEE C2 B=
b. R/O— RBKXV IV RAZHA
11. [Exfiltration] Exfiltration Over C2 Channel (T1041)
a. T —YIREDXE
b. HTTP POST X— XDt

27) SectorC14 used AiTM JavaScript for Phishing ProtonMail Logins (2025-12-03)
https://cti.nshc.net/events/view/20741
WEMREZRRF: EPh. EFHE. IFEBUFHE(NGO). =>05>0

20255 A& 6 BORIC. OS>V EEEUHA/IN\—BATIL—THN D05+ F&ZIET DHEEH
FIEIEL. EBEOMEERRICAET I v > IORBERITUE U, FIC. HBS5EISAD
& DIFMAFHERE(NGO) S DB Z RIS, BT T 7 1 ILHRWEZENICR X D ProtonMail 77 KL
AMBA—=)LZXD, WEEBN T 7ML ZEKRIT DLDOFET DMz ERALFELIZ. INE. #HE
EMEEUIEY A NMIERIDY D IONSENTZ 2 RA—)LZZIFED. ProtonDrive URL (C1E#5E
IBXILIIT PDF Z#HF 00— RESEBIEDTUZ. CNSD PDF (&, #EEZBELIEDTT
HA NIRRT o 0Nz VFA L OG- BUTIA v 20F Y MCRALFELRZ,. Ty
> 24w & Adversary-in-The-Middle 5% & JavaScript s¥ A= EH L T ProtonMail @O0 >
R=TEPEAL. OT1 2 EREREHIEL. —BERPAMITOCREMBELE U, TavS >
A2A—TI—RADIS—(CEMDST . BIREROMIR(ICHKIIL. IERIO0T 1 >HMThNnEL
f=o Namecheap & Regway ZilB U CTERSNE RXAA > - N—(IEBBITAECSEEL. O
T DR (CR T DB EIR ST IL— T DBEDEI & —E T D/ \F—ZBESMNCLEU,.

[Attack Flow]

1. [Initial Access] Phishing: Spearphishing Link (T1566.002)
a. ProtonMail 77 RL R ZFIA LTz—IRA —)LDIX(E
b. UFALOFYU > DEELTIRA—)LODERE

2. [Execution] User Execution: Malicious File (T1204.002)
a. ProtonDrive @ URL Zi& U7zEM4 PDF 5D >0O— R
b. PDFBIERICT « v = 2051 hDERE

3. [Credential Access] Adversary-in-the-Middle (T1557.002)
a. ProtonMail O+ > R—AD JavaScript SEA
b. 770> hEIRIBIRE KU 2FA b= > DER

4. [Command and Control] Web Service: Bidirectional Communication (T1102.002)
a. RESNz Web b1 bEUSALUY—EUTER
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b. API T> KRR > b7zl U Iz ERIEIROITIE

5. [Exfiltration] Exfiltration Over Web Service (T1567.002)
a. EMSNEERBIREINEY —/\—~NX(E
b. IWEENFIEH T D1 > T SADT—HFIX(E

28) SectorC21 used Custom Backdoor and Loader Malware (2025-11-28)
https://cti.nshc.net/events/view/20601
IWEESRESERF: T - 1T 932

2025 F¥). Buad IUIMBRZIE D I2AMEE EBUSEIHRS (O3 3 2481570 Y 1 )\ — BRI FE
LTz WEF. BHEXE(CHARUIZ/I\ A T— RTRESNLET—HATZEV T VST RA—)L %
FERUTREZRIGUZ. E1TR. CNS5SDTI71)L& Rust. Go. C/C++. Python &L\ /=S58
TEMIZERO > TS hiRfUIz,. INS5DA>T5> MIUE— M T)L77 O R%Z R
(CU. AdaptixC2 {2 Havoc DL DRBRER I L —LAT—0%&SF I > 0O— R BeHICEREIN.

ARL—2 3 > DOF;M E#F b ZRIEUTc, EEQREAN(C(E. Telegram Y° Discord MK D72 NH
TS5y hIA—LEIXRIOAD SO—JLBECERAL. BRDHDEEB EEENRRY ND—2
RS0 v OCHERELUTREZEE TS ENEFENTUVZ, V- TILFSRFT LT %I
£U. OV REUE—KFTEITU. Tomiris ReverseShells ¥° FileGrabber D KSR DR LY —
W ZED. T —YTBROEOOBINTOtRZ MUz, $EEBIIINDIITFES1I—ILICE
REBVZIE (S, REBEE E Rz R T D IO DEBRNZLTH D, FICAH C2 Fvr>RIL

ZERAUTCKDARSRNEESZRDZ LICEREBLTULD,

[Attack Flow]
1. [Initial Access] Phishing: Spearphishing Attachment (T1566.001)
a. AR T — RTRESNIZT —HA T =T LTz A —ILDIXE
b. XE(CHRESNIZEIT I 71 )LDECA
2. [Execution] User Execution: Malicious File (T1204.002)
a. —HEHSRFERAWZET I 7 IILDEIT
b. 1>75> MO —45 —DFET
3. [Execution] Command and Scripting Interpreter: PowerShell (T1059.001)
a. PowerShell XU bDET
b. BM&SHBH RV O— RpO— R
4. [Persistence] Boot or Logon Autostart Execution: Registry Run Keys/Startup Folder
(T1547.001)
a. Run L2 X MUF—ADEF
b. 7 — MEOBEENEITOMHERF
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5. [Defense Evasion] Obfuscated Files or Information (T1027)
a. PyArmor ZE#8 & Uz 01— REEb
b. RWI 7 AILEAE XMLRFIC L DEE
6. [Discovery] System Information Discovery (T1082)
a. AT LIBEFROINE
b. Ry bTJ— DB DHER
7. [Collection] Data from Local System (T1005)
a. FEILRF T 7 1 )LODETEER
b. 74X X bDUNEE
8. [Command and Control] Web Service: Bidirectional Communication (T1102.002)
a. Telegram =& & Uz C2 @S
b. Discord Z&# & Uiz C2 @(=
9. [Exfiltration] Exfiltration Over Web Service: Cloud Storage (T1567.002)
a. UXN&EF—4 D Discord %{=
b. HTTP POST ZAW\ T —%imE
10. [Lateral Movement] Proxy: Internal Proxy (T1090.001)
a. U/\—X SOCKS 7O+ Di&Rk
b. 7OF> bS T+« v O%BU IENERTEED

29) SectorC30 used OAuth Phishing disguised as Security Events (2025-12-04)
https://cti.nshc.net/events/view/20783

2025 FH)EE. YA/ \—BRITHAEZEN Microsoft 365 OAuth &5/\ X0— REFiFZBRALT
A—Y—THI> h2BRIDF v 2 R-2ZFIAL. 18110« v S 2 IFEZEB L TEHOEE
ZIENICLEUR. "RATS—RERFRERFLTV1vILA > R-KEENEZECER T+
DUF 1 AR REEBUTEBOD T ITYA b 1—5 -EREREEUS I D2HDORE U TR
ENFLU, BEE@F OAuth D—0 70— ([HEHRESND I IZEVRET T4 S 2 OA—)L&2E
#. WEENHSENDSE(C OAuth =02 ZHBIBLOIBRUE L. HIFMHTIE. WEE
M WhatsApp ZiB U TIREE (CEE L. EREENRICT v IdzimiE LI, BIRIERD
BEUCKRINUIZE. BEBATRELS (KL IZT —F(CF7IEA L. &ENRI—Y 7)1 X Z2E&E]
UTEFERT )\ A RZ2 T U T ZMEF UE Ulc. Fr >R EFBIMESNLE7HhD> hEERU
TEMOERENZ T« v 2T ETEBITHLRLE U, COFBIEAYE—22 07T 78
U REANIZBI ST CABTL (CAER SNE D v w2 208+ hEEAR L. 2025 F(TERICENZE
NI 2ERNEE THRUIZBRITAEZRLTNET,

[Attack Flow]
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30) SectorD02 used Backdoor Malware disguised as Snake Game (2025-12-02)
https://cti.nshc.net/events/view/20722
WENREZRRE: BE. Bdifr, F5F7 - XF. BT - 171 &X. T

RIEDY AN\ —R{F v > R—-2TE BETRERECARSTILOEFZERENCL. ITZT KT
1 HEOBHNRELUF Uz, COMFEE(E, ARIBEE SR ERE T D2 (C. BRTICXELENT
WRLW— )Ly NEBT BT EESATVE LR, TBLRY—ILICE. MuddyViper &L0\S
C/C++/\y U R7%FE4T9I D Fooder O—45 =1 D, ZHild Snake ' —ACBELTVET, &
DO—4 —(F, BEZETDI2HICHRY LEBEREEUR EDFEREN i ZERUET .
MuddyViper (&, —#UX&E. O > RET. Windows OJ 4 > EI&ERS LU T SOH —F—4
DFREBHICUET, CDOFv>R—2(FFZ. CE-Notes ° LP-Notes DK SIXEEIBEIRTFELY
—)L&L go-socks5 DESIRUIN—X h>mU OV —)LZFERLUE U, REEIBS{EDED
([C CNG £V R Windows B§S1E AP1 ZER I =B MZHRAL THE D, INFELDE
BATAREDRITEELWLWCETT, Fr>R—201>TJ5(E. Amazon ° DigitalOcean DK 574
TS5V R IA—=LIRRAT 1« 2T SNERAT—2 0B K0 OY S Rl —/\—&2&d. HUEIDOF
7 INR—DICHEARTHREDRREZAEICA ESEX U,

[Attack Flow]
1. [Initial Access] Phishing: Spearphishing Attachment (T1566.001)
a. XE(CHRELENILD T 7RG T 7 A )LDEAn
b. X—)LZBU 11— —FITDFHEE
2. [Execution] User Execution: Malicious File (T1204.002)
a. Snake ' —AlCBRELIZO—4 —DFEIT
b. Fooder O—%—%i& U/z MuddyViper ®O0— R
3. [Execution] Command and Scripting Interpreter: Windows Command Shell (T1059.003)
a. >RAF AR ROET
b. BHIY> ROILE
4. [Persistence] Boot or Logon Autostart Execution: Scheduled Task (T1053.005)
a. TR DIER
b. BEEEMRDOBEENEITHER
5. [Privilege Escalation] Access Token Manipulation (T1134)
a. 7R =02 D=
b. DuplicateTokenEx API DfEF
6. [Defense Evasion] Obfuscated Files or Information (T1027)
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a. XF5DEtF b
b. UJLOF«JO—F« > ARDEA
7. [Credential Access] Input Capture (T1056)
a. #B®d Windows T+ 1 U« D+ > RODFERR
b. OJ 1 > E&IBHRDUNE
8. [Discovery] System Information Discovery (T1082)
a. ETRJO R DFIZ
b. T+ VT v RmDFEMHE:?
9. [Collection] Data from Local System (T1005)
a. 7509575 DINE
b. Bt&I&EROO— 1) URIF
10. [Command and Control] Application Layer Protocol: Web Protocols (T1071.001)
a. HTTPS Z&E& L Uz C2 BfE
b. CNG Z&& & UciES{tiE{E
11. [Exfiltration] Exfiltration Over C2 Channel (T1041)
a. HTTPS Zi& U iz — it
b. go-socks5 ZFIA LU= h>RrU D

31) SectorD02 delivered UDPGangster Malware via Phishing Lures (2025-12-04)
https://cti.nshc.net/events/view/20785

UDP R—XX M) \w I R77RIT)LD T 7 Thd UDPGangster [CREEY ZH 1 /\—BREEH. ML
O, 4 XRZI)b. 77EILINA =+ > D Microsoft

Windows FIFBEZFN & U TRE LU, AXILD T (E. £ICVBAYOIOZELBEDH D Micro
soft

Word XEZMIUIZ T4 w2 O A —)L7ZB U TRMESN., BEUZS T ALK T DIRMFERIEZE
AIHEICT D, CNBDT v v 2IX—)LIE EFT0OX - MLIOHHEMBEZE. [ KBE
BLEZORR] 27— EUEZF—RBEHFZE OIS LD TND. ZREENMNENOYIO%Z
BMEITDENILI T ZAEITSN., Ktz Uz LT OV RET, T7)URE. iR
-« O— RDBEMAEV D TZHEEZ UDP B{E%:8 U TE479 D. UDPGangster (&. F/\w 7. {RIE<
> B2 MRy ORREOREIR EZEOBE MBI ZRE LU TH D Rz 08T D%
TR TVD . AF VI R—2(CHBNTHER SN IOR—XD ROy /(—D—8BUER L.
[LEIMRHENEL—F > DERE (G, SEREBEI U5 —DB5%2REITDIEDTHD., AXILITT
FWEE (L U TS AT AHES KCBIRINEED ZRE L. R/ EBPREREZSR(CT D,

[Attack Flow]
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1. [Initial Access] Phishing: Spearphishing Attachment (T1566.001)
a. ABATHECZI T —BHEEOLT 1 v 2T A—)LDIXE
b. VBA XU DO%ZZL Word XEDHMY
2. [Execution] User Execution: Malicious File (T1204.002)
a. [A>F>voamitl Uy OCLBdYIOFT
b. ¥~ O%& /= UDPGangster O0—% —DE1T
3. [Defense Evasion] Obfuscated Files or Information (T1027)
a. Baseb4 ZEB L LIeRAO— ROFI—R
b. /N7 - RIBIRIR - B> R/Rw O X D&
4. [Persistence] Boot or Logon Autostart Execution: Registry Run Keys / Startup Folder
(T1547.001)
a. LX kU Run F—A\DEHR
b. =K7Y T ITAININDYILDI T VEE
5. [Command and Control] Application Layer Protocol: Non-Standard Protocol (T1071.004)
a. UDP X—X D C2 @EDEA
b. ON> RZEHB LUERITHRDEE
6. [Collection] Data from Local System (T1005)
a. AT LIBEFRDINE
b. O—HILT 71 )LDUNEE
7. [Exfiltration] Exfiltration Over Alternative Protocol (T1048)
a. UDP Fvx)La@ U TeT — it
b. T>O— ReNizF -5 Dimx

32) SectorD05 used Exchange ProxyShell for Diplomatic Espionage (2025-11-22)
https://cti.nshc.net/events/view/20398
WESTREZERE: BUF - 1T, BE. ITRILF—. 432

2025 10 A, MHEUZAREE(CKLD. b=+ ) \—EEBBOON L 880k a2 (CRES
UTWBERENASHCIR DTz, HEEBE. ERNLQESERONEICAEN ITSNZIERRD—
70— ELTWEZ. COBBEEIC, FRELVT7ZT7O—EMUR(CH 1T D52, BT
FERS. RERY RO —OADRAZBRNE LT, Exchange Difss4ZEBAI 3 —&E LY /(—-IX
BFETEHLUTVE. FEERROBRL E1—28 U CGHEICXEbenN TS, Jrwv >
FRINZEOMeSS I BRIEENERCR RSN, ERIBIRDINES LUEHRME ORI ZEN I 2 BIER
IMREZ L UTEESNTLZ, BAEI T, MESSMRR. BIRIBIROBFAMA. Jrvi>JFv
R=2OFE, BESNTZA—ILRY DRDVUTILE A LEEREWD FEHEET & (CEFIF— LD
BESTITUVZ, 2022 F 5 BICRIMSNIZEEZLRF v 2 R-2 T LEMEREE SIFMIERDSE
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#wEBAZEHEHFEDE, JO-/ULV RLX—E (GAL) DIE. T+ v U CRANDEETEDOREE
b, REAFXIBIMINEDHIFAMTONTUVZ, TNSDOXE(CIE. HETRNFIRET(R, Bl
HRIBIRINEZ BRI SAERRNT AN\ 7 T O—F R RSN TUL .

[Attack Flow]
1. [Initial Access] Exploit Public-Facing Application (T1190)
a. Exchange B —/\—BEss4nEMA
b. BIEET> RIRA > MDD TR
2. [Persistence] Server Software Component: Web Shell (T1505.003)
a. ASP.NET Web >T)LOF7vyFO— R
b. FAIAIEE/R) CAAD Web = 1)LVBLE
3. [Execution] Command and Scripting Interpreter: PowerShell (T1059.001)
a. PowerShell XU T bDET
b. UE—FIOY> ROET
4. [Privilege Escalation] Exploitation for Privilege Escalation (T1068)
a. AT LERFEMESSIEDER
b. LSASS XEUADT7 Itz X
5. [Defense Evasion] Obfuscated Files or Information (T1027)
a. ROUT hBH#CKDI>O-F 4>
b. BT —EINDAEE
6. [Credential Access] OS Credential Dumping (T1003)
a. LSASS 5> T DA Rk
b. BB
7. [Discovery] System Network Connections Discovery (T1049)
a. AR Y D —DHEHiDiER
b. AIEBENIRDIERER
8. [Lateral Movement] Remote Services (T1021)
a. RDP zyv >3 > 0DfERA
b. SMB EEEHBEADI7TITZX
9. [Collection] Email Collection: Local Email Collection (T1114.001)
a. GAL 77 R L RRDYNEE
b. X—)LRy O XABEDINEE
10. [Command and Control] Application Layer Protocol: Web Protocols (T1071.001)
a. HTTP(S) =& L Uiz C2 #&1E
b. \wH—-TJ1—J)LRZFALLZIV> RZME
11. [Exfiltration] Exfiltration Over Web Service: Cloud Storage (T1567.002)
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a. SIS NITEMED 7 1 ILDLER
b. USD RA KL —2ZAWT —FEX

33) SectorD05 used Phishing Pages with Western University Branding (2025-12-16)
https://cti.nshc.net/events/view/21099
WENSREZERY: EBA

Sophisticated cyber threat incidents reveal how state-sponsored groups organize cyber
espionage and sabotage activities through meticulous administrative procedures similar to
official government operations, rather than traditional hacker groups. BUEHEME TSN D
CDII—T(F. ECARSTIVHREZEMNRIC, R MBEMZHEASHETRELE T,
Episode 4 &&fHFISNZCDBEMHE FESLERMREFMICHBAIDRT LY RS — bzl
U TILEIR1 > IS5 ZBASHNCU. Cryptomus ZBUZEY RO > DR SRS BEEEFERALT
BN zERFZELEY. CDJIL—TEF. I—Ov/IOoUES—ZBU TEIX D VPSR
AT+« 20 ®EUE L. ProtonMail ZB U TEWMETDXA—)LID ZERKR L. TA VS 2 IBRUFHE
IEEZEBNE Ul RAA > Z2ER I DLEN 7 TO—F2ERALEIT., CNSDRAA>EA>
IS EBEBZERER T DICHICEENPEREZRMUET, CNSORE. BEREMAYBIER4
KDBITHHNRRBEBER/NS AT ACMKEFT DI —T0EZ®RAL. 2 EE5UWERATEEED
T CHRIREZIR T DM MBEZ RL TWLWET,

[Attack Flow]
1. [Initial Access] Phishing: Spearphishing Link (T1566.002)
a. K - WARENSZROIZ T 1 VS 2 IR-ZDEE
b. IEARMBIZFIRLIC RAA > (CKDI—T—FE
2. [Execution] User Execution (T1204)
a. JAVIIOR-T FTOI—Y—1#IEDFEE
b. BIRIBIMANTOTCRDFELE
3. [Credential Access] Valid Accounts (T1078)
a. BRSNIZ7 D> MEIROIER
b. BEFA-IBIURET—EXTHIT> bADT IR
4. [Persistence] Account Manipulation (T1098)
a. RESNET7 DD > bR/ ER
b. 7ORMFF BN ELIZT7HD> MNEHE
5. [Defense Evasion] Masquerading (T1036)
a. IERHERS - AT S > RADMBE
b. IEERY —EXB KU RAA > AZREDELM
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6. [Collection] Email Collection (T1114)
a. A—JLIRY DANDT IR
b. REBA—)LT —5 DUNEE
7. [Command and Control] Application Layer Protocol: Web Protocols (T1071.001)
a. VPS Z&2EE L Uiz C2 U—/(—DEHA
b. HTTP(S)B{EDfEMA
8. [Exfiltration] Exfiltration Over Web Service: Cloud Storage (T1567.002)
a. N8B Web H— EXNDT —F#RiX
b. UNEEIBIRDIMERA > T S \DIFEEL
9. [Impact] Defacement / Psychological Operations (T1491)
a. BRAHY A FOEE
b. DIENEBZ B & UTZEEHIEED

34) SectorD09 used Foudre malware disguised as Excel files (2025-12-18)
https://cti.nshc.net/events/view/21188
WX SREZERF: BUT - 1T FFBUFHE(NGO). #t=&EEEUR

ERZIBEEZTDIBETAENEER. £ (KL Malware ZFERLTI0O—-/ULRy hJ—0 &
BFEA(>2T35. TUTATUREHIREZENICLTE/z, 2000 FRABOSEBL TS DIIL
—J(d. BHOERITHEEN, RATREREF1IUT v EEMiNEE D ERIEL TEEH L. &
DIAFR(FBE 3 FEDEECRE I DIEBRXBEIRZASMNC L. [LEER Malware FAEOY> R &
>hO—=)L (C2) 42057 RULTULD. 2016 FLURE. EBHDF v+ > R—H k4 7 Malware &
1@, #5(C Foudre & Tonnerre Z{EA L CHEBI SN, RADF > R—2(CF C2H—/(—-&&
EIDRAAER7ILTUX L (DGA) ZERT DR EE 3 DDTIT« TREBHIEEN
D, FIZICEBIENIZ Tonnerre Zf&(%. C2 #8~% Telegram /Ry N API ZBU TUSF A LT MU
. HEIOZT0O R )L 2B SR 2EERMERIMZREL TS, DHERSE. HEET Y LB
EOJDIZODFEDT 1 LU NI EREDIIL—TDIRER C2 H—/)\—1 > T S5Z2RRE U,
Malware 335, —4%%E. C2 BRADBEREMI(EIIL—TO@EIEHZERLTND. ZNSDIFE
FEIZZRBRVKSICREESNTS D, HESOFHRINGEENE & BRZBAL TS,

[Attack Flow]

1. [Initial Access] Phishing: Spearphishing Attachment (T1566.001)
a. ¥ O%Z& Excel XE& A —)VITHRAT
b. RFaA X MRIECETI 7ML EEHR

2. [Execution] User Execution: Malicious File (T1204.002)
a. Excel R+ A2 bOKE

NSHC©2026 All rights reserved.



https://cti.nshc.net/events/view/21188

Cyber Threat Intelligence Report

b. BHIAFHEIT T 7 1 ILDERT
3. [Persistence] Boot or Logon Autostart Execution: Registry Run Keys / Startup Folder
(T1547.001)
a. LR MNJBEBERITF—\DOEX
b. BEEROYILD T 7EEEIT
4. [Defense Evasion] Obfuscated Files or Information (T1027)
a. MP4 J 7 A )LA\DEE
b. ES{bEN/z SFX J 7 1 )LDER
5. [Discovery] System Information Discovery (T1082)
a. > X7/ GUID DUXE
b. -5 2B KUK hEDUE
6. [Collection] Data from Local System (T1005)
a. IEE T 7 1 )LDUEE
b. O—HIL7 —5DEIRE KU R
7. [Command and Control] Web Service: Bidirectional Communication (T1102.002)
a. Telegram Bot API i@ U7z N> REZ{E
b. DGAZEE L Uz RAA > ZB U Tz C2 &k
8. [Exfiltration] Exfiltration Over C2 Channel (T1041)
a. IN&EF—H D C2 B —)\—8#r%
b. —/\—EEF+ LU NUADRF
9. [Impact] Data Destruction (T1485)
a. HIBROVY> RDFEIT
b. 7O THE LUV T 71 )LODHIBR

Enter Passwordtoview protected content

[ 3: SectorD09 J)L—THER UIEZFXE]

35) SectorEO1 used StreamSpy Malware disguised as PDF files (2025-12-02)
https://cti.nshc.net/events/view/20720
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INBMRESRRY: ER. BT - 1T BESHE. B, X

TS F (LN ET RN\ A Fr o R_R=NERlEaN TS D, REBEESHLTLDE
B — T EB8iE Y S StreamSpy EWL\D MO DOAREZERHLEI . ZDJ)L—F(F WebSocket
BROHTTP 7O ILD KSRV E— MBEFvRILEBAL. [stream] ZELHY—/\—1>
A —TJ1—RX& WebSocket #EimZHE L. BRERITHIURELFI. MOADAKEF PDF X
SBCRELUIZZIP D7 )VZB U ClfmeN, - - VILDT7ZRITIDLOFBELFET,
K178, StreamSpy (FRY hD—0, PAFT2FT 4T+« BIOFHRMOFHZSOBMT —F%=
Rt L. Twww.mydropboxbackup[.Jcom] &gt/ C2 —/(—&Eienxzd. CDOVIL
DITIFRA NG, ARL—F 4 2O RFLIIN=2a> BEW\ - RO THIFZEOS AT
LFFZINEL. C2 [/[prefix]/auth"2 ] ([OXESNBEBT /)1 H#AIFICHELET . ikt
DIEHIC. AT a1 —=)ILENEFRD. LA RNUDEIE. FREFERSF—-RT7YIF4LORJD
LNK T 7 1 ILD&ER IR EZB U THMAAFNE T, FF(C. StreamSpy D C2 EDHBEEA(L. EHA
IR/ \— hE— 7Y TF—hEIT>O— RENT WebSocket R hU—AZBUIZONY> REITE
&#. VE—RIXYY REFS IV T 7AIUIRXRZERREICLET . CNETIL—TOFEIDTILD T
T ERRENBRLILTE D, BRITAEMOMENIELEYY —IHBZRLTVET,

[Attack Flow]
1. [Initial Access] Phishing: Spearphishing Attachment (T1566.001)
a. PDF XE(CBEUTZ ZIP J 7 1 )L%& A —)LITRT
b. - —-FTHFEZ@ECIENILI T T 7 A )LD
2. [Execution] User Execution: Malicious File (T1204.002)
a. PDF 7 OV (CBEUEERIT I 71 ILDEIT
b. StreamSpy #JHAO0—4 —DELT
3. [Persistence] Boot or Logon Autostart Execution: Registry Run Keys / Startup Folder
(T1547.001)
a. TR DIER
b. L= X kU Run/RunOnce F=—0ELE
C. R =PV T ITAILIAND LNK T 7 A JLERK
4. [Defense Evasion] Masquerading (T1036)
a. IEAR PDF J 7 1 )LICHRE UTERIT D 7 1 )LODfER
b. I7AIL7A D> ERUBIRDEE
5. [Discovery] System Information Discovery (T1082)
a. IRRA REBRUOARL —F+ 2T X7 AIBROUNE
b. WMI &2 & UTz/\— RO 1 775k FDURE
6. [Collection] Data from Local System (T1005)
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a. S RT LB XVRIBHERIBIRDINE
b. )\« XEBHBIF DA
7. [Command and Control] Application Layer Protocol: Web Protocols (T1071.001)
a. WebSocket ZE#8 & Uzt BRES LUET
b. HTTP ZEHE & LIt D 7 1 )LEmix
8. [Exfiltration] Exfiltration Over C2 Channel (T1041)
a. 7/ \A GHBIFH LINEBIRD C2 X8
b. OV > REITHERD WebSocket X U — A(C K DIRA]

36) SectorE04 used DLL Side-Loading disguised as Income Tax Portals (2025-12-19)
https://cti.nshc.net/events/view/21219
WENISREZERY: (@R, 204

BRI, BT A /=) AF v 2 R=H A > RFREIHEIFIZ . 1> ROKEZEN(CLEL
fzo COKRBEECH-EXR, /G, BIE. EESMOF7Z7EEEETHITAVELZ. BEBITR
E(IEER Microsoft Defender /N U ZERA LTz DLL B RO—5« > I8SEZER LU TR
ZEELEURZ. SFEINR—OEZLEE T SzHC. [HITTRI M—2 & URL fEiEseZE
BAUFEUR. TS OA=)LEWEEZRBD [FiSki] Y+ MIEEL. Malware ZEELE
Lfze CSDF v >R—>(F Malware R+ O— ROEITICEENIR/ A FUZRFERAL. BREDEH»ZE
BHCUE U, Malware (F/\A v vz DLL ZRNCO— RUTAEYTEITEN, T
FAIAFv>ozB#BUEUZ, SATI2 S I FERUTHIZZTDIA LY =D R5T LD
FHEENCLELUE. COEKIFMEBTETDI/N\AFUEAHA2 T2V RO FO—-ILITE
AU, BEREERMZRLUTED. BIHMTARE(CK D TERLREIFICHRHRIN/RBRZ IR L Tu
BDZEZRUTVET,

[Attack Flow]
1. [Initial Access] Phishing: Spearphishing Link (T1566.002)

a. 1> RFBHEIFIZE DI T4 WS > I X —)LDIX(E

b. URL f2fit —EX @ UIBIE ZIP D7 (ILDF D> 0O— RiFE
2. [Execution] User Execution: Malicious File (T1204.002)

a. Inspection.zip Df#ER

b. IEFR®D Microsoft Defender £17 77 1)L (SenseCE.exe) MDXET
3. [Defense Evasion] Signed Binary Proxy Execution (T1218)

a. Microsoft Defender /{1 3-U DEH

b. MpGear.dll DB+ RO—5« > (CKDE M DLL oO— R
4. [Defense Evasion] Masquerading: Match Legitimate Name or Location (T1036.005)
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a. ERRtF 1T BRERNDEE
b. XEUARATDHYILOFT«T DLLO—5F« >0
5. [Defense Evasion] Virtualization/Sandbox Evasion: Time Based Evasion (T1497.003)
a. fRAELE E BRY & UTZRITELE
b. IRIBIRIZE KUERITY —)LODRRH
6. [Discovery] System Information Discovery (T1082)
a. > AFLATOLRIBEIROUNE
b. 4M8B API ZB U1z 1 LAY — > DR
7. [Command and Control] Application Layer Protocol: Web Protocols (T1071.001)
a. MEB IP 77 R L AAND C2 it
b. BNIO—4 —-BXU>T/ILO— RDOZE
8. [Persistence] Boot or Logon Autostart Execution: Registry Run Keys / Startup Folder
(T1547.001)
a. BET—>1> b (mysetup.exe) DEER
b. &RED 7 I =288 L U BB EITOMHS
9. [Command and Control] Ingress Tool Transfer (T1105)
a. BilRkrO— RS o>O—-R
b. IERY—ILBETO M LICHEELZE-TO2EE

37) SectorHO3 used .desktop Phishing Files to Target Indian Government (2025-11-
29)

https://cti.nshc.net/events/view/20701

WEMRESRRF: BT - 1T

> REFTHEBI TEA NS Linux 248 BOSS IRIFZMRE UlcthhhenicB 4 /- )1 Fv >
R=2HERI SNz, BAREENICEX LD (CERETEN/Z.desktop T 7 M ILEEDLAET7 T+«
WD OX—)LTIRED. NI\ OTST RTERIN REERITITD. NS5DT7AILIE
"lionsdenim[.]xyz" RX-> & IP 77 RLX"185.235.137[.]190" (CRAFT« O SNEBE+1> D
SMSENIRAO—RESDI>O—-RTD, BRITAELEIEZOA> IS5 ERUTELF )\1F
DESTIVAOUT h2ESL. O RZ2ETL. Hita#irdsd. $(C. Malware
(&.desktop 77 M ILZERALTEEDEEZR L. SAFTALNILVOETERZERHL. 7—5Hh
HEBSB(CTD. CDFv7 R (IFEHRIEDIZD(C systemd B —ERZEFER T D70 EDBERE
M EBEBEIRA > I SICRINICTOTCRITIODNIVF IS Y I A —LEEEZERT D &R
LTWD, CNETEOERREZEAT DEL CEREEE UL/ —BRI(ICHTDER LR
1RO E S =8I D
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[Attack Flow]
1. [Initial Access] Phishing: Spearphishing Attachment (T1566.001)
a. BFFXXZE (C18% Uz spear phishing email EtfS
b. B .desktop T 7 1 )LiHd
2. [Execution] Command and Scripting Interpreter: Unix Shell (T1059.004)
a. .desktop 77 1)L ET B N\w oI5 IR OV R ET
b. Base64 01— RENc> TILROUT hET
3. [Execution] User Execution: Malicious File (T1204.002)
a. 1—H—(C K> T .desktop T 7 ILEIT
b. UYE—hA>TISH5 ELF/\AFUZSFI> 00— REKXUET
4. [Persistence] Create or Modify System Process: Systemd Service (T1543.002)
a. systemd H—EX &R
b. 7 — MEOBEBEITHE
5. [Defense Evasion] Obfuscated Files or Information (T1027)
a. Base64 T>—F « > TRUUT Mgk
b. Pylnstaller /\w&o—=> 0 %8 Ul 01— RiAE
6. [Discovery] System Information Discovery (T1082)
a. ARL—F 1 O RF LB LU —IBEROINE
b. 7 AL RXF LBIEHES
7. [Command and Control] Application Layer Protocol: Web Protocols (T1071.001)
a. HTTP POST &£ C2 &fg
b. RX N#BIFA1I=—7 ID X{8
8. [Collection] Screen Capture (T1113)
a. BEFv I FvET
b. BT 7 1 )LEM
9. [Exfiltration] Exfiltration Over C2 Channel (T1041)
a. UXN&E>—4 HTTP POST #*{=
b. 27 AIL77vT0O— RZEU MR

38) SectorS01 used Caminho Malware disguised as Colombian Judicial Web Portal
(2025-12-16)

https://cti.nshc.net/events/view/21105

BT SREEZERF: BUN - 1TIX

BAEDYAN—BRIF v > R—=2(F T v 2 IX—)LZFA LU TRlZENRICREZITWE L
o CDFVINR=2F BEULEA-ILITHDY MeER U TREBICEEENZA Y Z—2ZIX(E
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LELZ. INBSDOA—)LEIO> EFVEES AT ADENBEIZRED TH O, Base64 TLT>—
RENZ HTML R—=ZHEFENT SVGEFRZSATUVEUE. TOR—ZEFEARR—FILDXS(C
RX. VORI 7AILLAREF T —>%ZRin 9 D JavaScript 77 A ILZEELEUZ.
DIEF T —> (&, JavaScript & PowerShell <> R&E[ERA LU CTEBEMRO# ST O T RE
UTze WEBDOFERERERG. BRI 71)L&25FD>0— KU, Base64 TL>O— RaEnfeA
O— RzZ#E LT Caminho £EWS.NET 72> JUICO—- RS ETLEZ. Caminho (&
Malware ¥ >0—4—& LT, Discord 57+ X I 7 A )LZEUS L. MSBuild.exe ZfER L
=O0eX/\07« >0z BUTERITLU. &EXA0O—RTHD DCRAT, IRHODEUE—KT7IE
ABOADARBEZEIELFELUIZ, DCRAT O#RE(E. F—OF>IPOT 4 ROF7 IR Z2EH 1B
HZEE T DD (CHESIEZERALET. CDFv>2R—2 (3, Discord &S FERRHTULEIEZ
EALT. SETEERMFEEMRALE U,

[Attack Flow]
1. [Initial Access] Phishing: Spearphishing Link (T1566.002)
a. EEMEOBIZE R D2 T« v >0 A—)LDIXE
b. SVG B{&D I v THE
2. [Execution] User Execution (T1204)
a. SVG REBm HTML R—= O — K
b. JavaScript €7D~ —
3. [Execution] Command and Scripting Interpreter: JavaScript (T1059.007)
a. #Fb =/ JavaScript DELT
b. BB AT IR —> 3> DET
4. [Execution] Command and Scripting Interpreter: PowerShell (T1059.001)
a. PowerShell Y > RDEFT
b. WMI Z&# & Lz Ot RERK
5. [Defense Evasion] Obfuscated Files or Information (T1027)
a. Base64 T>—F « > DfEMA
b. OX> bBIUXFEZ AT E
6. [Defense Evasion] Signed Binary Proxy Execution: MSBuild (T1218.011)
a. MSBuild.exe MEHA
b. .NET 7> JUzRA\W=TOER/RODA >
7. [Defense Evasion] Impair Defenses: Disable or Modify Tools (T1562.001)
a. AMSI o]k
b. T+ U7 v R DEhE
8. [Defense Evasion] Virtualization/Sandbox Evasion (T1497)
a. 7/\wH—Di&it
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b. (RABIRIRDHERR
9. [Credential Access] Input Capture: Keylogging (T1056.001)
a. F—AHNDIRE
b. I—Y —EEIDECHF
10. [Command and Control] Application Layer Protocol: Web Protocols (T1071.001)
a. Discord Zi&@ U7z C2 @(=
b. >HFARI7AMILZBE L UILHtRE
11. [Command and Control] Encrypted Channel (T1573)
a. AES ZzE2E& & UtiES{tiE(E
b. C2 B —/\—FRitDEA

39) SectorT01 used Macro-Exploited Docs with Dynamic Captcha Evasion (2025-12-
05)
https://cti.nshc.net/events/view/21055

DB "Nuct magonomora.doc" EVWDSNEZFIA UAEINR D 4 WS 2 Iz E AT D,
COXE (XD EAREZOE S Bz (CEIH) CAPTCHA Z4/ 9 20— ALYV O0%FEHT 5. &
DITA VI TRMHINBZH EES(CO—-REETL, TF1 VTR EBRBULLDETD. IE
LULY CAPTCHA ARBE(C, XFIIMRES NN EDRENBEIR ST EDBEHNEITEND, XU
OFzn&. BBZESMNCL. DLL 7 1ILZliR{E L TERITL. SEBETILICL> TEEBEMR SN
EEBON3I > - RENEEFHlESD . "EdgeService.dll"EULVD DLL (IIFED RAA > ICES
ZED. CHUFBENRILD T 7O RIS bO-ILBEZRT . CORER>EZDISAF
RO EXES LV T 7MIIL&ZFERL. XOO0ZERAUTCENDRILI T 7RAO— R ZEEITITD
=2 RUTVND. R—52 RZBDEURIOKRZE EOMENFER SN, TNUEhD KX+ > (C
EBEEXDINRAO—RZEL PDF I 7 AILZRIEUTZEDTH D, COIFEIFEHOHIZN I RZ
o TEBERHST S KON LR Z KRR TS,

[Attack Flow]
1. [Initial Access] Phishing: Spearphishing Attachment (T1566.001)
a. DUSAFBEERETZREDZNILD T 77X EDE
b. 8189 CAPTCHA Z&3 Word XEDiHfT
2. [Execution] Command and Scripting Interpreter (T1059)
a. RF2 A hZRKERECYIONBEIET
b. CAPTCHA ABQ&E &bz Ui (Cigi I — R EEIT
3. [Defense Evasion] Obfuscated Files or Information (T1027)

a. #Ftene~yoOd— boOfERA
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b. I>O—RESNEMZIAYSI—R=XDDLL ISITA> h=EHR
4. [Defense Evasion] Deobfuscate/Decode Files or Information (T1140)
a. CAPTCHA 1R5E7z 8 U FoRERERR
b. I>O— RENZXFIDIES
5. [Execution] User Execution: Malicious File (T1204.002)
a. EdgeService.dll ®O— RBKXUEIT
b. DEISN/Z DLL ZB#EE UICRICET
6. [Command and Control] Application Layer Protocol: Web Protocols (T1071.001)
a. agelessinvesting.xyz RXA > ADE —J2X1(E
b. BIDWEEFIH B X1 > EDEE
7. [Collection] Data from Local System (T1005)
a. SAFLABFXUI-—YF-FT—5DINE
b. BAIINRA O— REITDIZH D4R
8. [Exfiltration] Exfiltration Over C2 Channel (T1041)
a. IN&EF—5&4MF C2 B —)\—~NIX[E
b. BIINZE S KU PDF R—XDAR-f O— RECT & DEHE

OBJIACHE CJITYE YVIIPABJITHHS
BHYTPIIIHIX CITPAB, IIOJITABA

36000, m. TTonrasa, By1. Marsiifuyka FOumiana, 83

NOBIJOMJEHH S
npo 3Miny panime nosizomiaenoi mizospu

ITpo HeoOXiaHicTh MPUOYTTA LA PO3IIAY CHPaBH IO CYTi.
m Jletani BUIHEHOTO MpPaBONOPYMICHHS JOKJIAaJa€eMO B apxiBi. 3a
HAINIOHAJIBHA ITOJIIIISA pesylbTaTaMH  pO3IJIAy chpaBH Oyae NPHITHATO pilleHHA Tpo

oGpaHHs 3a1100LKHOr 0 3ax01y mojo Kypoukn €srena OnexcifioBuya.
V pasi Hesromm 3i CKIAJOM JofaHHX (AKTiB BYMHEHHS BaMu
3a3HAYEHOr0 IPABONOPYIIEHHS HeOOXIIHO BHJIUIMTH KOHKPETHI

¢akTn, i HagicIaTH y BUIMOBLIHOMY MOBIIOMICHHI.

Y BUHHEHHI K iHaAbHHX 0 pymeHns
. Jlonatok: apxiB «elektronna_povistka.rar»
micTo ITonraBa 1 xoBTHA 2025
POKY .
Caixuuii o6aacHoro caixuoro ynpasiainas micra Iloarasa
- CT. JeliTeHAHT moinii Kosasienko
Ourexcanap
ic
15
Ana nepernany akTMBYATE MaKkpocu o
1,
61

[ 4: SectorTO1 J)IL—THBRAUEXE]

40) SectorT01 used CAPTCHA Macro in Malicious Word Document (2025-12-08)
https://cti.nshc.net/events/view/20912

RISII—SDEBRBITRAENDISAF M= —) LG ZE G RICFT UV\"CAPTCHA X O" 2T %F
FEEREAOUEUE. ¥2Z0OMNEENTZ Malware Word XERFER L. vZONEMMEENSd & 1
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—H—(FAROHEBEERZHR T DI2HDIBD CAPTCHA ZRB3Z E(CIRDET, HRE. U5
A T BT —YORBNRRSNICEXENRN. TOBIC/N\v OIS RTEEEENETUE
9, CNSDEENC(E. %LOCALAPPDATA%Y¥EReciver¥EdgeService.dll (CfIiET S.NET DLL &
7AILDEMASEN. U regsvr32.exe ZiB U TETESNET ., CODLLIF 1 32T &(CT
Y2 R&I> bO—)LY—)N—=[CHTTP POST UO TR hZXD, BEULESATAICATSZI>]
— RENZBEHREXELE T, CORBFHETFE EEMmEEENZE R0, UE—hF—/(—&
DIREBIRFEITHE LU BEZH#IFLET.

[Attack Flow]
1. [Initial Access] Phishing: Spearphishing Attachment (T1566.001)
a. DUSAFTBIXECHEREUIZ Word T 7 1 )LDEA
b. XOOBMEEIES cbDY —> v LIS IOXAEED
2. [Execution] User Execution: Malicious File (T1204.002)
a. NOOERO YD
b. #d CAPTCHA A5E
3. [Execution] Command and Scripting Interpreter(T1059)
a. CAPTCHA #E8%&. <o 0O0— RE1T
b. /\w 005> RT Malware O>w J%ZFE4T
4. [Defense Evasion] Obfuscated Files or Information (T1027)
a. ¥70O30— REFHE
b. FEXEFRRCKDI—Y —F05ER
5. [Execution] Signed Binary Proxy Execution: Regsvr32 (T1218.010)
a. EdgeService.dll O— R
b. regsvr32.exe Zi& Uz DLL 1T
6. [Persistence] Boot or Logon Autostart Execution: Registry Run Keys (T1547.001)
a. DLL B#ERITOIZHDL X NUKE
b. - —RIR(CED <FHRMIEIT
7. [Command and Control] Application Layer Protocol: Web Protocols (T1071.001)
a. # 1 73 EAHAD HTTP POST @18
b. T>O— RENIZ/RX MEIRDIEE
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3 nmoBaroxo,

CinbebKHit roopa Oner
To view the document, you need to confirm that you are not JloGxo
a robot. To do this, enable macros and complete the
verification process.
LLlo6 nepernAHyTH HOKYMEHT, HeOBXifHO NepexoHaThCs, 1o
B He poBoT. [INs Uboro aKTUBYHTE MaKpoCH Ta nppini
S Anti-Robot CAPTCHA x
At s et the CAPTCHA bl
KsWBSb
Check.
{01
ia

/i
v
i3

HPD Pe3yIbTaTH PO3TIAAY JHMCTa HpOCH']v{O HagaTH
BIZTOBLID.

Saszaneriyb BAYHI 3a CIiBIpaIlo.

[ 5: SectorTO1 JIL—TIHBAULESILD T 7XE]

2. Y1 ){\—3B5E(Cyber Crime) \WF >0V )L—T&ES)

1) Sector]21 used RedLoader Malware via Fake Recruitment Resumes (2025-12-05)
https://cti.nshc.net/events/view/20864
IREENISREZERE: RE, /)\5G, Bt

2024 % 2 A5 2025 F 8 HDRICH TS Dz IR E LIz 40 FOH A ) \—EANRELE L.
CNEBBATREII—T(CLOTERITSNZ. CDOIIL—TFIRED 80% & HFFICERUTZ.
TR YA I)N\=ZI)\AFBETHSNTWZCDIIL—T(F. T—FBREEERNS Y AD 1T Piehz
HAHEDEVERI(ISEL LTz, BESIFERD T 4 v > I A =)L SHEI L. Malware EFEEZHC
EIDHICEATISY b IA—LZERTD. BOSOKRRNRI7TO—F(E, Indeed 1° JazzHR
DEOIRTSY hIA—LZBALUTKREEERL). Malware [CEREA SNz PDF J 7 1 )LZELE
UCEERERRTFT T —2Z2RIaL. RIEMIIC QWCrypt EVWD ARSI AT Y AD T 7=EMT D6
DTHD. WEDIERF FZELPE TR SNITHM STz RedLoader Malware BSEF T — > =S
BRATSY N IA—LZBUPEET. ZRR/0O— REf. U TBENREAE Malware 1 >
AB=ILETZED. HSHMEEZRET DZHCHAS LA BYOVD FIT—2DKRSAEZFEAL
 JOFSY—ILZEEUT C2 BIERIRT . CNSDESEGHENQEERNEIEZRBX IcE
PIHVIRVEER A DERIZ TR U SRS NIZEES KU IS 2 ST,

[Attack Flow]
1. [Initial Access] Phishing: Spearphishing Attachment (T1566.001)
a. BAT S v DA —LzmBU B HEREE(PDF)DIRH
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b. KEEEDRDITHELI7HD> NTERAEIZEACT IR
2. [Execution] User Execution: Malicious File (T1204.002)
a. [lEffE PDF M&
b. RedLoader #JHAR-r O— REIT
3. [Execution] Command and Scripting Interpreter (T1059)
a. BRAO VT hET
b. ZEEO—45—F T —8ME
4. [Defense Evasion] Bring Your Own Vulnerable Driver (BYOVD) (T1068)
a. SR RS> /\—oO— R
b. tFa VT HmENIMEL
5. [Defense Evasion] Obfuscated Files or Information (T1027)
a. RedLoader #5:ft
b. ZEERAO— REE
6. [Command and Control] Proxy (T1090)
a. 7OF>Y—)L%=iB LTz C2 ¥5ifa
b. C2 BEREIERE
7. [Exfiltration] Exfiltration Over C2 Channel (T1041)
a. MEBT — /M EBER%
b. C2 FvxJLiEH
8. [Impact] Data Encrypted for Impact (T1486)
a. QWCrypt S>HAD T 77 EiT
b. AT 3>DT 71 )LEESAE

2) Sector]39 used SocGholish JavaScript as Fake Software Updates (2025-11-25)
https://cti.nshc.net/events/view/20537
WEMREER: TF

2025 F(CDOSAF EEBEUZT AU HDEEORHN DA/ —BRBITREDIRN L1RD,
SocGholish Malware ZEfmUE U, D Malware (33815 UTe&ENRD T T Y+ hEiELU T
RomCom O—4 —ZEELFE L. YA MIEASNIZBEDSH S JavaScript (11— —=/AD
7vIT—RIOYT BIHFEL. UE— MFOTREENMRAO— ROBEZFIREICTD
Malware Z#4D> 00— R&EHE LIz, SocGholish (FFEA7 O TO—H— & U TEENT D8EKH
B EIF DI —T(CELO> TEEEN. BEULESRFTLAES OB ADIVEEE SEHRUE LR,
RomCom O—4 — (F#HARERE 30 S LA(CEME SN, ESwbS/z JavaScript E > RO
MO—ILY—/\—EDOBEZER L TEITSAN. BIMOEREBIEN/RS > P AD 1 7Bz EEIC
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LELz. COFBBEEREEHELZIIL—TICLOTERITSNZEDT, HRPOEHICHEZS
ABLERWEEN I DBERNY A/ —BROEREZEALET.

[Attack Flow]
1. [Initial Access] Drive-by Compromise (T1189)
a. IE#R Web B MZEM JavaScript &1 A
b. SFRBDI S OHICH UL TRAIUT bzl
2. [Execution] User Execution: Malicious File (T1204.002)
a. BNV T b PEHIRY T 7wy T 2R
b. [77vIJ7F— k] UUwIR(C SocGholish #45D>0O— K
3. [Execution] Command and Scripting Interpreter: JavaScript (T1059.007)
a. #Fb /= JavaScript DELT
b. BIMNRAO— RDO—F« 200>y J&RIT
4. [Command and Control] Application Layer Protocol: Web Protocols (T1071.001)
a. HTTP/HTTPS E2m C2 U—/)\—@15
b. X > RZESIUO—4
5. [Execution] Command and Scripting Interpreter: PowerShell (T1059.001)
a. RomCom O—4 —M%E4T
b. BIMRILD T VES1—ILDOFI>0O— REKXUET
6. [Defense Evasion] Obfuscated Files or Information (T1027)
a. JavaScript 8 KU PowerShell MEEr{L
b. XFIIBMB LU IL>O—F 1 2T DER
7. [Command and Control] Ingress Tool Transfer (T1105)
a. RomCom Z 7T Uz X+ O— RDR{E
b. BIN~ILD T I7Eefn/) CRODHERF

3) SectorJ109 used Trojans with Valid Digital Signatures for Malware Spread (2025-
12-13)
https://cti.nshc.net/events/view/21383

RIEOYAIIN-BREH (. TZIIBEGSNIET7)LZER LT Malware ZEehm I 30)L—7
ERAELTVWEY ., WEEGREZBITIHIC, HBICAZSA YD RRYIRTSY hIA—A
EMRICT>FH> RRY OXBLUT7 > F7 /Ny Iz fERLE Uz, Malware (FFMEBD
Amazon AWS S3 /Wy REBIEL TRAO— RESFI>O—- RBXUERITUE Uz, ZOEEIC
(& photo20251208698m.exe EW\S T 71 ILAEENTH D, Shanxi Rongshengyuan
Technology. Shandong Saibo Information. Kingston Technology & U\ fIe#88 D &#t D=4
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IWEBZZEFO>TLELEZ. POADAREBEEFLIX NI MY, RETS>TOEX. MACT7 RL
R SRAFLARBZEREIDRE, LERT > FRETEI ARBZER L CHl NIRRT TORERT
ZEBLFE U, EHEEnNd & Malware (357 RLAZFTI—-RUTRHEDT « LI hUIC
REINCENOEBERIO— RZEEULE U, DataReport.log TF1—Rane>o)Ld—R
([F. AEUATETEINDEBMOBHEI > /R—FR> MEESMNCUE U, BT ILICE
Automation SNZBMEE (CER SN DIBHIAFNLES{ESNIZOV > REXUHIHD” RL XA
SFNIZUPX I\ F T T7AILINEENTWNEUIZ. Malware (/2. Windows B—EX =4
I DAY REETHRGEMEZ RUE Uz, T29)ILBRERERAG. BUOEMiERy hD
— OEEZECRIOF v > R—> CEE U CBRIEE) & OFESHEESE 2 RE L E U,

[Attack Flow]
1. [Initial Access] Phishing: Spearphishing Attachment (T1566.001)
a. THIBRAESNLEERT I 7 IV
b. BE - XE(CHRELIZI71IL&ER
2. [Execution] User Execution: Malicious File (T1204.002)
a. photo20251208698m.exe 1T
b. EIREERERZECEEITIO—FHFE
3. [Defense Evasion] Masquerading: Match Legitimate Name or Location (T1036.005)
a. EBETHILELEA
. EAEVI MO TRE
4. [Defense Evasion] Obfuscated Files or Information (T1027)
a. UPX J\wF>JiEA
b. BS{teniz C2 7 RL X 80
5. [Defense Evasion] Virtualization/Sandbox Evasion (T1497)
a. RBEY>> - B> RRY O IRIBRE
b. /\wJ - DY — )R
6. [Discovery] System Information Discovery (T1082)
a. CPU - XEY - 7y T 51 LR
b. S RXF LARBEEHRIR
7. [Discovery] Process Discovery (T1057)
a. tFa1UFTrVU1—>3>TOXMHER
b. IRFBILESET Otz A HEsR
8. [Command and Control] Application Layer Protocol: Web Protocols (T1071.001)
a. AWS S3 )Wy b @R
b. #M8B07 KL R 01— RigdEs
9. [Execution] Command and Scripting Interpreter: Windows Command Shell (T1059.003)
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a. DataReport.log T>T)L—RO—R
b. XEUWK Malware E4T
10. [Persistence] Create or Modify System Process: Windows Service (T1543.003)
a. Windows B—E X 4Rk
b. U—EXAXR—-XDBEMEITHERF
11. [Collection] Input Capture (T1056)
a. F— AN
b. BEIHEHRINE
12. [Exfiltration] Exfiltration Over C2 Channel (T1041)
a. BS{beneF v RILCTIREST —FZiX(E
b. M8 C2 > T SiEH
13. [Impact] Indicator Removal on Host (T1070)
a. Windows 1 RX> ~OJHIBR
b. 750U -5 DHIkk

4) Sector]135 used resume-themed ZIP lures to deliver LNK malware (2025-12-16)
https://cti.nshc.net/events/view/21109

2024 £ 3 B. SN\ -"KREIBRITRENEBESHS Z2EVHROKRMAFZE B L TR IR
EEDZETIHREDFEURL. ORI I TFv>R—=2F ETHICEOBEEEB Z5ISiC
Fnk 7 A Z2FD>O-RIDIEZEATVE LR, ZZITIE Microsoft M ie4uinit.exe Z &
BUTE®.inf J7I)Llz0— kL, WMIZERUTDLL ZEfmL. O¥> R&O> bO—-JLEN
® more_eggs Malware Z-1 > XA h—=)LF B ENEFENTVE U, BRIV RAETEN.
Cobalt Strike WEcfhieN CTRIBZEREH Uz, WEBE I/ v Iy TH—)\—DRfEss 4 (CVE-
2023-27532)ZBALTCO—DIVEBET NI baE I 2 2 & THEAmEE ZiEDHF U, #
5(d RDP ZEALU TR L. S>HPAD T (CEET DLURIOSEM L BEM 1T 5NI/RR b ZTR
MUZE U, SharpShares t° Seatbelt DX 572 —)LZ{ER U TEMDRIEFIZNTHONE L.
5 (& Pyramid C2 ZEefm LK D & LELIM. RINFRENTLRZ. \v o7y ITH—){-T
LSASS AEVICT7OLAUTERBHREZEEL. 2 BB -—/N\—E2EEUF U, KEE IR
xRy D=7 0t ADzeHI(C Cloudflared b>ILEZELFE Uz, BWESDITEIZREHRL KD
EFDRHACEMNMNDS T WESDEBNCIFFHERET, V—ILDA > X ~=)L, EESNLZ AT A
NBSDEERT —FHENEFNTVE LIz, WEERATEA > TS (CRINROEE UNMIIR T (T,
XD OEAIRE NS (TR L FE LTz,

[Attack Flow]
1. [Initial Access] Phishing: Spearphishing Attachment (T1566.001)
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a. REGFRFEB(CHRUIZ T 1 v S >0 A—)LDBLE
b. BT 7 1)Lt
2. [Execution] User Execution: Malicious File (T1204.002)
a. 1—Y—N .Ink T7AIL&EEIT
b. ieduinit.exe MO U TREEMEE U —
3. [Execution] Signed Binary Proxy Execution: Rundll32 (T1218.011)
a. BRDHD .inf J7)LoO— R
b. rundli32.exe Z@ U fz DLL =17
4. [Execution] Windows Management Instrumentation (T1047)
a. WMI Z#I/A U7z DLL Bcfh
b. more_eggs Malware - > X b—JL
5. [Persistence] Scheduled Task/Job: Scheduled Task (T1053.005)
a. RIS R DIER%
b. more_eggs BEEIEITHERF
6. [Command and Control] Application Layer Protocol: Web Protocols (T1071.001)
a. more_eggs C2 &S
b. Cobalt Strike E—1> &4t
7. [Privilege Escalation] Exploitation for Privilege Escalation (T1068)
a. \y o7y T5—)\—DhEsstt (CVE-2023-27532) B
b. O—NILVEEBET NI > MERK
8. [Credential Access] OS Credential Dumping: LSASS Memory (T1003.001)
a. LSASS X&) 7Ot X
b. Bi&IEHRSY > TEIT
9. [Discovery] System Network Configuration Discovery (T1016)
a. SharpShares ZB Uz HBY Y —XEXR
b. Seatbelt T XF AIEHRINE
10. [Lateral Movement] Remote Services: Remote Desktop Protocol (T1021.001)
a. )\w o7y TH5—){—~D RDP i
b. BHIT — /=AD& S [T ED
11. [Command and Control] Ingress Tool Transfer (T1105)
a. Cloudflared b>=JLEEE
b. #MEE C2 LHFHeiEeHiEss
12. [Exfiltration] Exfiltration Over C2 Channel (T1041)
a. C2 FyxI)LzBU e —FEnx
b. N>RUZITEBR NS T« v IRE
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5) SectorJ199 used RAR disguised as PDF to deploy PowerShell malware (2025-11-
25)

https://cti.nshc.net/events/view/20577

BT SREZERF: BUF - 1TIX

BT AN\ —F v RN BES KOBIFRY bD— D2 WRICEZRXBRBEREZENE LT,
AR, BIREHRGH. RN AT CERZEVZ, WEEFI—Y—H'Bing T
"belay"ZIRERIT DI EMNBIAED . CNIFBTERI(C JavaScript THEE SNTEEENRT A MIIEs
N BEUOEMRAA > (UGS A LT hENIz, SO RXAA>(E PDF JO3 v —(CAE LTz RAR
T—=hAT=RML. INEMCEMSC J7 )Lz ROy T Uiz, ZDT 7 )LIE Windows
mmc.exe Zi@ U TRAO— RZEITU. TaskPad IV¥> RET > O— RENTZ PowerShell XU
T hEERUZ. BEFRBENCET Uz, RYIDERST PowerShell ROUT NMIEZDR O U
b5 D>O0—-RUTETL. SNEC#O—-RZ2I2/)\AIILLTRENZTIOERAZETL, BEHD
PDF 2R~ L. FEMR2O0—5 —2XTU. REOERETE/ (T R7ERTGEE Malware Z
A > h=)LUTEaIEEMEN S <. EncryptHub, SilentPrism, DarkWisp, Rhadamanthys @&k S7&
V=)L EFENTUVWEEREMENSH DM, C2 1> T SHIEE UIRWZH BRI R BIRETE D T2,

[Attack Flow]
1. [Initial Access] Drive-by Compromise (T1189)
a. Bing RFERZ N ULIZBES A bADUS 1AL b~
b. JavaScript NMEASNIZIERY 1 MEARADFE
2. [Execution] User Execution: Malicious File (T1204.002)
a. PDF (C#B# LTz RAR 77— A+ T DET
b. MSC J 7 1 JLDET
3. [Execution] Signed Binary Proxy Execution: MMC (T1218.014)
a. mmc.exe ZfT L MSC OO— B
b. TaskPad O~ > RDEIT
4. [Execution] Command and Scripting Interpreter: PowerShell (T1059.001)
a. T>1— R&njz PowerShell 27U hDET
b. 2 BtB&®D PowerShell X7 UT b D> 0O— REKUET
5. [Execution] Command and Scripting Interpreter: Windows Command Shell (T1059.003)
a.C#d— k> )\A)L
b. BN OTRDET
6. [Defense Evasion] Masquerading (T1036)
a. PDF JO> v —(CA%
b. A EMNJz PDF BIEIDZR R~
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7. [Persistence] Create or Modify System Process: Windows Service (T1543.003)
a. O—49—-JOtRDOREET
b. B—EXNR— XDk IEHER
8. [Collection] Data from Local System (T1005)
a. AT LIBEFROINE
b. I—H—F—~DI&E
9. [Command and Control] Application Layer Protocol: Web Protocols (T1071.001)
a. 9B C2 1 > T ST
b. V> REEH XUEH/RA O— FOEYSEHAT
10. [Exfiltration] Exfiltration Over C2 Channel (T1041)
a. IN&EF — S DiX(SAT
b. Ny RVZEXEIREGEZELYILD T 77 D3EM

6) Sector]230 used Gainsight Compromise in SaaS Supply-Chain Attack (2025-11-26)
https://cti.nshc.net/events/view/20594

CDBEHFIREEN Gainsight & Salesforce D OAuth EEE&Z=BRA L. IEFT IP 7 RL AN
SIFRR] APL IFUH U ZRITUIZEDTHD. COBIET Tor #27J — R\ TJOFF/Z(F VPN B
—EXDELSR—MNIRERILA > T SZ2FERLUIE. ZOEEE OAuth b—T > P& EIRIGIRE
INEFZ(JBESEIZLICERZBLTED. INICKD Salesforce BHARDAESS % BRATET'(C
{EFETZE 3 Gainsight #&##: 7 U4 —> 3> %@ T Salesforce > —H(CT7IOTCRIT D ENTE
2o TNEIRNCHTSAFIT—RIAIDOEHZEEHT UTc. BEREZRIE SmokelLoader.
Stealc. DCRat. Vidar DL S7R2—A%MIR Malware 2 &EHCEEFE(CFERSND 1> IS EDEER
RUTHD. VIHREREIEIRY b—20 > REN SaaS HEBALAIC Malware BEBINENSE U 7z0]
REMZ ST D,

[Attack Flow]
1. [Initial Access] Valid Accounts (T1078)
a. BFENIZ OAuth b= > DfERA
b. &7 TV —> 3 > EI&EIADEA
2. [Credential Access] Steal Application Access Token (T1528)
a. OAuth £ & b—U> BER
b. BIifF DS EFERE/ROER
3. [Defense Evasion] Proxy (T1090)
a. Tor #7 ) — RMEMA
b. 7O+ - VPN EE 7Ot X
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4. [Discovery] Cloud Service Discovery (T1526)
a. Salesforce API T > R/R- > NMEFR

b. VOCXBIRIZAT T O b - T—5#5
. [Collection] Data from Cloud Storage (T1530)

ul

a. Salesforce 7—4 = 3|
b. HiEHEREEEAIBIRINE
6. [Command and Control] Application Layer Protocol: Web Protocols (T1071.001)
a. Gainsight 7 U4 —>3>%i@U 2 API UM L
b. HTTPS 7|8 SaaS API i&f=S
. [Exfiltration] Exfiltration Over Web Service: Cloud Storage (T1567.002)
a. API [5&F —F5MEBIREE
b. ERIMRE S Tv v OICRELUIZT — 5B

N

7) SectorJ247 used CastleLoader Disguised as GitHub Tools for Attacks (2025-11-26)
https://cti.nshc.net/events/view/20572

2025 F 3 A5 LLWS—EXBIY)LD 1 J7(Malware-as-a-Service, MaaS)EZ&EN 7 AU Hz

FLSTEBLTLD, ZDOEEZE(S CastleLoader & CastleRAT &L\ 2 DDARAYARILD T

J7Z)—ZERALTFv > R—2%2%FIT9 D, CastleLoader (FEMDEMY I NI TT7ZA> R

h—=IL920-4F—-<ILDTT7T. USUEEENRY—EXZENT D RA 2B T1—H—
TEIRE, BEROUT hEETEED. COXIIVD T 7L ZEE T Dz (C T— Rz EH
L. CastleRAT ZEE T DANZXLE UTHRET D, CastleRAT (FUE— hPOLERE MOAD

ARET. BESNEI AT ACH T DLEREIHZRIREICT D, CDIIL—TDA>TSFE, cFS
FRYILDT7ZOIR R bO—-ILG—/{—EUTHERAESND IP 7RLAE RAA D ZED

. 2025 £ 5 HE TIC CastleLoader (& 469 BDF /A XA ZEE Uz, Python X—X D CastleRAT
ZiE(d. Btz ER U CTRINRDT7 > FIAILAREZRT . 6 BICIEZDONILD T (CREET
DEERRY ND—TFEBNERRSN. Z(CEFBIFORBME IP Lk, XAoUT b D> 0O—

R, WEMERORANEEND, BEREZIUITETILNCNSOEE ZIRE L. BIHERTZIE
Wi sEBILEZHELL.

[Attack Flow]
1. [Initial Access] Phishing: Spearphishing Link (T1566.002)
a. BFET—EXRICREUTZ RXAA 2 iEGHE
b. Cloudflare 41 U7 « R EEZFFINL 2 X0 U T NEfE
2. [Execution] User Execution: Malicious Script (T1204.002)
a. I-Y—DOHEBEFRAZEUIZBERX O VT hOEIT
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b. PowerShell ¥ > RZi@U/z CastleLoader 1T
3. [Defense Evasion] Obfuscated Files or Information (T1027)
a. d— REFUES JFOESRIO — REA
b. JCy F > I RE 8 U e ERr D AfEnE
4. [Persistence] Boot or Logon Autostart Execution: Registry Run Keys / Startup Folder
(T1547.001)
a. LR NUBEERITF—EiX
b. O—4 — B DRI THER
5. [Command and Control] Application Layer Protocol: Web Protocols (T1071.001)
a. HTTP 7|8t C2 ¥ —/)\—1&(=
b. Z#®d User-Agent ZFRAUIE hS T 1 W OE=
6. [Discovery] Network Service Scanning (T1046)
a. AElRy hDO—OHY—EXXF+v >
b. AR T > KRR > MR
7. [Collection] Input Capture: Keylogging (T1056.001)
a. F— AN IBERINE
b. 1—Y —EENBEIRINEE
8. [Exfiltration] Exfiltration Over C2 Channel (T1041)
a. IN&ES— S4B C2 IXfE
b. M2 C2 FvRILEA

8) Sector]247 used Malware via ClickFix phishing (2025-12-09)
https://cti.nshc.net/events/view/20902
WESISREZERTE: YD

2025 % 9 A. BERY /-8R —M CastleLoader & L THISN DY —ERXE Malware
ZEF U IR Rl SN, CO7 05— (3472 < &£E 2025 & 3 ANSEESHFOT /(-
WEZFITIDIZDICEARRA > T SZ2ERLTND, BRI OY—(IEROER OISR —=EE
ULTHED. $FICYRa? Booking[.Jcom DESREBRAESYUFT 4 TSV N IA—LEEDOT
CastleLoader &S KUEDMDBEHARA O— RZEMIDIENT 4 VS 2 TF v 2 R—2ZFTLT
WD, %X Malware T3 X5 A& CastleRAT 2 Matanbuchus D K SR D RS LABFESNIZLH%
REMY —)LERHE L TH D, CastleRAT (X C & Python /\—=3 > OmA THRIEL. RETH
T (C PR U T FRBTIEZ R U T D, Malware (388, I (CARSNIEA—ILOBRLEZE
UTSRFTAILBAL. HRNARAO— REMDIZDH(C ClickFix DK DR $LMiZERT D, BRI
D —DA > TS (FFFGEIIRMEER SN IRERTE ZE L. TOTXEAVE Tt ESH. BEL
S RTAEEENREN TSy b IA—LEEFEAUTCKDILEREFEESX D, Fio. Phiatt
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ZRRAN S DIzDH(CA > T SHBBERESNTIMEN DD, T v I DEEEZEROTND. BAERE
BHOFEEREA > TS OSRYI—NE—DBEI V5 — ([CBHERSND ZE&2RU. FICMRB X
OURRESUS ¢ BIFI CEZERMRS I ZBA UL D ETIRBNLBHZREL TS, RESN
BB SR A/ —BROEHMME SBEENBINL TWS Z EZERA L. BB TR
VRO, REVEBFIICH T2 URIMENML TS 2 EZERmL TS,

[Attack Flow]
1. [Initial Access] Phishing: Spearphishing Attachment (T1566.001)
a. MRERBIRRESUFT 1 BEZFFILIZT v S 2T A—)LDBHS
b. Booking.com ¥R EZZE O IENILD T V7RI T 7 1 ILDIXE
2. [Execution] User Execution: Malicious File (T1204.002)
a. ClickFix F#EZ@E Ul 1—Y —FIT70HE
b. NILIT VR T 7 AIFEIZFAT VT bDET
3. [Execution] Command and Scripting Interpreter: PowerShell (T1059.001)
a. PowerShell ¥ > RDEST
b. CastleLoader #HAO0—% —DEIT
4. [Defense Evasion] Obfuscated Files or Information (T1027)
a. PowerShell 8 £U'O0—4 —J— RO 5L
b. XFHNIT>O—F « 2T BXVEITIO— DR
5. [Defense Evasion] Masquerading: Match Legitimate Name or Location (T1036.005)
a. IEROWR - FHIY—EXZE >R
b. BERINZ RXAA > ZF A U EEtom=
6. [Command and Control] Application Layer Protocol: Web Protocols (T1071.001)
a. HTTP/HTTPS &#8m C2 &15
b. RC4 lESILICLD ST 1 v IRE
7. [Command and Control] Ingress Tool Transfer (T1105)
a. CastleRAT MENNR-r O— RECIE
b. Matanbuchus 72 ED IR )L T 77 DELH
8. [Collection] Input Capture: Keylogging (T1056.001)
a. F— AN DU
b. -5 —EEIBIROUNE
9. [Collection] Screen Capture (T1113)
a. BEFv JF v OIS
b. REMNRI—H —BHRDINE
10. [Exfiltration] Exfiltration Over C2 Channel (T1041)
a. INEF—HDINEB C2 B —)\—~DiX(E
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b. ViR C2 F v )L ZZd Uz iBkifit

9) Sector]249 used Velociraptor DFIR for Warlock ransomware deployment (2025-
12-11)

https://cti.nshc.net/events/view/21075

WEENISREESERY: EE%, B2, BT - 171, IT=I)LF—, /\55, BBE, BB, &, 1T, £l

2025 € 3 AN'5 9 ADR. Microsoft SharePoint DAfESEE % BA T SFEHRIIL—T(CL>T—
BOYA/)N—EANREL. Warlock S ADT 7HRMENFELUZ. INSOREFEE. K
F. IRILF—REDERHOBEF TCRRE SN, ToolShell ELTHSNZEOFTIMESEELEY haE
BUZEUT. EIC SharePoint Zi@ U CTHIBR 7 A =157z, IREE (L Mimikatz ¥ Velociraptor
DEDRY—)LZER U TRt & BRIEIRV O CAZBRUELUL. BSEEBEIND> haE
B U. VelociraptorVV—)LZFERA LU TREZEFHL. CNEFHIEIRAC>5450>0O0—-RUT R
FIVIND? D5« TTRRRET Visual Studio Code ZE1T9 g EZHFE LIz, H5(C VMTools DK
SRV UFIAIABKRUVIY Rk > MEt & EDR F5—DFERGE. tFa1 U &t zEik g
BEERT7IO—FZRUTWET, Fo. ZOTIL—T (ISR RS/ —ZBFFEIADIRE
(BYOVD)&E DLL B RO—F « 2O ZER UMD S D E T, SN S2YLADI I DE
f&(C (& Warlock. LockBit. Babuk W&FEN. HASFLSH A/ — M2 qTox ID KLU
Protonmail Z1& U2 If4F B EF v RIVIREDIZ—URMEARFTEZRUELZ. TNSDEAG
B EIEN S D ERoN. PEZNRETDIREZRET D DRBINDNGDEITH. BIFORESZE
EfTDREIREHLEHD D FEBA. ENCENMNNDS T, ENESNTEDEF (FERIREN & DBTERR
BEZRELUTVET,

[Attack Flow]

1. [Initial Access] Exploit Public-Facing Application (T1190)
a. Microsoft SharePoint Azs51% A
b. ToolShell EOF 1 fes514F = — > /&R

2. [Execution] Command and Scripting Interpreter (T1059)

a. SharePoint IRIERNDOUE— IV > REIT
b. &H A O— RETDIZH DR THRIE

3. [Persistence] Valid Accounts (T1078)

a. MFEEET DT> bERK

b. £RkSNIZT7 D> bl UTcHse 07 Ut A

4. [Command and Control] Application Layer Protocol (T1071)
a. Velociraptor Bofi& KU C2 F v R LB

b. Visual Studio Code E1THE KU b2 ) LikaE &1k
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5. [Privilege Escalation] Exploitation for Privilege Escalation (T1068)
a. BYOVD(/feg57/& R S5 /\—DEEO— R)IREDIER
b. DLL Side-Loading daJEEM4
6. [Defense Evasion] Impair Defenses: Disable or Modify Tools (T1562.001)
a. VMTools sttF+a2UF«4IT—>1x> S —EA
b. EDR/7Z>FI+)LA O Ehk
7. [Credential Access] OS Credential Dumping (T1003)
a. Mimikatz ZFIA Ul Ei&15HRS > 7
b. B2 - RAAZT77HD> MERINE
8. [Command and Control] Application Layer Protocol (T1071)
a. qTox 7|8 41 AEX} AL
b. ProtonMail 710> bzl Ul IEEBE
9. [Impact] Data Encrypted for Impact (T1486)
a. Warlock S>H A0 T 7 Bt
b. LockBit ¥ Babuk S>HBAD 17 ZfE EiT

10) Sector]266 used Hybrid Phishing Kit blending Salty2FA and Tycoon2FA (2025-
12-02)
https://cti.nshc.net/events/view/20706

2025 F 10 AR, T+« w>>2Fw b Salty2FA & Tycoon2FA OEENFBR I ARESZE(EHNRLET
3. Salty2FA ZRFERIT D T4 w2 0F v 2 R—2(F, BICEEHDOT Y TO— RSN E
STRALITD. TDE. Salty2FA & Tycoon2FA DEZRZEHAEDETZFH UL \AT U w RRA
O—RNEIH T D, DORER. EEIDBREHBINIZI - RARREEN. AXL -5 DA
> I SIREEERNIN G DuEHZ RET D, CHNSDEE(S Salty2FA DEERIEZRLTED
. DNS &LBIC KD Tycoon2FARRA T+« S ONDRBNEEL., MIL—LAT—ODERICHRES
NIEBNBDNMFIET DEIRERZIRE T D. CORRIE. ITAINR—XDERICERZEVCEHN
RN EI\AT Uy RD ¢ v S 2 EESDOBENNEFOMNELZEA T D. CNSOER(D.
Fv MRNRHEES 2 M (C L. BRATAENPHENEE (CX I 2BEH LEENZ®BEL TS &%
RETD,

[Attack Flow]

1. [Initial Access] Spearphishing Link (T1566.002)
a. Salty2FA B KU Tycoon2FA BBED T 1 v = > ONR—-HE
b. /) \ATJUy RET w2 TFy hDFEY > U%FEA

2. [Execution] User Execution (T1204)
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a. WEE(CLBOTA >R EDOHEEERA
b. BERA 2 I SEERCHITDIRAE URLANDBEETIDEX

3. [Credential Access] Adversary-in-the-Middle (T1557.002)
a. U7ILIA LTOERIBIRS KT 2FA O— RO
b. Zttzwv>3a>D/I\A>Zvv o

4. [Defense Evasion] Obfuscated Files or Information (T1027)
a. Base64 S KU XOR ZHAHENDETZE#FL
b. PEIUEBEERO> Y JDEMA

5. [Command and Control] Web Service (T1102.002)
a. Tycoon2FA B8/RR 7 >0 = FRBALIET T AILA—)\—
b. Fast-flux 8 KT DNS T>— (SERVFAIL) ~D3tis

6. [Collection] Credentials from Web Browsers (T1555.003)
a. -5 —=77HhD> MERDUNEE
b. tw>3> b= BIURIT—IDEUS

11) Sector]267 used Gigaflower Malware disguised in Banking Apps (2025-12-03)
https://cti.nshc.net/events/view/20743
WENISREZERE: RIT

2024 W58, PV ARFFEMIRO I —H —Z R E UTERE/ A ILFERF v+ > R— 2 Eik/
>F>0 bOADOKREZERA LU TRET D. BEITAEL Android KT i0S /1)L Malware %
ERLU. &FNRII\F 07T %EM L. Frida. Dobby, Pine DESRNBEIL—LD—0%
FBALUTMalware ZF AT D, TEBRRBENT S —(IHETEFNEMizEH. REEGBHFY—E
RAZEFD THEEDTI\AAHDT TV EA A —=ILT D, COBREFECANNA A2 RX
27 AADI—Y—(CEEESR. 12 RRITIZITT 2,200 U EORBRENHER NIz,
Gigaflower DL SRMEIEESNZT7TUE. TFX MRH#MB RUEDIAED QR I— RAFv> %=
SUMIEESNIEEZ RS, WEBE I T 1 v I ERAZVS 2 IRFERLUT APK Z&ENRT7T
DB L. 77T U X N7 D51z E#E U T Malware ZHBtfh 9 2. ZDOfF#k(d WebRTC Z{EA L
TUTZIIA LT IA R HZETL. VE—RPOER, 77, 7TUOZYIDIELE LU
DIEEFERRREICER L. GHNBTEFI VT AT LAZEE T DIZHDOEAMMNEEN Z/ERA T D,

[Attack Flow]
1. [Initial Access] Spearphishing Link (T1566.002)
a. B —EXRZE >z X v z—>Dheth
CEETVTUCREURZ APK A > A h—)LiEE
2. [Execution] Native API (T1636)
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a. ®/\A1)L 0OS =17+ J APl EH
b. Malware S >45 1 LNFA
3. [Execution] Command and Scripting Interpreter (T1059)
a. Frida-Dobby-Pine JL—AD—7% {#H
b. 77UOZvOIvF2IEXOI-RA>ZT 023>
4. [Persistence] Modify System Partition (T1409)
a. EERVITUzBEAZ. BN\vo—220
b. Malware #EEAE D7 U #EFs
5. [Credential Access] Input Capture (T1056)
a. BEIE>TFR R
b. S95E - ERLIBIRA T DEFE
6. [Collection] Data from Information Repositories (T1213)
a. BGIAZE A X — N
b. QR OI— REkHdL
7. [Command and Control] Application Layer Protocol (T1071)
a. WebRTC £En U 77)LY A Ll
b. UE— ROV REXUTZY S 3 HEHF
8. [Defense Evasion] Obfuscated Files or Information (T1027)
a. 7T URX N i&sIEEE
b. t+aUF«VUa—>3>EEO>Y UiER

12) Sector]268 used Spyware Extension disguised as Productivity Tools (2025-12-
01)
https://cti.nshc.net/events/view/20707

HAN—BEITAEN 7 FE(CHIED. BHTEEBOF > R—>Z2FMEL. Chrome & Edge 75
DY ERBRHLGERT OIS AZBUTRE U, #HIC(E. BRENEEL7T U (CHEELUE 145 @
DIERET O S AW EemeEn., 11— —-J3592> 07 —F%ERL. I=vS3>%1837 7«1V
I MERRZEIT D2, SN Infinity VA DR DSRMIGBET OIS AZBUERR/I\A v wvF 2 J(C
HELU. Rz INL. DyvF—FT—FZzRbEE. 2018-2019 F£FTICILETI OIS
AJMEETEDIREZEILE. VE— I RETELKUCFEY -/ ADFT—FREZEO L DR
RIMEEDTZH ([CREE SNz, WS DHDILGET OO0 S AMEIBRENZ(CEMNMMMDST. 400 B A
DI - (CREZEE5X 2EERA/I\A DT 7IEENMEITHTH D, E(C WeTab k7005
LZBUTURL, BFRITY, YORTYYICETDIT—FPREMNMTONTUD, CNSDIEE
FTSOUBEEHAN—X LZEBALUTENC Malware ZEAR L. SRICED KIS UYILERT
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OJS AT AT ADERERLUTND, COBRIZERNL E1—TOCXLDBRENRE=Y
> DB ZERAT S,

[Attack Flow]
1. [Execution] Command and Scripting Interpreter: JavaScript (T1059.007)
a. 75 OYHRI>5TF X FMRTO JavaScript 11— RE4T
b. UE— hMF—/\—DSEESNZRIUT bOEIHEIT
2. [Persistence] Event Triggered Execution: Browser Extensions (T1546.008)
a. 7SOYILROBEN Y TF7 — A HDZXLADER
b. SRR (CH 1T DHEBEDERFE AR AL
3. [Defense Evasion] Obfuscated Files or Information (T1027)
a. JavaScript J— RD#EEE
b. DR (TG U T E8MEDIK
4. [Discovery] System Information Discovery (T1082)
a. 75O ERS LU/ —=3 > D5
b. I—Y—RIR(ICED B F DK
5. [Collection] Data from Local System (T1005)
a. i URL XU TS0 > JREREDINE
b. BRITUS KU I —F—RIFIBRDINE
6. [Collection] Input Capture (T1056)
a. REANBS IV IYY TR bDIE
b. N ORIRES LKUR—HHEER DB
7. [Command and Control] Application Layer Protocol: Web Protocols (T1071.001)
a. HTTP/HTTPS R—XXDYUE— b —/—iEF
b. ISOY ST wOTRIELIZ C2BIE
8. [Exfiltration] Exfiltration Over Web Service (T1567.002)
a. WE=NLEI Y —FT—FDOHET—/)\—X(E
b. BES/LF v )LZNT LIz L
9. [Impact] Data Manipulation (T1565)
a. BERFEROUSFTAL U b
b. 774 UIA MEHIO— REAICELD ST+ w Ui

13) Sector]269 used DLL sideloading for security tool evasion (2025-12-09)
https://cti.nshc.net/events/view/20963
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RN DBRTABNMMIB 7R T O- - SBERBEERTI T4 TANANEREL
. DLLY A RO—F« > 0B U TEENRI Y RRA > MEHRB KUMIG(EDR) S X7 AEAZH(C
LTI T 7 ESZRUET. COTREFT—ERRS Y AT T (RaaS)EEICEAS LIS
ETHSNTED., TRERET v IZFERAULTVWELLED. IRETIERAA R T-TJ1>
J. T7AILLXAET. SentinelOne DL SREENREF1UFTrY—ILDOYA RO-F+>0%
BUBERKMZEFER L CHEHZEELFET, REFIHRTFHM TIRED., HEEZHEBLT
Windows E{745 17700 & @BU CLI>O— RENEBEIV REETSEET . TERIRERRE
(ClEF. RT =T« >J&ENTz Microsoft RAA > DT (CARESNIZBEROVUT hZ2EUSE L
PowerShell Y > RZAEUANTEHERTLU HREZEREL, EETCEDYI NI 7708R%
FRAUTRERIVY RELUHIHF v RILZIBRL CRERBEZITOIENEFENFTT. NS
DFIEFRBCHRDDRE#ZESISEC L. [ERRERNSDRMZRRE I D HICEERITHES
BUITNRETY ., CNSDERIEREINZT7TIO—FES B LDITT T I« JITA SMIRFTET
BIET, SOHATI FPREOMRIEMEZES(CL. EEDRICOIEDIZEMNBL EERBRIRE
BERDOHE M Z AL F T,

[Attack Flow]
1. [Initial Access] Spearphishing Link (T1566.002)
a. Windows =47 (Run) 1700 %FRALIZY - vILI> 27U J35FE
b. T>O—RENEIVNY ROFETEI—Y —([CEEER
2. [Execution] Command and Scripting Interpreter: PowerShell (T1059.001)
a. curl.exe ZFIALIZUE—- ROV T bDSF >0 R
b. J7AILZERME T (CAEIUANT PowerShell Z=E1T
3. [Defense Evasion] Hijack Execution Flow: DLL Side-Loading (T1574.002)
a. YJ)LIJIT 7 DLL DY+ RO—-F« >0
b. SentinelAgentWorker.exe 7Ot X DEF
4. [Defense Evasion] Signed Binary Proxy Execution (T1218)
a. curl.exe 1R EBEFEH Windows 1—F+ U+ DEA
b. EHE=NI/N\AFUIDFTFIAMTOOY> RET
5. [Discovery] System Information Discovery (T1082)
a. MachineGuid 72 ED> X7 LF#BIF DR
b. reg.exe ZiB U7z 0S S LIRIBIFIRDINE
6. [Persistence] Boot or Logon Autostart Execution: Registry Run Keys (T1547.001)
a. LX UMD Run F+—0e%ZE
b. ERENIEEIT/(RXICE D BEIEITOMHS
7. [Command and Control] Application Layer Protocol: Web Protocols (T1071.001)
a. HTTP/HTTPS EEmDIES{b =1/ C2 @15
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b. ERRZ7OERDI>F+X bzFIAUZRE

8. [Command and Control] Dynamic Resolution (T1568)
a. Microsoft BiE R XA > ZEMUTZ C2 RAA>DO—-F—>3>
b. S#AMIR C2 T> KRR > hDRER

14) Sector]270 used VolkLocker Ransomware with Telegram Automation (2025-12-
10)
https://cti.nshc.net/events/view/20968

BRITAEN 2025 £ 8 A. KIEHARI#(C VolkLocker WSS HAD T 7H—EXZERAL TK
BrHRYT D, COEEIZBEENE SBEDIESHI(C Telegram &ER Y B. Linux & Windows = X5
ILZmIFHRET B VolkLocker R+ O— R(E Golang TYERR SN TH D . EARBIREGALEEEN QL VE
B, PIA4UVIA M UPXZFBRALTI\YF2IFBLISFET D, E(L"ms-settings" UAC [a]
B EZ B U ITERFEZEH. MAC 7 RLREL X NUIAEBZER U TRIBRIEZ RS 5.
S>HB AT (E AES-256 GCM E— RTI 71 ILZEESIEL. %TEMPY% J ALY [CES{EF—0D
I\ OT7Y TZARET DN, CNIETEEINRNEHET LORETHD. FHEEFtFaiusz1V—
WML T BIZDICS AT LRI S —ZEIEL. BEOBFRAICS>YAD I 7OIE—ZEK TS
CETERSND, RAO—REHID "I HAIY-NDHDEREEREZEAL. BUIESE
MITICS AT LT 71 )LHIBR & BSOD Z#&UDIFD. CyberVolk (IR TDEZE(C Telegram Z1{E
FU. RAT BXUF—OH—Y—-I)LZEVHRESNE D —EXZILET .

[Attack Flow]
1. [Initial Access] Exploit Public-Facing Application (T1190)
a. B IC ANz —EXDEREZBE U7 O
b. RaaS /{\— hF—ZN U7 Oz RtEDHER
2. [Execution] Command and Scripting Interpreter: PowerShell (T1059.001)
a. PowerShell ZFIALZtzF1 U5« HEEDEINE
b. PME LV EF 1 UFT A YV—ILTOTRDET
3. [Privilege Escalation] Abuse Elevation Control Mechanism: Bypass User Account Control
(T1548.002)
a. ms-settings 7’00 b )LZFA U7z UAC [alEE
b. LA MJF—D)\A v v IICKDIERFIBDET
4. [Defense Evasion] Impair Defenses: Disable or Modify Tools (T1562.001)
a. Windows Defender 8XUtz+1 U5+ /RU S —DEMN(L
b. > AFLEFIUTAEREDEE
5. [Defense Evasion] Virtualization/Sandbox Evasion (T1497)
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a. MAC 7 RL R (CE D <{RABIRIBEDHIHI
b. EDL X MUEICED < DFERIRE OG5
6. [Defense Evasion] Obfuscated Files or Information (T1027)
a. UPX )\ F> T (C KD/ F U DIERK
b. FRIVARATELE 7= B & UTzEEb
7. [Persistence] Boot or Logon Autostart Execution (T1547)
a. I ADT 7 IE—=EED) RTERK
b. BEIFEITAEZE U IBERITORSE
8. [Discovery] System Information Discovery (T1082)
a. AT LERRE KU OS IBIRDUNEE
b. O—7) IRE DR EIROME?
9. [Impact] Data Encrypted for Impact (T1486)
a. J7 1 J)l%& AES-256-GCM AR THES1L
b. BES{bF—%& TEMP 5« LU hUICEXTRIF
10. [Impact] Inhibit System Recovery (T1490)
a. Volume Shadow Copy DHIBR
b. BIBBpEZBNE UIES AT LREDEE
11. [Command and Control] Application Layer Protocol: Web Protocols (T1071.001)
a. Telegram API 2B D mdHE LMARRE(E
b. BEUREES LU EITHERDIR

| 58051 /(—EBROBE=

SHOYA\-IRESMH . BREITREDIRIGS CBICHZRIRUTED . AR TSI KTk
FHFE R U CLET . IE(E LummaC2 > OtterCookie MK S/REIREFERE Malware,
CastleRAT ¥ UDPGangster DL S7/xUE— r7OAWY—)L. Warlock ¥> VolkLocker K573
SHADIT 7 EEVHRAL X Malware 7 SU—ZFERALEYS. NSD Malware 1 F(F UK
UETo v 2 OX—-)LBUTERESN. V—2vILI> 27U J8iMizfAL CTHEEENE
BOHDINRAO— RZERITIDRDCHREFT . WENIS—(CF. BESNEDOTITA b BOD
RAGES. BRODDIMITT7AINPU S IZECAET T4 v o IOA—I)ILNEFENFT ., KE
FEEULELEYIOZBLTRAO— RZEMUZD. CVE-2018-0802 DX S/3MEs5 14 = &M
IDBEDHD Word BXU RTF T 7 AILDKIRXER—-RDODIIRTOA h&ERLET,
SHEBRINITEM. RIS KXUFIE (TTP) (F. SERERES LURHEA D Z X LADERZEH
LTWEY, BEITAZE DLL B RO—5r >, PowerShell #&5{b. Visual Studio Code &
KU AnyDesk DX SIREHRY —)LZER UAIERE S LU E— b7 I ADK SafdtalE
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BUFET. FREEUEUERTZ1—ILENZIRD. LERANJDEBE, AF— K7y I5+ L
O NUDERAZBL TERSNET. IV REKLUTO> bO—-IL (C2) B AES BXU
HTTPS ML SRRES(ETO NI ZER L TRESNTE D, —BD1T74RE(E Discord HEXU
Telegram DEDBAHT SV hIA—L% C2 FrRILEUVTERUEY.

W< DHDF+7 > R—>(E. WInRAR & KU Microsoft SharePoint DX SAL<fEHENTLDY
J b 7O = BA L THIEI O R %ZE T Malware ZEfMm3 22 & &ERLTVET, Ry
NI —OF)\A DL OT A MSEMES KURO LB OER L. BREITAENRIMNGSRZERTD
BENZEESIC®ALET. £/o. B0 CAPTCHA JO>F hEERLED. &ENLGY—EX &R
MU CTIREEZFHSI T 2F v >R—2TR FMNIOXTOA bEY—SvIILTI>2ZF7USTD
maEnNBHETY,

NSO BZEZIET D12 ISF U UITEM THEHNNTH D, BEATRE R AERT7ILT
DXL (DGA) BLUT—FRES LU C2 EEDIZHD IS R —EXERD L SiikitizE A
LZEY ., GitHub. Google Drive. AWS DXIRIEHRA > ITSDFERE. MEB IIFEDEH
ZEMICUF T, =5(C. BA Malware EAHRXYLRFEY —ILORESE. YA /(T D/\
ATV R7TO-F&RL. BRITABENEIL I DHEHEE (CRR(CES TERLDICLET.
2R ELT. SADYA/\—BRIRIEEE VL AN)LOIRAMHIEI S S EBEHETENSE TH D, B
TREESER Malware, V- vI)LI>SZVUSD. 4> IDSBRAOHEAEDEZER LU TE
SOBEBRZEMLET. CNSOBRMOFFHIFTE SR Z BN LR O A Z#HF I D6t
HE TDRIOIRBE (KN T DEHFEESI YA /\—tF 1 UFT 1 FFIRIC &> THRD DIk ZER
ELFET,

| sR0Y 1 —BRIORES

RIABRSNIE YA/ —BRIES DM T (&, SRLEEARNMESIREI & FEEEA I 24180
RSN D, ZEEIMTEHSTERSE. Malware., VI MDD T 7HSHEBANMEESSNIZRE DO
—EREN. APT REBLEEUDREATNNREN (CHBISND, Fo. ERIZIREMBIEN
HURIE UEBEERAE (L. BREATAEOZB BN RIRINGE, HIRTA. SENFIZBRDERL A
mCHEEsnNTVNDZEZRT,

—EBDILEREENE E SNDEE CTIE. A/ —IEFEHNRERENERL ANILOEN SRHEMTNTND &
HEONDIRANER SN TH D REDOEN EFEOBDREFRN A (CXB SNV E VWS- R
B5Nd. =5(C. 1FE Malware BREuBIE CWEEDER > 75— 8B ICEL UIZSHIE

. BRBATABOERAREA > I SEBMRICK I DHIRNABRRIGHREIRET 3.

—73. npm ARERB LU OAuth #iEZIB > EWEEHITIE, HiGRZET & UTTEBARAHNHER
N, F=EBBY-EINWEREE U TERSNIFBENRESNE T . INSDESNSL. EEEFE

B E 92— ENEEEINLHE. WEOREHENLEHECRAAREEERE L TOET
o F/z. CAPTCHA B X UO0ERAFHREZBRALE I 4 VI IFENBRIN. H2TFICE
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D<LENMGH (SEASNTNDZEZRUTVET ., ZNICHAX T, WIinRAR. Microsoft
SharePoint IR ELFEASNTUVDY I MO T 725K E UM EBRRASAMNEZ SN, /Y
J b 7RIBEHMNANERAE U CERSNTLSHRENRSNET,

BRICKSTORM &K U UDPGangster ML Sidiaik Malware DECf(E. T HFL. Btk
(1B ICRERIMiZER T 2BRBATAEDEIL T D8iiERL TL\D. Discord XU
Telegram DK SREENRY—EXZIY> RO MO—)VBEICERIT I &E. REDESH
HESICEMICLU. BERMITBEZYVIBLUEERLE S AT LAOEENNETHD. Malware
BB KUY RO bO-ILDIZSHDRET ST RA > TSADEKF (L. 05D RIRIR
([CX T DEAEIR T O RAFHE KOEZH VU DI ZER T DUEEEEFAL TLD,

HERMER RN S, MEMEBRIER. WSS IHRNQEZSY > I 2E0EENIY1/)\—t
F21 U HEEORRZEBEINESTHD. CNERMOBEIRERMZEA 28N+ 1 U7«
ARL—2 32125 —(SOC)ZRILL. FHHERSNIZBRZHA UM TESDRE LIz 7 U A M
REIDCEZED. BEEORBEEDORABLIVERAGAZ2FFILCSMIDECED. KR
RiEm EEtE. S UVWBRICEKALDZENTEDLDCT S,

INBDBEMHFFER. IRILF—BLUBMAHFAZHRE UL EF I ONR-2TRESNDLD(C. BE
RAIZTFIVTADERRZ@RALTUVD, CNSOEPFIDMERE. FMERE KURNEBDERLD
M7 (Cx UTBBEl g Des(C. BEEfbEnctFa1 U« HliilzSORERERHI TO—FZ2HRAI AN
ETTHD. CZICEFRY hD—ORE, RAREESRXUBIES AT A ERANREF1 U0 BEEN
BFEN. M5 ZHER AZIET D,

mEL T, SADUAN\-BRIREE. N1/ \—tF+1 U5« (CX T DEBIN DSBIERLR
7IO—F=HRAITIREEZRALTND. BERBBIRES IOMIGEHICHEL, 1—F -5
WEED. DT SAFI—2BRUEBRA > ISZREIDIIECKD. BEBRITAEDERE
SNITEL T DEAMICT U TKDRVBHINNTE D, CNSDBEHMNSESNTIZEENE. BESHIETE
(CIBHREIRE L. FEROBWEDY R UEERT DIDICHA/\—tF 1 UFT 1 DRBEDIFHRMNIANE
EHEINRETTH D,

SHICEHRIAENEY /=SB4, BT /\—tFa1 U7« Bz T D L TEELRHIZIE
93D, FERBGNDO—DE. BOLRBRIBHRENZHIFIDCEDEENTH D, BFRNR
Malware B (C K DILFABERZIRIFEN EL UIc C & (F. Bk, #iid KOFIE(TTP) Z IR
93 L TEBRIBHROMEZSAL TS, BEHRETBRIEHRTSY MIA—ACKEL, EEDORBEE
3 U THUWBRLICE 3 2 RRZE CHillz@Et) (CREINRETTHD.
EO3—DDEERENE. BFENR LY -RESRIUBEETOTIS LOREETHD. CAPTCHA
NOOVPEORARBEZSURRNICHSTEREOFERAF. HETZDOURTCDWTRES
ZEBLU. OUVWVEEBZZRHUIREG I DAEOEERZRAL CL\D., ERNREEZYS> 3> &
B D« v OEBE. BWHAN\—tF1UFT 1 OREZEEEL. MINT DREDRREEZ RS
FDITIEIL D,

INBDEBEMHEFFER. 1LY FEERS KOS HMM T Ot RDOEE =L TLD.
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WInRAR B & Microsoft SharePoint DK SIRAA L ERESNTWBY I MO T 7OMIEMEER .
S X LSO TF 1T 4 )\ FTEHSNDC EXRI T BIeH(TENIIR/ Y FEIBS
O3S LhZEEEITINENZEAL TND, FHNRMESSHETHMENS LU
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I Recommendation

NSHC ThreatRecon F—A(ItR4 IRBM D) \wF >0 )L—T (Threat Actor Group) J&EEIZEDHT
L. SRSt ot 1 T« F—LN)\WF 2 OEHCHITDIWEZIS(THSED LD (CHEBH(C
MEER T &= DIERSMI(technique) (CFH1FD MITRE ATTRCK MEE#EF(Mitigations)IEEZRD LS
([CER &,

1. es514{R5& (Exploit Protection)

VIRITFZDOIORTOA MExploit)BEZFELZD., REDAREMHZFENEROTOYOT
D1z (CHE55 4R (Exploit Protection)dYVU 1 —= 3 AFRADIRFT I E

- I OXRTOA S(Exploit) DEMEDIEFIDI=sh. WDEG(Windows Defender Exploit Guard)
KU EMET(Enhanced Mitigation Experience Toolkit) DIER DT H W E

- IORATOA DS T4 v IR T7TUT—2 3> ([SUDEBEL ZEZBIETD/28H. Web 77
TV —23>2DT7 AT IA—)ERDRFTHNE

2. KessEDRXF v =>4 (Vulnerability Scanning)

AMEBICIRE U2 R ADMRSSMZ TN (CIRE L. B2 R Do EiFa. &N
(C2RFT L&)\ F I DF RS DRI DE

- BIEMIC MESSIRS R LAZEHIZICHBI T Dcsh. FEIMQRNEIRY hD—ODIREDIRETH
WE

- RRAEIROTEMESECHS T DIRRINIREZST U 2D DR E

- ERBEDI\WF>2I2)L—F(Threat Actor Group)hMER UIZEIEME(CHIT D EFaUT 34
{ERGDRF N E

- ZOLR— bD"Appendix”(Z(ZZHRD KD/ \wvF>7272J)L—F(Threat Actor Group)H'
B UZEREN D DHESFEDIBRNESFENTULD

3. BF1UF 1 BB (User Training)

EED/I\Y F 2 I RMEEEHOEHZB L CERIREDRRICDODNTEHENRINTED X
S(CFa VT« BHBBORFAN DR
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- V=3 vI)LI>Z=F')>7J(Social Engineering)iiEEAET7 T4 w22 (Spear
Phishing)E-Mail Z:#5I T & 2 8B DIRFI N E

- AU CEEENSHD7ND> MEE—TR)I XD — REER LRV KD [CEISERIER
DEBEEOEEMN(CHITDHEEDIRTHNE

- SRFAILRFULUL/I (R D — ROBIRMECH T DIEE DRI NNE

- URSNIICT—H2FFI IRTERINEZTOFIAICH T DIEEDRGTNBE

- JSOYORMDIET OO0 S ARNEITESNRVKL D (CT TOYER(CH T DHE DRI
WE

- SMS. BEEERE. #EigEU X MR EDBRRIRIEIRD 7 Uz AERZEEHE I S Android 7TV
T—2 32 (CDVWTIFRE TED L ORBE DRI NE

- IERER=HB VTV -2 3> F T2 00— RURVWKD (CHE DRI I E

4. BEA >F7US1>AXT7'0495 A(Threat Intelligence Program)
JI\VEI T —TMEB L TNBILD T T7/\WwS 3 (Hash). IP U R4~ > (Domain)l&Eik
%5 10C(Indicator of Compromise) R DM\ o 7zi5E . BIHEIRET D LD (CHEADFEED
RETIE

AY4d ~
m Strategic - Explanations of trends and technique used in hacking activities.
Threat |nte||igence - Establish organizational security strategy and direction.
AN S
N N
Operationa| - Explanations of attack process based on the MITRE ATT&CK Matrix.
Threat |nte||igence - Checks capability of detection and response during real attacks.
AN J
~
Tactical - Detect and respond to real attacks though application of 10C’s SIEM
Threat |nte||igence - Usage in regular threat hunting activities
\ J

- IPS. IDS RU T 7A TP IA—ILDKDIRFRY RI—otzF1UF ¢ EiweoOIhs I0C &
BE—70@E(E [P ARDh o eims

- HEREMEBD DNS B —/\—. D1 J4'— b1 (Web Gateway) U T O+ (Proxy)D T
TBMRDS A7 LADOTHS IOC ER—RRAA RO > EiGE

- EDR(Endpoint Detection and Response) DKL D/RAT> Rk > b1 UFs VU1 -2
3>00O0h5 PC RUOH—/{—m5 I0C EE—7RT 7 1)L/ \v S 1 (Hash)iMF1E S DimE
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- FEREREBDAR LIRS R T LD % NET B SIEM(Security Information Event
Management) M S5%E Uz 1— X4 —X(Use Case) &JL—JL(Rule)(C IOC ERE—RT 71
JV\w= 1., IP RURAA HFIET DIHE*

5. XY NO—D(CH T EREM
1) Rv FDO—UABSIE (Network Intrusion Prevention)

HEORY ND—D(C7 IR ITIBENRNS T« vOZBHICTOY T T DIZHICEALRA
= X7 In(Intrusion Detection System, IDS)K&UMEABLLES X5 n(Intrusion Prevention
System, IPS)DERA DR NN E

- RV RD=OLRILBI\YFT0)L—TOKEEEI =BT D=8 AitM(Adversary in
the Middle)d b= T« v )5 — > H5#5BI T E= DEAELS X5 A(Intrusion Detection
System, IDS)& U 2 AB51ES X5 Is(Intrusion Prevention System,
IPS)DIEADRF N E

- RO 7HMEBORERY D= DT OTCAUEDRITUZD I B EZBIET B2,

IRA RBLDEABSLIES X5 /A(HIPS, Host Intrusion Prevention System). 77>FJ-)LX
(Anti-Virus)/2 EDYV Y 1 —= 3 > DERDRSTH N E

2) v bD—U%53{t (Network Segmentation)

HBOBRIAS AT LARUVEEZRRM I DD, Ry ND—0ZYPENRUHRENRY D —2
TREIL. TFa1UFT+ 2 bO—ILRUY—EINRNZNZENDTUDORY KT —02 & (iR
TEBLS(CHRY hD—T#H51b(Network Segmentation)DfEFHADIRET A NE

- DMZ(Demilitarized Zone) RUBIDIRR T+ >+ > T 5% ERA U TINES/AERRY D —
D75t I DBEROERA DR N E

- I\YF DO —T DI -5y NTRDPTVHEBOEBLRS AT ARVEEZH#RIL. &
W7 O ARUVEENSZEDI AT LZFEH L. RETDBEROERADIRA N E

- RYRNID=ODT7ATIA—ILOEBENSRERIR— ~E RS T« v ILINIIBE TSR
WEKD(CTOY U DBERDIEET DB E

- Ry RND—=070F. U= RNIARUOIT7ATIA—IZFERUTAHEBBS AT ALICHEITD
BIENIRER 7 O AZEL T DBEROERDIR D W E

- RADEA. DHKRUMIES AT AGRIDRY RT—IONSEET DL D (CIRFITHNE

6. 1—H—7hHI> FOEREM
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1) ZEFHRRE (Multi-factor Authentication)

HBOBECTFIOTCATER)I RIT—-—RNRERENEEES =(CE/\vF 2 Id0)L—Th7otX
IR EZBBIE T DIe8D. B DS CRIIERPE T8 I 2% B RawsL(MFA, Multi-Factor
Authentication) D{ER DRI NN E

2) 7Hh9O> MERABER (Account Use Policies)

THI> bOEF1 VT« HECEHUZBREE DR NNE

- REOREMNSEFHEE U TERL TS Windows PCOOJ 1> 1—H—7HD> hd)C
RAD—=RZFREBOTILI7RY FOAXZF, INFRUOGLEESZZATRINL 8HIALTEH
EIDLDICIREANNE

- Windows @705« JF« L2 kU (Active Directory) & U TR ESNIZIRIETE. JIL—
TBIER(Group Policy)i U TIREDAZRY hDJ—2(C% NS Windows PC DW—&—77 1
D> bD)INRD— RZEFEBDTILI 7RY RMDOAXZF, INXFRUVEBZEATRDINL 8
HIA L TREITDERDICHEBR L. 3NATEIC/\RT—RIEEFENDLD (CHERFEADIR
AN E

- ERBHTERRVTNAREULENEBD IP 5O T1>&BES LD FHTET7 ORI
RIEFADIRI D NE

- JRDT—=RMERIEND Z EZBE<S Tz, WD DEBDOT A KDL E. 7HhD>

bz RS I SBERIERA DR W E

3) $¥iE7 HU> MER (Privileged Account Management)

THO NERIRICLD IR TZRIMET B28d. BIEEEDTZHD Y MRUGHERMEIDEHTS
NIZ—RZ77 DD > MBI U TOEERDIRS I E

- UE— XY by ZFOMIIL(Remote Desktop Protocol, RDP) &@LU COJ A>T
20)L—FTUR b 50O—H)LEEE (Administrators))L— T ZE DR Z & ([CDWTHR

AmE

- BEBEOTVNDD SRUERMEID B TSNZ—MRDI7 DD b, BH&EEADEERLE
DIZHDBERDIRF I E

- ARVMERLANILDOI - —AENLANILOT—EXZED 2D RITTERNK D (CHER
EDRFI N HE

- BISEIAOBRICKDIHEEZRMET DD, B—EXTND> MIHITDIERDFIRT D
BRI N W E
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7. I RRA > FOBREFEM

1) YIJ b 77v 77— b (Update Software)
I > RiRA > MEndpoint) RS —/){—=D 0S &V I MIT PHRH/N—>3a>TcrvIF—h
SNTUVIWERNIVETH D, FIHAEBICRE SN X7 ARMBGHRO AN (BN D /NN
53T 71 )ILOEEHS A5 /s(Deployment Systems) (CH T B ERRIIIRT7 Y 5 — SOWETH W
=

2) OSO#ERE (Operating System Configuration)

INYF2 DT —T OSSN (CH VT DEEEEIN T Dz, 0S OB DR D E

- NTLM(New-Technology LAN

Manager) 1—H—&R3iE 70 b )L, Wdigest sReEEM LRSI NN E
- EBROEECARERBES. ULA—/DILAT 4 7Z2HEEY . FIRTDIBERDIRI N NE
- BEBBEHTERBVRSAN=DA X =LV EL D, FIRT DBEROIREI N E

3) PV —> 3 HERBRUOY > RRw 2 X (Application Isolation and
Sandboxing)
ITI/I\YFTI)—THERUERKUESIEAZE D TFHIDTOTLIARUVS R T AIC

TOTRTBEZFRT DD, FITUT—2 3 UREIRUT > KRy O XDERORE AW
£:3

4) ={7B51E (Execution Prevention)

SRATFLNBRIVIT T DERTZB L2 RTIT7AIVRVRO VT hETOI> hO—ILD
BRI E

- EETERVWI7AILOETZRBIEL. XILD T 7OFBIKROTOY O3 Bz, Windows
TV —23>00> bO—)LY —)LOEROIRFI AN E

- D7AINEITEND LD (CHBTIT DN IBEITDIL—ILZED. COT7AILETTSE
21— —KRUOJIL—TF%=IEETE S Windows D7 v FOw 73— (ApplLocker) DERDE
SAHE

5) #EEDEMIERV T 095 LDHIER (Disable or Remove Feature or
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Program)

WREOERZERICH Tz, BIENICBELERDBNN G DHECENMERVTOTI S LD
HIBRDIRET D w22

- Windows D XFACA A h—)LENTLD MS Office DZF1UF A ZEDH. ¥
OOFE] 7= [IRTORIOZFTRURVWGEIIER)] OEAZEZZECERA LT,
FOF7 4 TF+ L2 kU (Active Directory)h5S GPO Group Policy Object) Di&ED L. fi2
m9 DRANME

Macro Settings

) Disable all macros without notification
@ Disable all macros with notification
() Disable all macros except digitally signed macros

() Enable all macros (not recommended; potentially dangerous code can run)

- DCOM(Distributed Component Object Model) DEEZHLDIRFTH N E

- BFEDSZAFLNS MSHTA.exe MEEE) UK D (TR E

- WinRM(Windows Remote Management)t — E X DERME DT NN E

- RERBBERITHEEOEN ORI N E

- O—AWVIa>ottFa1 US4 RERVUTIL—THEERNS LLMNR(Link-Local Multicast
Name Resolution) UMW /U1 7 X (NetBIOS) DEZHEDIRFI D N E

- O—W\WVIT0Fa1UT0RERPIIL—TBEHRNS LLMNR(Link-Local Multicast
Name Resolution) U )\ 7 X (NetBIOS) DN L DARET i B

- PHP @ eval()D KL D747 T T HiMDAFTE LTz Bz Eb 9 DRI N E

6) 11— RE% (Code Signing)

BEECERVWI 7AIILORTZH Tz, J— FERBR R T DERREDIRFTI N E

- BREBEHT>BWRTUT bDOETEIND—> 1)L (PowerShell) DIEREETE DIRETHY s
7

- BRBEHTERVWIT 7 AILOETZ S BERREDRFT N E

- BRBHTRFRVWY—ER RSA/N\—DEFRUETZH S BEREEEDIRFTDINE

7) 7>F 994 I)ILA (Antivirus)

RIWDT 7DD >O—- RRUETZBUIEDAN-BRZBIET DD, cnNzEMLDDT
Ow O TE37 >F T4 )L (Antivirus) DERDIRET B E
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- RV TN I O— RRUETORIGDIZH. R RMUBABHLES X5 IA(HIPS, Host
Intrusion Prevention System)&U7 > F I )LA(Anti Virus)/REDYV Y 1—>3 2fFH
DRI E

8) I RRA> b 5DITA%EMILE (Behavior Prevention on Endpoint)

T > RRA > MENdPoint) i SBTERRERICRD YT VWERETANREE LWL D, Baillckh
L Bz (C1T A LE(Behavior Prevention)#AE A DIRET HWHE

- BETERVWI7AILOERTZEHIET D28, ASR(Attack Surface
Reduction))L—)LDBEN DRI E

- I7AIIDOEB LR —HURWVERE, BENRBRIC/ZDYOT VWD 7 1)L Z2#E RO TE
DI RRA > MEndPoint)V U 1 —= 3 ASHDIRSHANE

- JOtXRA>x 33> (Process
Injection) DK S RWERMEIFENKRO T OV I3 Bz, 1T74AMLE(Behavior
Prevention)#&ae{EFADIRFTH I E

9) J\— RO I 7HEDFHIR (Limit Hardware Installation)

USB 5/ \A AR A—/I\TIVAT « P2 EOERFEH TR \— RO T 7OERZHRUEL
D, JOvoULED I DIEERZRE

- YEGREHTIFRW\— RO 7OEAZFIRLZD. JOVIIDBELIICI RRA> ~
DEF1UFTABERUVEZSI I T -1 > hOERADRGE I NE

10) % E/\1JLBGR (Enterprise Policy)

EI)INAILTINA ROEEZ D> FO—)LT DIeHDBERETEDZSH. EMM(Enterprise Mobility
Management)/MDM(Mobile Device Management) <> X5 ADBEHRADIRET NN E

- Android 7/ \A _DEBXERUVRES X5 LD T IR EHIBRIT E OZEFFEIKDH T T
TR TEDXRD (CBERFEDIRTI DN E

- IOSHBI>H—-—TS5+14 XEMAIAE TERA L. App Store TEIRBWENDFENSEND
STCERBEZ IV -2 3> 11— N1 A M=ILTERVNKD. TOT 1 —ILDH|
PREETEDIRFI D NE
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NSHC.

LEGAL DISCLAIMER

NSHC (NSHC Pte. Ltd.) takes no responsibility for any incorrect information
supplied to us by manufacturers or users. Quantitative market information
is based primarily on interviews and therefore is subject to fluctuations.
NSHC Research services are limited publications containing valuable market
information provided to a selected group of customers. Our customers

acknowledge, when ordering or downloading our publications

NSHC Research Services are for customers’ internal use and not for general
publication or disclosure to third parties. No part of this Research Service
may be given, lent, resold, or disclosed to noncustomers without written
permission. Furthermore, no part may be reproduced, stored in a retrieval
system, or transmitted in any form or by any means, electronic,
mechanical, photocopying, recording or otherwise, without the permission

of the publisher.

For information regarding permission, contact us. service@nshc.net

This document contains information that is the intellectual property of NSHC
Inc. and Red Alert team only. This document is received in confidence and
its contents cannot be disclosed or copied without the prior written consent
of NSHC. Nothing in this document constitutes a guaranty, warranty, or

license, expressed or implied.

NSHC disclaims all liability for all such guaranties, warranties, and licenses,
including but not limited to: Fitness for a particular purpose;
merchantability; non-infringement of intellectual property or other rights of

any third party or of NSHC.
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